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Abstract of the contribution: This contribution tries to resolve an Editor’s Note in TS 23.501 clause 7.1.2. 
1. Introduction
The following editor’s note in clause 7.1.2 of TS 23.501 needs to be resolved.
Editor's note:
Whether Notify without Subscribe is treated as a separate mechanism is FFS.
2. Discussion
The following paragraph explains when notification without an explicit subscribe is needed and provides a solution for how to specify it.

2.1 Scenarios that need notify without subscribe

There are scenarios where the very first message destined towards a target NF needs to be notified by an NF that just acts as a relaying node. For such scenarios, the target NF would not have explicitly subscribed for that notification with the NF that is delivering the notification, since there would not have been an earlier association between the two nodes. Example scenarios are given below

1. During PDU session establishment procedure in clause 4.3.2.2.1 of TS 23.502, step 5 does PDU session authentication / authorization procedure which is specified in clause 4.3.2.3 of TS 23.502. As part of the PDU session authentication / authorization procedure, the step 3f executes an Nsmf_PDUSession_UpdateSMContext request. However the SMF is already in the middle of processing Nsmf_PDUSession_CreateSMContext request, as part of the PDU session establishment procedure, for which the AMF is still waiting for an answer. So sending 2 requests to SMF on the same service (Nsmf_PDUSession service) back to back before response for previous request is received will lead to 2nd request not getting processed at SMF. A solution for this is to use Namf_Communication_N1MessageNotify service operation for step 3f of clause 4.3.2.3 instead of Nsmf_PDUSession_UpdateSMContext.

2. For Registration procedure with AMF relocation, as specified in clause 4.2.2.2.3 of TS 23.502, step 7a can be mapped to Namf_Communication_N1MessageNotify.

For both the above scenarios, the notify triggered by AMF does not have a prior explicit subscription. The following paragraph explains how such notifications can be delivered to the right service endpoint.

1. During NF service registration, it is already specified that an NF registers with the NRF the list of services and service related parameters. As part of the service related parameters, a default notification sink endpoint / resource ID for each type of notification service that the service is interested in receiving (for e.g AMF offers multiple Notify service operations like N1MessageNotify, N2InfoNotify and EventExposure_Notify – so a consumer NF service may register separate notification sink endpoint for each of these 3 notification services). This sink endpoint could be in the form of a URL / FQDN (to be defined by stage 3).

2. When another NF discovers this NF by querying the NRF, the NRF returns the list of services supported by the NF and the service related parameters (which includes its registered default notification sink endpoint / resource ID).
3. The NF that needs to deliver the notification will deliver it to this sink endpoint. 

4. If an NF does not want to receive any notification without explicit subscribe, it shall not register any default notification sink with the NRF.

5. The default notification sink shall only be discoverable by NFs that are authorized to discover that NF and its services via the NRF. 

6. An NF may explicitly unsubscribe with the event notification producer NF any time to no longer deliver the notifications to the default notification sink. An NF may also deregister the default notification sink endpoint from the NF profile in the NRF.

7. When notifications are delivered to the default notification endpoint of an NF, the consumer NF, processes the notification and depending on the content and type of the notification it internally continues with the respective service logic.

The following call flow explains the default notification sink registration and discovery.
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Figure 1: NF Instance Registration and Discovery
NOTE 1: The step 1 to 2, 3 to 5 and step 6 are time separated independent procedures. They are shown together just for illustrative purpose to understand the end to end working. The “ribbon” shown indicates that these are time separated.
NOTE 2: The default notification sink endpoint information is registered by the “consumer” NF service as a service specific parameter.
Additionally the changes in S2-175422 are merged into this.
3. Proposal
It is proposed to resolve the editor’s note as given in the conclusion above.
* * * First Change * * *
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information

-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
Editor's note:
whether service authorization information is included in every NF profile or in an independent authorization profile, is FFS.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
* * * Next Change * * *
7.1.2
NF Service Consumer-NF Service Producer interactions
The interaction between two Network Functions (Consumer and Producer) within this NF service framework follows two mechanisms:

-
"Request-response": A Control Plane NF_B (NF Service Producer) is requested by another Control Plane NF_A (NF Service Consumer) to provide a certain NF service, which either performs an action or provides information or both. NF_B provides NF service based on the request by NF_A. In order to fulfil the request, NF_B may in turn consume NF services from other NFs. In Request-response mechanism, communication is one to one between two NFs (consumer and producer) and a one-time response from producer to a request from consumer is expected within a certain timeframe.
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Figure 7.1.2-1: "Request-response" NF Service illustration

-
"Subscribe-Notify": A Control Plane NF_A (NF Service Consumer) subscribes to NF Service offered by another Control Plane NF_B (NF Service Producer). Multiple Control Plane NFs may subscribe to the same Control Plane NF Service. NF_B notifies the results of this NF service to the interested NF(s) that subscribed to this NF service. The subscription request shall include the notification endpoint (e.g. the notification URL) of the NF Service Consumer to which the event notification from the NF Service Producer should be sent to. In addition, the subscription request may include notification request for periodic updates or notification triggered through certain events (e.g., the information requested gets changed, reaches certain threshold etc.).  The subscription for notification can be done through one of the following ways:

-
A separate request/response exchange between the NF Service Consumer and the NF Service Producer; or 
-
The subscription for notification is included as part of another NF service operation of the same NF Service Producer; or
-
Registration of a notification endpoint for each type of notification the NF consumer is interested to receive, as a NF service parameter with the NRF during the NF and NF service registration procedure as specified in clause 5.2.7.1.2 
of 3GPP TS 23.502 [3].
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Figure 7.1.2-2: "Subscribe-Notify" NF Service illustration 1

A Control Plane NF_A may also subscribe to NF Service offered by Control Plane NF_B on behalf of Control Plane NF_C, i.e. it requests the NF Service Producer to send the event notification to another consumer(s). In this case, NF_A includes the notification endpoint of the NF_C in the subscription request.
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Figure 7.1.2-3: "Subscribe-Notify" NF Service illustration 2
* * * Next Change * * *
7.1.4
Network Function Service Authorization

NF service authorization ensures the NF Service Consumer is authorized to access the NF service provided by the NF Service Provider, according to e.g. the policy of NF, the policy from the serving operator, the inter-operator agreement.

Service authorization information is one of the components in the profile of the NF Service Producer. It shall include the NF type (s) allowed to consume NF Service(s) of NF Service Producer.
Due to roaming agreements and operator policies, a NF Service Consumer shall be authorised based on UE/subscriber/roaming information and NF type, the Service authorization may entail two steps:

-
Check whether the NF Service Consumer is permitted to discover the requested NF Service Producer instance during the NF service discovery procedure. This is performed on a per NF granularity by NRF.
NOTE: when NF discovery is performed based on local configuration, it is assumed that locally configured NFs are authorized.
-
Check whether the NF Service Consumer is permitted to access the requested NF Service Producer for consuming the NF service. This is performed on a per UE, subscription or roaming agreements granularity. This type of NF Service authorization is embedded in the related NF service logic.

NOTE 1:
The security of the connection between NF Service Consumer and NF Service Producer is specified in SA WG3.

NOTE 2: It is expected that an NF authorisation framework exists in order to perform consumer NF authorisation considering UE, subscription or roaming agreements granularity. This authorisation is assumed to be performed without configuration of the NRF regarding UE, subscription or roaming information.
* * * Next Change * * *
7.1.5
Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports. The NF instance may make this information available to NRF either when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation. The NF instance while registering the list of NF services it supports, for each NF service, may provide a notification endpoint information for each type of notification service that the NF service is prepared to consume, to the NRF during the NF instance registration. The NF instance may also update or delete the NF service related parameters (e.g to delete the notification endpoint information).
The NF instance may also de-register from the the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way.
Editor's note:
It's FFS how NRF becomes aware of unavailable/unreachable NF instances due to problems (e.g. NF crashes, network issues).
* * * End of Changes * * *
�This section reference needs to be updated based on the section number under 4.x to which it gets moved as per CMCC proposal S2-175508
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