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Abstract of the contribution: This contribution adds 3rd party NF registration capability to the NRF in TS 23.501. And clarifies, in the context of Network Slicing, how a NF knows which is the appropriate level of NRF where it needs to register to. In addition it is proposed that the an authorised entity such as OAM de-registers a NF instance from the NRF when it detects that the NF instance has become unavailable/ unreachable.
1. Introduction
All NF services register with the NRF upon instantiation, after some significant change such as a scaling event, and deregister with the NRF upon termination. 

However it may be beneficial for another entity, such as an operator OA&M component, to register directly with the NRF on the behalf of other NF services upon some NF service life cycle event.
2. Discussion

Currently, Network Function Services register with the NRF when the NF service instance becomes operative for the first time or upon individual NF service instance activation/de-activation within the NF instance, e.g. triggered after a scaling operation. And NF services deregister with the NRF when they are about to gracefully shut down or disconnect from the network in a controlled way.
However, NF service instances do not instantiate themselves. All lifecycle events for NF service instances are controlled by some OA&M component in the operator’s network. Typically, a number of NF services are instantiated and configured together to support a network service. It may be more efficient for this central OA&M entity to directly register the NF service instances in the NRF on behalf of the NF services.
More and more commercial IT systems today support a 3rd party registration capability. This allows common procedures such as initial authentication of NF services to the NRF to be handled centrally. This will allow a more efficient bulk registration process when many NF services in a network service or network slice are instantiated or moved/updated.
This will also allow the NRF the become aware of unavailable/unreachable NF service instances due to problems (e.g. NF crashes, network issues). In fact the OA&M, with different level of alarms in the network, can be aware of different kind of faults, including software crashes or lack of connectivity to NFs. This is currently an existing Editor’s Note. Furthermore, OA&M components will be able to dynamically update load information of NF services in the NRF based on collected monitoring information.
Only a small change is needed to realize this capability. The registration and update operations need to be exposed to 3rd party consumers. This proposal does not impact NF services discovery procedures.
In addition at SA2#122 it has been approved the following text:

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

Therefore, at least in the context of Network Slicing where different level of NRFs are assumed, there is the need to clarify which level of NRF is contacted by the NF to register itself and the list of NF services that it supports.

3. Proposal

It is proposed to discuss above issue and make the following changes to TS 23.501. 
* * * Begin of 1st Change * * *
7.1.5
Network Function and Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports. 
NOTE: The NF informs the appropriate NRF based on configuration.
The NF instance may make this information available to NRF when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation. Alternatively, another authorised entity (such as an OA&M function) may inform the NRF on behalf of an NF instance triggered by an NF service instance lifecycle or scaling event (register, update or de-registration operation depending on instance instantiation, termination, activation, or de-activation). Such an authorised entity may also dynamically update the NRF about current capacity information or configuration changes for NF instances and their supported services to help service discovery and selection.
The NF instance may also de-register from the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way. If an NF instance become unavailable or unreachable due to unplanned errors (e.g., NF crashes or there are network issues), an authorised entity shall deregister the NF instance with the NRF.

* * * End of Changes * * *
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