SA WG2 Temporary Document

Page 5

SA WG2 Meeting #S2-122BIS
S2-176398
21 - 25 August 2017, Sophia Antipolis, France
was S2-175448
Source:
Ericsson, Huawei
Title:
23.501: UDM in Registration Procedure 
Document for:
Approval 

Agenda Item:
6.5.11 
Work Item / Release:
5GS_ph1 / Rel15

Abstract of the contribution: This paper proposes updates to 3GPP TS 23.501 to clarify UDM role within Registration Procedures.
1. Introduction

This pCRs proposes some clarifications on UDM role in registration procedures.     
2. Discussion

 This pCRs proposes some clarifications on UDM role in the following procedures: 

· Network Access Control: UDM executes Access authorization based on subscription information such as Operator Defined Barrings, Roaming and RAT restrictions. In this section, a smaller clarification is also proposed in chapter 5.2.3 regarding ME identity Check with EIR and making reference to security TS only applicable to authentication handling (i.e. IMEI check not defined in 33.501).  

· Session Management: PDU session ID must be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses
· Support of UE Registered over both 3GPP and non-3GPP access: it is clarified that when a UE is consecutively or simultaneously served by a 3GPP access and a Non-3GPP access of the same PLMN, the AMF and UDM manage separate/independent UE registration procedures in the 3GPP and non-3GPP accesses. 
· Subscription Identifier: It is clarified that SUPIs, which are a fundamental element in authentication and registration procedures, are stored in UDM.
3. Proposal
*************** Start of Change # 1 *********************

5.2.3
Identification and authentication

The network may authenticate the UE during any procedure establishing a signalling connection with the UE. The security architecture is specified in TS 33.501 [29]. The network may optionally perform an ME identity check with 5G EIR. 
5.2.4
Authorisation

The authorisation for connectivity of the subscriber to the 5GC and the authorization for the services that the user is allowed to access based on subscription (e.g. Operator Determined Barrings, Roaming restrictions and RAT Type currently in use) is evaluated once the user is successfully identified and authenticated. This authorization is executed during UE registration procedure.
*************** End of Change # 1 *********************

*************** Start of Change # 2 *********************

5.3.2.4
Support of a UE registered over both 3GPP and Non3GPP access

For a given serving PLMN there is one RM context for a UE for each access, e.g. when the UE is consecutively or simultaneously served by a 3GPP access and a Non-3GPP access (N3IWF) of this PLMN. UDM manages separate/independent UE registration procedures for each access.
An AMF associates multiple access-specific RM context for an UE with:

-
a Temporary Identifier that is common between 3GPP and Non-3GPP. This Temporary Identifier is globally unique.

-
a registration state per access type (3GPP / Non-3GPP)

-
a registration areas per access type: one registration area for 3GPP access and another registration areas for non 3GPP access.

-
a periodic registration timer for 3GPP access.
-
a Non-3GPP Implicit Deregistration timer.
Registration areas for the 3GPP access and the non-3GPP access are independent.

The AMF shall not provide a Periodic Registration Timer for the UE. over a non-3GPP access. Consequently, the UE need not perform, Periodic Registration Update procedure over non-3GPP access. Instead, the UE is provided by the network with a non-3GPP deregistration timer that starts when the UE enters non-3GPP CM-IDLE state.
The Temporary Identifier may be assigned or re-assigned over any of the 3GPP and Non-3GPP access. The AMF assigns to the UE a single Temporary Identifier that is used over 3GPP and Non-3GPP access to the same PLMN or equivalent PLMN (which presumes that there is c and u plane connectivity between nodes of the EPLMN and the 3GPP access PLMN). The Temporary Identifier is assigned upon the first successful registration of the UE, and is valid over both 3GPP and Non-3GPP access to the same PLMN or equivalent PLMN for the UE. Upon performing any initial access over the non-3GPP access or over the 3GPP access, the UE provides the Temporary Identifier it has received in an earlier successful registration over any access to the same PLMN or equivalent PLMN. This enables the AN to select an AMF that maintains the UE context created at the previous registration procedure, and enables the AMF to correlate the UE request to the existing UE context.

If the UE is performing registration over one access and intends to perform registration over the other access in the same PLMN (e.g. the 3GPP access and the selected N3IWF are located in the same PLMN), the UE shall not initiate the registration over the other access until the registration procedure over first access is completed.

NOTE:
To which access the UE performs registration first is up to UE implementation.

When the UE is successfully registered to an access (3GPP access or non-3GPP access respectively) and the UE registers via the other access:

-
if the second access is located in the same PLMN or equivalent PLMN (e.g. the UE is registered via a 3GPP access and selects a N3IWF located in the same PLMN), the UE shall use for the registration to the PLMN associated with the new access the UE Temporary identifier that the UE has been provided at the previous registration in the same PLMN or equivalent PLMN.

-
if the second access is located in a PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN), different from the registered PLMN of the first access (e.g. the UE is registered to a 3GPP access and selects a N3IWF located in a PLMN different from the PLMN of the 3GPP access, or the UE is registered over non-3GPP and registers to a 3GPP access in a PLMN different from the PLMN of the N3IWF), the UE shall use for the registration to the PLMN associated with the new access a UE Temporary identifier only if it has got one that was received from the same PLMN. However, if the UE does not already have a UE Temporary Identifier from the PLMN to which it is attempting to register or from an equivalent PLMN, a SUPI shall be used for the new registration.

When a UE Temporary Identifier assigned during a registration procedure over 3GPP (e.g. the UE registers first over a 3GPP access) is location-specific, e.g. refers to a geographical Group Id, the same UE Temporary Identifier can be re-used over the non-3GPP access when the selected N3IWF function is in the same PLMN as the 3GPP access. When an UE Temporary Identifier is assigned during a registration procedure performed over a Non 3GPP access (e.g. the UE registers first over a non-3GPP access) refers to a non-geographical Group Id, the Temporary Identifier may not be valid for NAS procedures over the 3GPP access and during a registration procedure over the 3GPP access an AMF relocation is needed.

The deregistration request indicates whether it applies to the 3GPP access the non-3GPP access, or both.

If the UE is registered on both 3GPP and non-3GPP accesses and it is in CM-IDLE over non-3GPP access, then the UE or AMF may initiate a deregistration procedure over the 3GPP access to deregister the UE only on the non-3GPP access, in which case all the PDU sessions which are associated with the non-3GPP access shall be released.

Registration Management over Non-3GPP access is further defined in clause 5.5.2.

*************** End of Change # 2 *********************
*************** Start of Change # 3 *********************
5.6
Session Management

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.X.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN.

In addition, the SMF uses information from the AMF to determine how to handle the requests from the UE:

-
for a LADN, the SMF uses the information from the AMF to determine whether the UE is within the area of availability of the LADN.

This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice.

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id. PDU session ID is unique per UE and is the identifier used to uniquely identify one of an UE’s PDU sessions. PDU session ID shall be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses. The UE may also provide:
-
A PDU session Type.

-
Slicing information.

Editor's note:
Slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

NOTE 3:
User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
NOTE 4:
The handling if the UE goes out of the SMF service area is not specified in this release.
*************** End of Change # 3 *********************

*************** Start of Change # 4 *********************

5.9.2
Subscriber Permanent Identifier

A globally unique 5G Subscriber Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G system and provisioned in the UDM/UDR.
The following have been identified as valid SUPI types for this Release:

-
IMSI as defined in TS 23.003 [19].

-
Network Access Identifier (NAI) using the NAI RFC 4282 [20] based user identification as defined in TS 23.003 [19].

NOTE:
By using the NAI, it will be possible to also use non-IMSI based SUPIs.

It is possible for a representation of the IMSI to be contained within the NAI for the SUPI e.g. when used over a non-3GPP Access Technology.

In order to enable roaming scenarios, the SUPI shall contains the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).

For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.

*************** End of Change # 4 *********************
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