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Abstract of the contribution: This paper proposes the architecture requirements of ATSSS, its functional elements and initial reference architectures.
1. Introduction
ATSSS capability and solutions was described in TR 23.799 v2.0.0 in clause 6.20.  It described the ability of multi-connected UEs to take advantage of simultaneous connections to both 3GPP and non-3GPP accesses in delivering a better user experience by optimising traffic flows across these accesses. The proposals described for traffic flows to be steered such that delivery is across the optimal access to achieve the best user experience for an application; if network conditions change, such that the access is no longer optimal, flows may be switched to a better access, or if greater throughput or higher reliability is required, traffic flows may be split across several accesses. 
Based on this work, this document described the architecture requirements, initial non-roaming reference architecture including the key elements of ATSSS.  In the roaming case, both LBO and HR were included with N3IWF resides in the same PLMN as 3GPP access (more roaming models will be provided in the future).    

***** Beginning of Change ***** (All New Text)
4	Architecture Assumptions and Requirements

4.1	Architecture Assumptions

4.1.1	Non-roaming architecture
6	Solutions
6.x	Solution #x – Proposed architecture framework for ATSSS
In terms of architecture requirements for this solution, the proposed ATSSS architecture framework:-
1. Shall support untrusted non-3GPP access, NG-RAN and E-UTRAN.  GERAN and UTRAN are not supported.  As part of untrusted non-3GPP access, WLAN access shall be supported.

2. Shall support simultaneous connections of an UE via multiple access technologies.

3. Shall support separation of control and user plane functions.

4. Shall support IP (IPv4 & IPv6) and Ethernet PDU session types

5. Shall reuse and align with Release 15 architecture, reference points and functional capabilities in 5GS as stated in TS 23.501 and the procedures as stated in TS 23.502 as much as possible.

6. Shall support roaming.  As part of roaming, the architecture shall support both local breakout and home routing scenarios.

7. May support traffic usage reports from UE and ATSSS user plane entity to the ATSSS control plane of the core network to enable ATSSS control plane to get an end-to-end view of traffic performance over multiple access networks in order to dynamically manage ATSSS operations over these accesses.  

Note: 	Network that support ATSSS can continue to provide ATSSS functionality if traffic usage report is not provided by UE and ATSSS user plane entity.


Figure X depicts the initial high level ATSSS architecture for the non-roaming case that can be used as a reference for this study.  



Figure X.  Initial high level view of non-roaming ATSSS architecture.

The ATSSS architecture contains the following major elements:
· User Data Repository for Access Traffic Steering Switching and Splitting Function (UDR-AT3SF) 
UDR AT3SF holds UE ATSSS subscription data for operator service and user profiles. 

· Policy Control Access Traffic Steering Switching and Splitting Function (PC-AT3SF)
PC-AT3SF defines ATSSS policies according to the application-specific information provided by the AF (via N5), access information/notification provided by the AMF (via N15), UE ATSSS subscription and user profiles provided by the UDR-AT3SF (via N25), network local policy or any combination of them. The PC AT3SF may also take input from Network Data Analytics (NWDA) into consideration to generate or modify ATSSS policies. The PC-AT3SF can provide ATSSS rules to UE-ATS3F.

· Control Plane Access Traffic Steering Switching and Splitting Function (CP-AT3SF) 
CP-AT3SF is the main control plane of ATSSS architecture.  It is responsible for ATSSS policy enforcement and session management of all PDU sessions between 5GC and UE. CP-AT3SF can receive the ATSSS policies from PC-AT3SF via N7 and generates ATSSS rules to control the behaviour of ATSSS traffic by conveying ATSSS rules to UP-AT3SF over N4.  CP-AT3SF may also receive access link information (e.g. access restriction, mobility status) from the AMF for all access legs as inputs to manage ATSSS behaviour. The CP-AT3SF can provide ATSSS PDU session related policies to UE-ATS3F during PDU session establishment and PDU session modification, as well as receive traffic usage reports from the UE and UP-AT3SF for dynamic ATSSS operations.    Based on the traffic usage reports, CP-AT3SF may send commands (e.g., change access or access forbidden) to UE-AT3SF and UP-AT3SF via N1 and N4, respectively to optimise ATSSS behaviour. 

· User Plane Access Traffic Steering Switching and Splitting Function (UP-AT3SF)
UP AT3SF is the UP anchor point for all ATSSS traffic and presents a single IP address towards DN via N6.  It is responsible for ATSSS policy rule enforcement in the UP of the core network and relay traffic usage reports for from the UE (if available) to CP-AT3SF via N4. 

· UE Access Traffic Steering Switching and Splitting Function (UE-AT3SF)
ATSSS policy rule enforcement at the UE for UE-initiated traffic (UL). It may also generate traffic reports to be sent to the CP-AT3SF.


4.1.2	Roaming architecture for LBO with N3IWF in same PLMN as 3GPP access

The following Figure Y depicts the ATSSS roaming architecture in the case of LBO with N3IWF in the same PLMN as 3GPP access (assumed AF resides in VPLMN).

 


Figure Y.  Roaming ATSSS architecture – LBO scenario with N3IWF in same the PLMN as 3GPP access (assuming AF resides in VPLMN).

4.1.3	Roaming architecture for HR with N3IWF in same PLMN as 3GPP access

The following Figure Z depicts the ATSSS roaming architecture in the case of HR with N3IWF in the same PLMN as 3GPP access.




Figure Z.  Roaming ATSSS architecture – HR scenario with N3IWF in same the PLMN as 3GPP access.

6.x.1	Functional Description
The ATSSS architecture contains the following functional elements:
· User Data Repository for Access Traffic Steering Switching and Splitting Function (UDR-AT3SF) 
UDR AT3SF holds UE ATSSS subscription data for operator service and user profiles. 

· Policy Control Access Traffic Steering Switching and Splitting Function (PC-AT3SF)
PC-AT3SF defines ATSSS policies according to the application-specific information provided by the AF (via N5), access information/notification provided by the AMF (via N15), UE ATSSS subscription and user profiles provided by the UDR-AT3SF (via N25), network local policy or any combination of them. The PC AT3SF may also take input from Network Data Analytics (NWDA) into consideration to generate or modify ATSSS policies. The PC-AT3SF can provide ATSSS rules to UE-ATS3F.

· Control Plane Access Traffic Steering Switching and Splitting Function (CP-AT3SF) 
CP-AT3SF is the main control plane of ATSSS architecture.  It is responsible for ATSSS policy enforcement and session management of all PDU sessions between 5GC and UE. CP-AT3SF can receive the ATSSS policies from PC-AT3SF via N7 and generates ATSSS rules to control the behaviour of ATSSS traffic by conveying ATSSS rules to UP-AT3SF over N4.  CP-AT3SF may also receive access link information (e.g. access restriction, mobility status) from the AMF for all access legs as inputs to manage ATSSS behaviour. The CP-AT3SF can provide ATSSS PDU session related policies to UE-ATS3F during PDU session establishment and PDU session modification, as well as receive traffic usage reports from the UE and UP-AT3SF for dynamic ATSSS operations.    Based on the traffic usage reports, CP-AT3SF may send commands (e.g., change access or access forbidden) to UE-AT3SF and UP-AT3SF via N1 and N4, respectively to optimise ATSSS behaviour. 

· User Plane Access Traffic Steering Switching and Splitting Function (UP-AT3SF)
UP AT3SF is the UP anchor point for all ATSSS traffic and presents a single IP address towards DN via N6.  It is responsible for ATSSS policy rule enforcement in the UP of the core network and relay traffic usage reports for from the UE (if available) to CP-AT3SF via N4. 

· UE Access Traffic Steering Switching and Splitting Function (UE-AT3SF)
ATSSS policy rule enforcement at the UE for UE-initiated traffic (UL). It may also generate traffic reports to be sent to the CP-AT3SF.

6.x.2	Procedures
Editor’s note : RM/CM and SM procedures are FFS.
 
6.x.3	Impacts On Existing Entities and Interfaces
This solution will impact the following entities in 5GS:
· SMF
· PCF
· UDM
· UPF
· UE

6.x.4	Open Issues
Traffic performance reports from the UE and ATSSS user plane would be beneficial to enable the ATSSS control plane to have end to end view of traffic performance over multiple access networks and enable it to better dynamically manage ATSSS behaviour. The key issue around this are:
1) How should the traffic reports be delivered to the ATSSS control plane? Should be this via N1 signalling or over N3, in which case, the ATSSS user plane will need to forward the reports to the ATSSS control plane
2) How frequently should reports be delivered - periodically or threshold based?
3) [bookmark: _GoBack]What information should be included in the traffic reports and how they are measured? 


6.x.5	Conclusions


4.2	High Level architecture requirements
In this study, the architecture of Access Traffic Steering, Switching and Splitting:
8. Shall support untrusted non-3GPP access, NG-RAN and E-UTRAN.  GERAN and UTRAN are not supported.  As part of untrusted non-3GPP access, WLAN access shall be supported.

9. Shall support simultaneous connections of an UE via multiple access technologies.

10. Shall support separation of control and user plane functions.

11. Shall support IP (IPv4 & IPv6), Ethernet and unstructured PDU session types

12. Shall reuse and align with Release 15 architecture, reference points and functional capabilities in 5GS as stated in TS 23.501 and the procedures as stated in TS 23.502 as much as possible.

13. Shall support roaming.  As part of roaming, the architecture shall support both local breakout and home routing scenarios.

14. May support traffic usage reports from UE and ATSSS user plane entity to the ATSSS control plane of the core network to enable ATSSS control plane to get an end-to-end view of traffic performance over multiple access networks in order to dynamically manage ATSSS operations over these accesses.  

Note: 	Network that support ATSSS can continue to provide ATSSS functionality if traffic usage report is not provided by UE and ATSSS user plane entity.

15. …….

***** End of Change ***** 

image3.emf
UE

UE-AT3SF

3GPP access

(NG-RAN & 

E-UTRAN)

Untrusted 

non-3GPP 

access

N3IWF

ATSSS CP

vCP-AT3SF

ATSSS UP

vUP-AT3SF

DN

ATSSS

Subscription

UDR-AT3SF

Y1

Y2

NWu

N2

N2

N3

N3

N6

N10 N1

AF

N5

N4

HPLMN

VPLMN

ATSSS 

Policy 

vPC-AT3SF

N7

ATSSS 

Policy 

hPC-AT3SF

N24

N5

N25


oleObject3.bin








UE

UE-AT3SF

3GPP access

(NG-RAN & 

E-UTRAN)

Untrusted 

non-3GPP 

access



N3IWF

ATSSS CP



vCP-AT3SF

ATSSS UP



vUP-AT3SF



DN

ATSSS

Subscription



UDR-AT3SF

Y1

Y2

NWu

N2

N2

N3

N3

N6

N10

N1



AF

N5

N4

HPLMN

VPLMN

N5

N25

ATSSS 

Policy 



vPC-AT3SF



N7

ATSSS 

Policy 



hPC-AT3SF



N24








image4.emf
UE

Untrusted Non-

3GPP Access

3GPP

Access

Data

Network

N3IWF

V-UPF

AMF

V-SMF V-PCF

AF

AUSF

UDM

N2

N3

N3

N2

N14

N1

N15

N6

N4

N13

N12

N10

N8

N5

N7

N11

N9

Y1

Y2

N1

NWu

UE-AT3SF

vUP-AT3SF

vSM-AT3SF

vPC-AT3SF

UDR-AT3SF

N25

H-PCF

hPC-AT3SF

VPLMN 

Non-3GPP 

network

HPLMN 

N24


oleObject4.bin




UE

Untrusted Non-

3GPP Access

3GPP

Access

Data

Network

N3IWF

V-UPF

AMF

V-SMF

V-PCF

AF

AUSF

UDM





N2











N3





N3



N2



N14

N1

N15

N6

N4

N13

N12

N10

N8

N5

N7

N11

















































N9









Y1

Y2









N1



NWu

UE-AT3SF

vUP-AT3SF

vSM-AT3SF

vPC-AT3SF

UDR-AT3SF



N25

















H-PCF

hPC-AT3SF



VPLMN 

Non-3GPP network

HPLMN 



N24












image5.emf
3GPP access

(NG-RAN & 

E-UTRAN)

Untrusted 

non-3GPP 

access

N3IWF

ATSSS CP

vCP-AT3SF

ATSSS UP

vUP-AT3SF

DN

ATSSS

Subscription

UDR-AT3SF

Y1

Y2

NWu

N2

N2

N3

N3

N16

N1

N9

N4

HPLMN

VPLMN

ATSSS 

Policy 

vPC-AT3SF

N7

ATSSS 

Policy 

hPC-AT3SF

N24

ATSSS CP

hCP-AT3SF

ATSSS UP

hUP-AT3SF

AF

N5

N4

N7

N10

N6

UE

UE-AT3SF

N25


oleObject5.bin


3GPP access

(NG-RAN & 

E-UTRAN)

Untrusted 

non-3GPP 

access



N3IWF

ATSSS CP



vCP-AT3SF

ATSSS UP



vUP-AT3SF



DN

ATSSS

Subscription



UDR-AT3SF

Y1

Y2

NWu

N2

N2

N3

N3

N16

N1

N9

N4

HPLMN

VPLMN

ATSSS CP



hCP-AT3SF

ATSSS UP



hUP-AT3SF



AF

N5

N4

N7

N10

N6







UE

UE-AT3SF

N25

ATSSS 

Policy 



vPC-AT3SF



N7

ATSSS 

Policy 



hPC-AT3SF



N24








image6.emf
UE

Untrusted Non-

3GPP Access

3GPP

Access

Data

Network

N3IWF

V-UPF

AMF

V-SMF V-PCF

AF

AUSF

UDM

N2

N3

N3

N2

N14

N1

N15

N6

N4

N13

N12

N10

N8

N5

N7

N11

N9

Y1

Y2

N1

NWu

UE-AT3SF

vUP-AT3SF

vSM-AT3SF

vPC-AT3SF

UDR-AT3SF

N25

H-PCF

hPC-AT3SF

VPLMN 

Non-3GPP 

network

HPLMN 

N9

H-SMF

vSM-AT3SF

H-UPF

vUP-AT3SF

N4

N24

N16


oleObject6.bin




UE

Untrusted Non-

3GPP Access

3GPP

Access

Data

Network

N3IWF

V-UPF

AMF

V-SMF

V-PCF

AF

AUSF

UDM





N2











N3





N3



N2



N14

N1

N15

N6

N4

N13

N12

N10

N8

N5

N7

N11

















































N9









Y1

Y2









N1



NWu

UE-AT3SF

vUP-AT3SF

vSM-AT3SF

vPC-AT3SF

UDR-AT3SF



N25

















H-PCF

hPC-AT3SF



VPLMN 

Non-3GPP network

HPLMN 



N9





H-SMF

vSM-AT3SF

H-UPF

vUP-AT3SF









N4





N24



N16










image1.emf
UE

UE-AT3SF

3GPP access

(NG-RAN & 

E-UTRAN)

Untrusted 

non-3GPP 

access

N3IWF

ATSSS CP

CP-AT3SF

ATSSS UP

UP-AT3SF

ATSSS 

Policy 

PC-AT3SF

DN

ATSSS

Subscription

UDR-AT3SF

Y1

Y2

NWu

N2

N2

N3

N3

N6

N10

N7

N1

AF

N5

5GC

N4

N25


oleObject1.bin








UE

UE-AT3SF

3GPP access

(NG-RAN & 

E-UTRAN)

Untrusted 

non-3GPP 

access



N3IWF

ATSSS CP



CP-AT3SF

ATSSS UP



UP-AT3SF

ATSSS 

Policy 



PC-AT3SF



DN

ATSSS

Subscription



UDR-AT3SF

Y1

Y2

NWu

N2

N2

N3

N3

N6

N10

N7

N1



AF

N5





5GC

N4

N25








image2.emf
UE

Untrusted Non-

3GPP Access

3GPP

Access

Data

Network

N3IWF

UPF

AMF

SMF PCF

AF

AUSF

UDM

N2

N3

N3

N2

N14

N1

N15

N6

N4

N13

N12

N10

N8

N5

N7

N11

N9

Y1

Y2

N1

NWu

UE-AT3SF

UP-AT3SF

SM-AT3SF

PC-AT3SF

UDR-AT3SF

N25


oleObject2.bin


UE

Untrusted Non-

3GPP Access

3GPP

Access

Data

Network

N3IWF

UPF

AMF

SMF

PCF

AF

AUSF

UDM

N2

N3

N3

N2

N14

N1

N15

N6

N4

N13

N12

N10

N8

N5

N7

N11

N9

Y1

Y2

N1

NWu

UE-AT3SF

UP-AT3SF

SM-AT3SF

PC-AT3SF

UDR-AT3SF

N25








