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Abstract of the contribution: Exposure for bulk event subscription.
1
Rationale for the changes
It is proposed to optimize the exposure procedure (to avoid overhead with per UE subscription) by allowing two main aspects:

1) Subscription for one UE, group of UE(s), any UE.

2) Subscription from the time of NF instantiation. This is to ensure that no event is missed by the NEF.
Overhead incurred with per UE subscription:

1) Subscription needs to be done for every UE

2) Serving NF needs to be determined for every UE

3) Mobility needs to be managed as the serving NFs are modified for every UE.

4) Identifiers and mapping have to be performed for individual UEs

Following figure illustrates the procedure in high level:
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Main impacts to 501/502:

1) NRF notifying subscribed NF with any new NF and its NF services registered in the network

2) NF allowing subscription for a group of UE(s) or any UE.

Following call flow shows the e2e procedure:
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2
Proposed modification

It is proposed to modify TS 23.502 as follows:

* * * * Start Change * * *.*
4.15
External exposure of network capabilities

4.15.1
General

4.15.2
Event Exposure

4.15.2.4
Exposure with bulk subscription
The following call flow shows how network internal exposure can happen for one UE, group of UE(s) or any UE.
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Figure 4.15.2.4-1: Network Internal Exposure for Analytics
1. NEF registers with the NRF for any newly registered NF along with its NF services.

2. When an NF instantiates, it registers itself along with the supported NF services with the NRF.
3. NRF acknowledges the registration

4. NRF notifies the NEF with the newly registered NF along with the services.

5. NEF evaluates the NF and NF services supported against the pre-configured events within NEF. Based on that, NEF subscribes with the corresponding NF either for a single UE, group of UE(s) (identified by a group ID), any UE. NF acknowledges the subscription with the NEF.

6 – 7. When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.
8. Application registers with the NEF for a certain event identified by event filters.

9 – 10. When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.
11. NEF notifies the application for the corresponding subscribed events.

Editor’s note: addition of authorization steps is FFS.
* * * * Next Change * * *.*
5.2.2
AMF Services
5.2.2.1
General
The following table shows the AMF Services and AMF Service Operations.
Table 5.2.2.1-1: List of AMF Services

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Namf_Communication
	UEContextTransfer
	Peer AMF
	Request/ Response
	Step 4 and 5 of clause 4.2.2.2.2.

	
	UERegistrationCompleteNotify
	Peer AMF
	Subscribe / Notify
	Step 10 of clause 4.2.2.2.2.

	
	N1MessageNotify
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 3 clause 4.3.2.2.1.

Step 5a of clause 4.2.2.2.3.



	
	N1MessageSubscribe
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 5a of clause 4.13.3.6.

	
	N1MessageUnSubscribe
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 7 of clause 4.13.3.3.

Step 6c of clause 4.13.3.6.

	
	N1N2MessageTransfer
	SMF, SMSF, PCF, NEF
	Request/ Response
	Step 10 of clause 4.3.2.2.1.

Step 14 of lause 4.3.2.2.2.

Step 5a of clause 4.13.3.6.

	
	N2InfoSubscribe
	SMF
	Subscribe / Notify
	Step 10 of clause 4.3.2.2.1.

Step 14 of clause 4.3.2.2.2.

	
	N2InfoUnSubscribe
	SMF
	Subscribe / Notify
	

	
	N2InfoNotify
	SMF
	Subscribe / Notify
	Step 14 of clause 4.3.2.2.1.

Step 18 of clause 4.3.2.2.2.

Step 9 of clause 4.2.3.2.

	Namf_EventExposure
	Subscribe for one UE, group of UE(s) or any UE.
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	Step 10 of clause 4.3.2.2.1.

Step 14 of clause 4.3.2.2.2.

	
	UnSubscribe for one UE, group of UE(s) or any UE
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	

	
	Notify
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	Step 4a of clause 4.2.3.2.

Step 3a of clause 4.2.3.3.

	Namf_MobileTermination
	EnableUEReachability
	NEF, SMF, PCF, UDM
	Namf_MobileTermination
	EnableUEReachability


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
5.2.2.3
Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an event.

 Following UE mobility information event are considered:
-
Location changes (TAI, Cell ID, N3IWF node, UE local IP address and optionally UDP source port number);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated; 

-
Mobility statistics and

 -
UE indication of switching off SMS over NAS service.
As well as monitoring events, as described in clause 5.4.2.
The following service operations are defined for the Namf_EventExposure service.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for a specific event for one UE, group of UE(s) or any UE.
Known NF Consumers: NEF, SMF, PCF, UDM, SMSF
Input, Required: NF ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Input, Optional: UE ID, Identification for Group of UE(s), Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Output, Required: Operation execution result indication.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).
This service operation can be invoked along with the Namf_Communication_N1MessageTransfer service operation invocation. The consumer NF subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. Event filter identifies the events that the consumer NF is interested in. The following are some example events.

-
UE registration state change;
-
UE reachability state along with optional list of sessions to activate;
-
Location change; and
-
Periodic mobility statistics.

The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the consumer NF identity. If the optional, immediate one time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the consumer NF.

Event filter may include "AN type(s)" and it indicates to subscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.
5.2.2.3.3
Namf_EventExposure_UnSubscribe service operation

Service operation name: Namf_ EventExposure_UnSubscribe.
Description: The consumer NF uses this service operation to unsubscribe for a specific event for one UE, group of UE(s), any UE.
Known NF Consumers: NEF, SMF, PCF, SMSF
Input, Required: NF ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Input, Optional: UE ID, Identification for Group of UE(s).
Output, Required: Operation execution result indication.
Output, Optional: None.
The consumer NF unsubscribes the event notification by invoking Namf_EventExposure_Unsubscribe (NF ID, UE ID, Event filter, event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. The event co-relation ID identifies a prior subscription that the consumer NF has made. Event filter identifies the events that the consumer NF is no longer interested with on the specific notify ID. Event filter may include "AN type(s)" and it indicates to unsubscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
5.2.2.3.4
Namf_EventExposure_Notify service operation
Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the Consumer NF which has subscribed to that  event before. 
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Known NF Consumers: NEF, PCF, SMF, Event Receiving NF
Input, Required: AMF ID, UE ID, Event co-relation ID, event information.
Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects the UE mobility event it sends the Event Notification (mobility event container) message to the Consumer NF(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.
Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.

* * * * Next Change * * *.*
5.2.7
NRF services
5.2.7.1
General

The following table shows the NRF Services and Service Operations:

Table 5.2.7.1-1: NF Services provided by the SMF

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Nnrf_NFManagement
	NF Discovery request
	AMF, SMF, NEF, PCF, NRF
	Request/

Request
	

	
	NF Registration
	AMF, SMF, NEF, PCF, NRF
	Request/

Response
	

	
	NF status subscribe
	AMF, SMF, NEF, PCF, NRF
	Subscribe/
Notify
	

	
	NF status notify
	AMF, SMF, NEF, PCF, NRF
	Subscribe/

Notify
	


5.2.7.1
Nnrf_NFManagement_Discovery
5.2.7.1.1
Description
Service name: Nnrf_NFManagement_Discovery
Description: provides the IP address or FQDN of the expected NF instance(s) to the consumer NF.
Known NF Consumers: AMF, SMF, PCF, NEF, NRF in another PLMN




Inputs, Required: NF type of the target NF, NF type of the NF consumer.
Inputs, Optional: slice information of the target NF, PLMN ID of the PLMN target NF belongs to

Editor's note:
what parameter is used as slice information is FFS
Outputs, Required: FQDN and IP address of a set of requested target NF.
Outputs, Optional: none.
5.2.7.1.2
Service/service operation information flow
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Figure 5.2.7.1-1: Nnrf_NF Discovery in the same PLMN information flow
1.
The NF consumer intend to discover the expected NF instance(s). For example, the AMF requests to discover the SMF instance(s) in the same PLMN. The NF consumer sends NF Discovery Request to NRF in the same PLMN, including: NF Type of the expected NF instance, NF type of the NF consumer, optionally Network Slice related information, and other service related parameters.

NOTE:
Other service related parameters need depend on the NF type of the expected NF instance(s) and refer to the clause 6.2 "Network Function Selection" in TS 23.501 [2].
2.
The NRF authorizes the NF Discovery Request. Based on the profile of the expected NF and the type of the NF consumer, the NRF determines whether the NF consumer is allowed to discover the expected NF instance(s). If the expected NF instance(s) are deployed in a certain network slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance(s) are only discoverable by the NF in the same network slice.

3.
If allowed, the NRF determines the discovered NF instance(s) and provides the information of a set of discovered NF instance(s) to the NF consumer via NF Discovery Response message. The information of the discovered NF instance(s) include: FQDN or IP address of the expected NF instance(s).
In case that the NF consumer intends to discover the NF in another PLMN, the NRF in serving PLMN needs to requests "NF Discovery" service from NRF in the remote PLMN. The procedure is depicted in the figure below:
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Figure 5.2.7.1-2: Nnrf_NF Discovery across PLMNs information flow
1.
The NF consumer intends to discover the NF instance(s) in another PLMN. For example, the AMF requests to discover the SMF instance(s) in the remote PLMN. The NF consumer sends NF Discovery Request to NRF, including: NF type of the expected NF, the Remote PLMN ID, NF type of the NF consumer, optionally Network Slice related information, and other service related parameters are included in the NF Discovery Request message.

2.
The NRF in serving PLMN identifies NRF in remote PLMN based on the Remote PLMN ID, and it requests "NF Discovery" service from NRF in remote PLMN according the procedure in figure 5.2.7.1-1 to get the expected NF instance (s) deployed in the remote PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the NRF in remote PLMN.
3.
The NRF in serving PLMN provides the information e.g. FQDN and IP address, of a set of the discovered NF Instance(s) in NF Discovery Response message.
5.2.7.2
Nnrf_NFManagement_Registration
5.2.7.2.1
Description
Service name: Nnrf_NFManagement_Registration
Description: Registers the consumer NF in the NRF
Known NF Consumers: AMF, SMF, PCF, NEF, NRF in another PLMN

Inputs, Required: NF type of the target NF, NF ID
Inputs, Optional: NF Services
Outputs, Required: none
Outputs, Optional: none.
5.2.7.3
Nnrf_NFStatus
5.2.7.3.1
Description
Service name: Nnrf_NFStatus
Description: Consumer can subscribe to be notified of newly registered NF along with its NF services
Known NF Consumers: AMF, SMF, PCF, NEF

Inputs, Required: NF type of the target NF, NF ID
Inputs, Optional: NF Services
Outputs, Required: none
Outputs, Optional: none.
* * * * Next Change * * *.*
5.2.8
SMF services
5.2.8.1
General

The following table shows the SMF Services and SMF Service Operations.
Table 5.2.8.1-1: NF Services provided by the SMF

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Nsmf_PDUSession
	Create
	V-SMF, H-SMF
	Request/ Response
	Step 6 of clause 4.3.2.2.2.

	
	Update
	V-SMF, H-SMF
	Request/ Response
	

	
	Release
	V-SMF, H-SMF
	Request/ Response
	Step 4 to 12 of clause 4.3.4.3.

	
	Create SM context
	AMF
	Request/ Response
	

	
	Update SM context
	AMF
	Request/ Response
	

	
	Release SM context
	AMF
	Request/ Response
	

	Nsmf_EventExposure
	Subscribe for one UE, group of UE(s), any UE
	PCF, NEF, AMF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.

	
	UnSubscribe for one UE, group of UE(s), any UE
	PCF, NEF, AMF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.

	
	Notify
	PCF, NEF, AMF
	Subscribe / Notify
	Step 9 of clause 4.3.3.2.


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on the PDU session. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for events on a PDU session; and

-
Notifying events on the PDU session to the subscribed NFs.

5.2.8.3.2
Nsmf_EventExposure_Notify service operation
Service operation name: Nsmf_ EventExposure_Notify
Description: Report UE PDU session related event(s) to the NF which has subscribed to the event report service. The events that will be reported by this service operation includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit, PDU session release.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Editor's note:
To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.
Known NF Consumers: PCF, NEF
Input: UE ID, PDU Session ID, Event Trigger, Event co-relation ID
Output: The consumer is notified of the events it subscribed to.
See step 9 of clause 4.3.3.2 for details on usage of this service operation.
If the SMF detects one or more events that the consumer NF has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends the event Report which includes the event(s) to the consumer. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF.

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.
5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_ EventExposure_Subscribe
Description: This service operation is used by an NF to subscribe for event notifications on a specified PDU session or for all PDU sessions of one UE, group of UE(s) or any UE. The following are the types of events for which a subscription can be made:

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation (see clause 5.2.8.3.1) can contain the following reports:

-
Addition of PDU session anchor; and

-
Removal of PDU session anchor.
-
Application detection; and

-
PDU session statistics (for example usage reporting).

Editor's note:
The full list of the events that can be reported by Nsmf_EventExposure service will be defined later.
Editor's note:
Whether this service operation may be used for online charging is FFS.
Known NF Consumers: PCF, NEF
Input, Required: NF ID, PDU Session ID, Event co-relation ID, Event filter along with event notification method (periodic, one time, on event detection).
Input, Optional: UE ID (SUPI or IP address and DNN), Identification of group of UE(s), any UE.
Output, Required: None.
Output, Optional: None.
The event co-relation ID identifies the ID to be used by the SMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription.
See step 8 of clause 4.3.2.2.1 for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can subscribe for events from the SMF.

5.2.8.3.4
Nsmf_EventExposure_UnSubscribe service operation

Service operation name: Nsmf_EventExposure_UnSubscribe
Description: This service operation is used by an NF to unsubscribe event notifications.
Known NF Consumers: PCF, NEF
Input, Required: NF ID, PDU Session ID, Notify ID, Event filter.
Input, Optional: UE ID (SUPI or IP address and DNN), Identification of group of UE(s), any UE.
Output, Required: None.
Output, Optional: None.
See step 9 of clause 4.3.3.2 for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can unsubscribe certain events from the SMF.

3GPP
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