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1. Discussion
As shown in Fig. 1, the UE may be provisioned with Network Slice Selection Policy (NSSP) which is used to steer the traffic of various applications in the UE to certain network slices or, more correctly, to PDU sessions associated with certain S-NSSAIs. For example, an NSSP rule may associate the application with identity “App-id-1” with S-NSSAI-1. Then, as shown in Fig. 1, the traffic of this application will be steered to a PDU session associated with S-NSSAI-1 and will go through a corresponding network slice instance in the network (i.e. a network slice supporting S-NSSAI-1). 
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Fig. 1: Traffic steering based on NSSP in the UE
As stated in TS 23.501 clause A.3.1.8.1, the NSSP policy (which is part of URSP) is "provided from PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface". But how does the network construct the NSSP policy? So far, it is implicitly assumed that the NSSP policy is manually configured in the network by the network operator. 
However, instead of manually configuring the NSSP policy in the network, the network could receive some information from an Application Function (AF) and use this information to construct the NSSP policy. Such approach is schematically illustrated in Fig. 2 and it is somehow similar with the "Application Function influence on traffic routing" that was recently agreed and documented in TS 23.502, clause 4.3.6. 
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Fig. 2: Creation of NSSP rule triggered by AF

1.
An AF sends a "Set App Profile" request to NEF which requests to associate an application (App-id-4) supported by AF (a) with a certain application profile and (b) with a certain application provider. This request may also include the external identity of a single UE (e.g. the MSISDN), or the external identities of multiple UEs. If no UEs are included, the request could affect all UEs associated (e.g. based on subscription) with the identified application provider.

The application profile identifies one of the application profiles pre-agreed between the mobile operator and the AF operator. An example list of pre-agreed application profiles is shown below (although this list is outside the scope of 3GPP).
	Application Profile #1
	Application Profile Id = 1010

Application Type = e-Health

Delay < 5msec

	Application Profile #2
	Application Profile Id = 1012

Application Type = Automotive

	Application Profile #3
	Application Profile Id = 1015

Application Type = Remote Control

Delay < 2msec

	…
	…


The AF maps the application (App-id-4) to one of the pre-agreed application profiles based on the known characteristics of the application, e.g. based on the type of the application and/or the traffic requirements of the application.
2.
The NEF sends a "Policy Update" request to UDM which requests to update the policy data (i.e. NSSP) of a single UE or of multiple UEs. The UDM maps each of the received external UE identities (e.g. MSISDNs) to a Subscriber Permanent Identity (SUPI).

3.
Based on the received application profile and application provider, the UDM determines an S-NSSAI or a prioritized list of S-NSSAIs that can be associated with the identified application (App-id-4) and constructs an NSSP rule for this application. For example, if the Application Profile Id=1012 (see table above) and the Application Provider="CarMakerA", then the UDM may construct a new NSSP rule associating the application App-id-4 with S-NSSAI-2=["automotive", "CarMakerA"].
The UDM identifies the affected UEs based on the UE identities received in step 2 and updates the NSSP policy for each one of these UEs. The NSSP policy for each UE is stored in UDR. 
4.
If one or multiple PCFs have been subscribed with UDM in order to receive policy updates for one or more of the affected UEs, then the UDM sends a Notify message to each of these PCFs. The Notify message includes the new NSSP rule.
5.
A PCF receiving the Notify message from UDM determines that new NSSP policy is available for the associated UE and sends the updated NSSP policy to UE via the AMF and the N1 interface.
6.
After the UE receives the updated NSSP policy, the UE will attempt to send the traffic of application App-id-4 over a PDU session associated with S-NSSAI-2=["automotive", "CarMakerA"] and thus via a network slice instance that supports S-NSSAI-2. 
The above procedure allows the network to construct NSSP rules for specific UEs based on requests received from Application Functions (see request in step 1) and to use these NSSP rules to steer the traffic of specific UE applications through specific network slices in the network. Thus, an AF can influence the selection of a network slice that is used to carry the traffic of specific applications. 
2. Proposal

It is proposed to add to TS 23.502 a clause entitled "Application Function influence on network slice selection" and document the procedure discussed above. A similar clause, entitled "Application Function influence on traffic routing", is included in TS 23.502, clause 4.3.6.
* * * First Change * * * 

x.y.z
Application Function influence on network slice selection
x.y.z.1
General

An Application Function (AF) can provide to the 5G core network information about a specific application. Based on this information, the 5G core network can determine the S-NSSAI(s) that should be associated with this application and can construct an NSSP rule for this application. This NSSP rule can be provisioned in a UE can cause all traffic generated by this application in the UE to be transferred over a PDU session that support the S-NSSAI(s) associated with the application. This way, an AF can influence the selection of a network slice instance that is used to carry the traffic of a specific application.
The procedure that enables this functionality is specified in the next clause.
x.y.z.2
Processing AF requests to influence network slice selection
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Fig. x.y.z.2-1: Processing AF requests to influence network slice selection
0.
The AF maps an application supported by AF to one of the application profiles pre-agreed between the mobile operator and the AF operator. This mapping can be based e.g. on the known traffic type and/or traffic requirements of the application.
NOTE 1: 
The application profiles pre-agreed between the mobile operator and the AF operator are outside the scope of 3GPP.
1.
An AF calls the "Set App Profile" service supported by NEF, which requests to associate the application (a) with a certain application profile and (b) with a certain application provider. The application is identified by an application identifier (App-Identifier). The request may also include the external identity of a single UE (e.g. the MSISDN), or the external identities of multiple UEs. If no UEs are included, the request could affect all UEs associated (e.g. based on subscription) with the identified application provider. The application profile is the one determined in the previous step and identifies one of the application profiles pre-agreed between the mobile operator and the AF operator.
Editor’s Note: This step requires a new NEF service to be specified in clause 5.2.6.
2.
The NEF calls the "Nudm Policy Update" service supported by UDM, which requests to update the policy data (i.e. NSSP) of a single UE or of multiple UEs. The UDM maps each of the received external UE identities (e.g. MSISDNs) to a Subscriber Permanent Identity (SUPI).
Editor’s Note: It is FFS if the "Nudm Policy Update" service can be mapped to an existing UDM service specified in clause 5.2.3, or if a new UDM service needs to be specified.
3.
Based on the received application profile and application provider, the UDM determines an S-NSSAI or a prioritized list of S-NSSAIs that should be associated with the identified application.

4.
The UDM constructs an NSSP rule for the identified application using the S-NSSAI(s) determined in the previous step. For example, if the Application Profile Id=1012 (corresponding to an automotive profile) and the Application Provider="CarMakerA", then the UDM may construct a new NSSP rule associating the application with S-NSSAI=["automotive", "CarMakerA"].

5.
The UDM identifies the affected UEs based on the UE identities received in step 2 and updates the NSSP policy for each one of these UEs. The NSSP policy for each UE is stored in UDR. 

6.
The UDM responds to the service request received in step 2 and, in turn, the NEF responds to the service request received in step 1.
7.
If one or multiple PCFs have been subscribed with UDM in order to receive policy updates for one or more of the affected UEs, then the UDM sends a Notify message to each of these PCFs. The Notify message includes the new NSSP rule.
Editor’s Note: It is FFS if the Notify sent by UDM is part of the existing Nudm_SubscriptionData_UpdateNotification service specified in clause 5.2.3.
8.
A PCF receiving the Notify message from UDM determines that new NSSP policy is available for the associated UE and sends the updated NSSP policy to UE via the AMF and the N1 interface. After the UE receives the updated NSSP policy, the UE shall attempt to send the traffic of the identified application over a PDU session that matches the S-NSSAI included in the updated NSSP policy.
* * * End of Changes * * * 
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