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Abstract of the contribution: This contribution updates UE Context Modification procedure for correct event trigger at PCF by AMF.
1. Discussion
In figure A.4.2.1-1: UE context modification-mobility policy at subclause A.4.2.1 and figure A.4.2.2-1 at subclause A.4.2.2, step1b, each is used for event notification to the PCF with Npcf_EventNotification_Notify service. 
But, according to subclause 7.2.4 PCF Services, Npcf_EventNotify is the service that provisioning of policy related information or event to the subscribed NF consumer which is NEF or AF. (information flow from PCF to NEF/AF)
	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer

	Npcf_PolicyControl
	PCF provides all the operations related to policy rule to NF consumers.
	5.2.5
	AMF, SMF

	Npcf_EventNotify
	PCF provides the policy related information / event to subscribed NF consumer.
	5.2.5
	NEF, AF

	Npcf_Policy Authorization
	PCF authorises an AF request and to create policies as requested by the authorised AF for the PDU-CAN session to which the AF session is bound to.
	5.2.5
	AF, NEF



According to subclause A3.1.15 Event trigger, event triggering report to PCF is performed by AMF and SMF.
And based on SMF service and AMF service, Namf_EventExposure and Nsmf_EventExposure services are used to inform mobility related events and PDU session related events to the PCF.
	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer(s)

	Namf_Communication
	This service enables an NF to communicate with the UE and/or the AN through the AMF.
	5.2.2.1
	SMF, SMSF, PCF, NEF, Peer AMF

	Namf_EventExposure
	This service enables other NFs to subscribe or get notified of the mobility related events and statistics.
	5.2.2.2
	SMF, NEF, PCF, UDM



	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer

	Nsmf_PDUSession
	This service manages the PDU sessions and uses the policy and charging rules received from the PCF. The service operations exposed by this NF service allows the consumer NFs to handle the PDU sessions.
	Sub-clause 5.2.8.2
	V-SMF, H-SMF, AMF

	Nsmf_EventExposure
	This service exposes the events happening on the PDU sessions to the consumer NFs.
	Sub-clause 5.2.8.3
	PCF, NEF, AMF



Therefore, step1b at figure A4.2.1-1 and step1b at figure A4.2.2-1 shall be corrected to use service by AMF or SMF.
2. Updates to 23.501
[bookmark: _Toc480388607] **************  First CHANGES **********************
[bookmark: _Toc488397161]A.4.2	UE Context Modification
There are two cases considered for UE Context Modification:
1.	The policy subscription related information of a UE changes.
2.	The conditions impacting the access and mobility control policy change, e.g. UE location.
[bookmark: _Toc488397162]A.4.2.1	UE Context Modification for Mobility Policy
This procedure is applicable to UE context modification due to change of mobility policy.




Figure A.4.2.1-1:	UE Context Modification-mobility policy
This procedure concerns both roaming and non-roaming scenarios.
Editor's note:	It is FFS if there is the case that the AF sends information related to the subscriber to the PCF which triggers the mobility policy update to the AMF where this procedure is also applicable.
In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision, and H-PCF is not involved.
1a.	Optionally, the PCF receives the event notification from AMF via Namf_EventExposure_Notifypcf_EventNotification_Notify service operation.
1b.	The AMF sends Npcf_AMPolicyControl_Get Request to the PCF. This may be triggered in case updated subscription data is received from UDM.
2.	The PCF makes the policy decision that triggers the change of access and mobility control policy.
3a. The PCF notifies the SMF AMF of the updated policies via Npcf_AMPolicyControl_UpdateNotify service operation.
3b.	The PCF provides the updated policy via Npcf_AMPolicyControl_Get Response operation..
4.	The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the RAN and UE.
[bookmark: _Toc488397163]A.4.2.2	UE Context Modification for UE Policy and Access Network Selection Policy
This procedure is applicable to UE context modification due to change of access network selection policy.



[bookmark: _MON_1564311359]
Figure A.4.2.2-1: UE Context Modification-UE policy and access network selection policy
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, it is the H-PCF to make a final policy decision, and provide the policy to the AMF via V-PCF.
1a.	Optionally, the UDR detects that the policy subscription profile of a UE has been changed.
1b.	Optionally, the PCF receives the Namf_EventExposure_NotifyNpcf_EventNotification_Notify service operation that triggers the change of access and mobility control policy.
2a.	The UDR notifies the PCF of the updated profile via Nudm_PolicyManagement_UpdateNotify service operation. This is applicable to case 1a.
The PCRF responds to the UDR. This is applicable to case 1a.
3.	The PCF makes the policy decision.
4.	The PCF sends the Npcf_AMPolicyControl_UpdateNotify service operation(RFSP Index, UE Policy) to the AMF.
The AMF sends Acknowledgement to the PCF.
5.	The AMF deploys the access and mobility control policy, which includes provisioning of the UE Policy to the UE and provisioning the RFSP index to the RAN.
**************  END CHANGES    **********************


ANNEX: Initial attach in EPC leads to AMF and SM Contexts in 5GC to be deleted.
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