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Abstract of the contribution: This paper addresses issues for 5GC-EPC mobility resulting from AMF management procedures.

1	Background
In the previous SA2 meeting various AMF management mechanisms have been agreed to support taking an AMF out of service in a graceful manner and to handle AMF failure scenarios.
This paper analyses the implications of the agreed mechanisms for 5GC-EPC mobility scenarios and proposes a way forward.
2	Discussion
The following mechanisms have been agreed to enable the operator to take an AMF out of service:
-	Option 1
-	An AMF instructs the RAN that it will be unavailable for processing further UE transactions. 
-	In response, the RAN stops considering the AMF for future N2 transactions and releases the N2AP UE-association and related TNLA binding for UEs in CONNECTED state.
-	For future N2 transaction the RAN selects a different AMF from the same AMF Set (which is assumed to be able to access the UE context).
-	A similar indication is sent to other CP NFs so that peer CP NFs of the AMF being taken out of service also select a different AMF at their next transaction.
-	Option 2
-	An AMF instructs the RAN that it will be unavailable for processing further UE transactions. In addition, the RAN can be configured with the GUAMI of a different AMF to which the impacted UE contexts have been moved to.
-	As a result, the RAN stops considering the AMF for future N2 transactions and releases the N2AP UE-association and related TNLA binding for UEs in CONNECTED state served by the AMF.
-	For future N2 transaction of UEs that were previously served by the AMF that has been taken out of service, the RAN selects the replacement AMF.
It is worth emphasizing that UEs, which are in IDLE state, are not immediately made aware that their serving AMF has been taken out of service. In other words, their 5G GUTI still points to the AMF, which has been taken out of service.
The above two options address this case by reselecting a new AMF (either randomly or by selection a specific AMF based on GUAMI mapping information configured into the RAN) next time the UE transitions to CONNECTED state.
However, what is currently unspecified is the following: 
How to treat a UE whose 5G GUTI still points to an AMF that has been taken out of service when the UE performs Idle-mode mobility from 5GC to EPC using interworking with N26?
The key issue in this case is that the MME receives the UE’s 5G GUTI, potentially mapped into a 4G GUTI, which however still points to the AMF, which has been taken out of service.
As a result, the MME will not be able to retrieve the UE’s context from the UE’s previous AMF. Consequently, the MME will need to force the UE to re-attach. 
A similar issue applies to AMF failure scenarios. The resolution for AMF failure cases as per TS 23.501 is to eventually randomly select a new AMF for UEs that were previously served by the AMF that has failed. If the newly selected AMF can retrieve the UE context, then the UE’s session can continue; otherwise the AMF forces the UE to re-register.
However, if a UE in Idle state that was served by an AMF that fails performs Idle-mode mobility from 5GC to EPC using interworking with N26, then the MME will not be able to retrieve the UE context since the UE’s GUTI still points to the failed AMF.

3	Solution options
This section discusses two solution options to avoid failures of UE Idle-mode mobility from 5GC to EPC when an AMF is taken out of service or fails:
-	MME support for AMF management procedures
-	AMF redirection by means of DNS updates

3.1	MME support for AMF management procedures
The key idea to enable the MME to retrieve the UE context from an AMF even when an AMF is taken out of service is to inform the MME about the same and make the MME aware how to select an alternative AMF.
In case of Option 1 implementations (see previous section), the AMF would therefore not only inform the RAN nodes it is serving and 5G CP NFs but also peer MMEs that the AMF is unavailable for future N26 transactions and that a different AMF from the same AMF Set shall be selected.
In case of Option 2 implementations, the MME would need to be informed about the replacement AMF (e.g. by sending GUAMI mapping information). If an AMF fails (which the MME could notice e.g. based on an N26 time-out) it could randomly select a different AMF from the same AMF Set and try to retrieve the UE context.

3.2	AMF redirection by means of DNS updates
Instead of making the MME aware of AMF management procedures (AMF decommissioning, AMF failure), the key idea is to refer the MME to a different AMF by means of MME discovery. In other words, the proposal is to update the DNS configuration when decommissioning an AMF / upon detecting an AMF failure so that the DNS returns the address of a valid AMF even when queried based on a GUTI assigned by the old AMF.
In detail, this option works as follows. When a UE performs 5GC to EPC Idle mode mobility (with N26 deployed) the MME needs to first discover the address(es) of the UE’s previous AMF in order to retrieve the UE context. 
As proposed in [1], the MME therefore first constructs the related MME FQDN (see [2]) using the MMEGI and MMEC contained in the 4G GUTI (mapped from the 5G GUTI) and queries the DNS to discover the IP addresses of the N26 service on the previous AMF. (Note that in case S10 will be chosen to support the interface between MME and AMF, then the mechanisms specified in [3] to discover the S10 service of the AMF can be used as is.)
In response, the DNS will return the addresses and the MME will fetch the UE context from the AMF as identified by the returned IP address.
In case an AMF has been taken out of service or has failed, this context request will fail.
To avoid this, the proposal is to update the DNS configuration when taking an AMF out of service or when an AMF failure is detected so that the DNS configuration of the N26 service of the previous AMF points to an alternative AMF that can provide the UE context. (As mentioned above, in case S10 is chosen as the interface between MME and AMF, then the S10 service DNS configuration of the previous AMF wold need to be updated.)
It is worth mentioning that this proposal can support both AMF implementation variants (see Section 2):
-	In case of Option 1, the DNS configuration of the N26 interface of the AMF which is taken out of service or which failed can be updated to point to all other AMFs of the same AMF Set. (Note that in case of S10, multiple addresses can be configured for an MME’s S10 service.)
-	In case of Option 2, the DNS configuration of the N26 interface of the AMF which is taken out of service or which failed can be updated to point to the AMF to which the UE contexts have been transferred to or from where they may be retrievable (in case of an AMF failure).
4	Discussion and Conclusion
The obvious drawback of the approach described in Section 3.1 is the impact to the MME resulting from introduction of 5G GUTI awareness, the need to support the different AMF re-selection schemes (see above), etc. From an operational perspective, also the need to maintain the list of peer MMEs (in order to be able to update all peer MMEs) in each AMF appears cumbersome. 
The benefit of the solution described in Section 3.2 is that it avoids MME impact while also enabling an MME to discover an AMF that can provide the UE context even if the UE’s previous AMF has been taken out of service or has failed.
It is proposed to approve the changes below.
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6	Proposed changes to TS 23.501

*** First change ***
[bookmark: _Toc488397029][bookmark: _Toc488397046]5.17.2.2	Interworking Procedures with N26 interface
[bookmark: _Toc488397030]5.17.2.2.1	General
Interworking procedures using the N26 interface, enables the exchange of MM and SM states between the source and target network. Handover procedures are supported with the N26 interface. When interworking procedures with N26 is used, the UE operates in single-registration mode. The network keeps only one valid MM state for the UE, either in the AMF or MME.
The support for N26 interface between AMF in 5GC and MME in EPC is required to enable seamless session continuity (e.g. for voice services) for inter-system change.
NOTE: 	When applying the AMF planned removal procedure or the procedure to handle AMF failures (see clause 5.21.2) implementations are expected to update the DNS configuration to enable MMEs to discover alternative AMFs if the MME tries to retrieve a UE context from an AMF that has been taken out of service or has failed. This addresses the scenario of UEs performing 5GC-EPC Idle mode mobility and presenting a GUTI assigned by an AMF that has been taken out of service or has failed.
[bookmark: _MON_1546945334][bookmark: _MON_1541923653][bookmark: _MON_1403814463][bookmark: _MON_1403814472][bookmark: _1407230184][bookmark: _MON_1546401238][bookmark: _MON_1546402358][bookmark: _MON_1548689771][bookmark: _MON_1545478660][bookmark: _MON_1545482286][bookmark: _MON_1546339004][bookmark: _MON_1546382590]*** End of changes ***

3GPP
SA WG2 TD

