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Abstract of the contribution: Proposes parameters on 5G QoS flow and PDU-Session related policy information and conditional policy 
1. Introduction
A. Parameters on 5G QoS flow and PDU-Session related policy information
A.3.1.3.3 has defined “5G PDU-Session related policy information” with leaving some Editor’s Notes:
· Editor's note:
It is FFS whether further additional information applies in 5G PDU-Session related information

· Editor's note:
It is FFS what info in 23.203 IP CAN bearer and IP CAN session related policy that do not apply in 5G PCC information

· Editor's note:
Further description of applicability of information in the 23.203 IP-CAN bearer and IP-CAN session related policy information and its usage in 5G is FFS
This contribution attempts to resolve those Editor’s Notes with an analysis of the following parameters defined in TS 23.203/6.4:
· Authorized QoS per bearer (UE-initiated IP CAN bearer activation/modification): corresponds to Authorized QoS per QoS flow in 5G.
· Authorized MBR per QCI (network initiated IP CAN bearer activation/modification): corresponds to Authorized MFBR per 5QI in 5G.
· Default NBIFOM access: no requirement in 5G, so not applicable to 5G.
Other parameters defined in TS 23.203/6.4 are assumed to be reused for 5G.
B. Conditional policy

In EPC, conditional policy has already been developed, as described in TS 23.203 Clause 6.4b for APN related policy information and Clause A.4.3.4 for IP-CAN bearer and IP-CAN session related policy information. So far the conditional policies only include Authorized default EPS bearer QoS and Authorized APN-AMBR. 

5GC QoS model has defined default 5QI/ARP and Session-AMBR, see the excerpt below:
“For each PDU Session, SMF retrieves the default 5QI/ARP from UDM. The default 5QI/ARP is used by SMF to set QoS parameters for the QoS flow corresponding to the default QoS rule. The SMF may change the default 5QI/ARP based on local configuration or interaction with the PCF (to retrieve the authorized default 5QI/ARP which overrides the default 5QI/ARP).”
“The subscribed Session-AMBR is a subscription parameter which is retrieved by the SMF from UDM. SMF may use the subscribed Session-AMBR or modify it based on local policy or use the authorized Session-AMBR received from PCF to get the Session-AMBR, which is signalled to the appropriate UPF entity/ies (and to the (R)AN to enable the calculation of the UE-AMBR). The Session-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows for a specific PDU session.“
The default 5QI/ARP of the QoS flow of the PDU session corresponds to Authorized default EPS bearer QoS in EPC. It can be authorized by the PCF and be provided to the SMF for the enforcement, either conditionally or unconditionally.
Although there’s no corresponding concept of APN-AMBR in 5G, Session-AMBR can be deemed as the finer granularity AMBR of non-GBR flows, which can be authorized by the PCF and be provided to the SMF for the enforcement, either conditionally or unconditionally. 
In EPC, the condition can be time, and for Authorized APN-AMBR, there is another dimension of condition, which is RAT-Type or IP-CAN-Type. The same mechanism for conditional policy can also be applied in 5G. 

In 5G, operator may provide more flexible policy controls for diverse business purpose, which may require more conditional policies. Hence, it is proposed to have a future-proof definition on conditional policy to allow the easy extension to fulfil any new business use case required by the operator. 
2. Proposal

It is proposed to approve the following changes in TS 23.501 or endorse it if it will be moved to TS 23.203.
>>>Start Changes<<<
A.3.1.3.3
5G PDU Session and QoS flow related policy information

The PCF may provide 5G PDU-session related policy information to the SMF.

The IP-CAN bearer and IP-CAN session related policy information defined in TS 23.203 is re-used in 5G with the following differences:

-
Attributes for IP-CAN bearer are not applied to 5G.

-
Attributes relate to the PDU-session instead of the IP-CAN session.
- 
Attribute Default NBIFOM access is not applicable to 5G.
-
Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information is described in the table and text below




Table 3.1.3.3-1: Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information

	Attribute
	Description
	PCF permitted to modify for dynamically provided information
	Scope

	IP Index (NOTE 1)
	Provided to SMF to assist in determining the IP Address allocation method (e.g. which IP pool to assign from) when a PDU session requires an IP address – as defined in TS 23.501, clause 5.8.1.1


	No
	PDU Session

	Authorized QoS per QoS flow (NOTE 2)
	Defines the authorised QoS for the QoS flow (5QI, GFBR, MFBR).
	Yes
	QoS flow

	Authorized MFBR per 5QI (NOTE 2) (NOTE 3)
	Defines the authorised MFBR per 5QI
	Yes
	PDU Session

	Authorized Session-AMBR
	Defines the Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session
	Yes
	PDU Session

	Authorized default 5QI/ARP
	Defines the default 5QI and ARP of the QoS flow.
	Yes
	PDU Session

	Condition (NOTE 4)
	Defines the condition (s) for which one or multiple attributes of the policy are enforced (NOTE 5)
	No (NOTE 8)
	PDU Session / QoS flow

	Conditional Attribute (NOTE 4)
	Defines the attributes that are conditionally enforced. (NOTE 6) (NOTE 7)
	No (NOTE 8)
	PDU Session / QoS flow

	NOTE 1: This attribute is optional.
NOTE 2: Either Authorized QoS per QoS flow or Authorized MFBR per 5QI is used: If the PDU session establishment/modification is triggered by the network, Authorized MFBR per 5QI is used; if the PDU-session establishment/modification is triggered by the UE, Authorized QoS per QoS flow is used.

NOTE 3: This attribute is only applicable when the PDU session supports non-GBR QoS flows that have a separate MFBR per 5QI.
NOTE 4: The Condition and Conditional Attributes are used together. The PCF may provide up to four instances of them. For each instance, one or multiple Conditional Attribute may be associated with the same Condition if the policy enforcement defined by those attributes is triggered by the same condition value. When multiple instances are provided, the values of the associated Condition have to be different.
NOTE 5: For this release, the values of the Condition attribute only includes time and access type, and only one Condition value is supported for each Condition and Conditional Attribute association.
NOTE 6: For this release, only Authorized Session-AMBR and Authorized default 5QI/ARP can be defined as the Conditional Attribute. 
NOTE 7: The Conditional Attribute can be a pair of Condition and Conditional Attribute. Up to 2 dimensions of Conditions are allowed for each Conditional Attribute. In case of 2 dimensions of conditions which contains time value, the time value is the primary condition.
NOTE 8: The PCF may replace all instances that have been provided previously with a new instruction. A previously provided Condition and Conditional Attribute pair cannot be individually modified.


The Authorized QoS per QoS flow defines the authorised QoS for the QoS flow (5QI, GFBR, MFBR), it is used when the PDU-session establishment/modification is triggered by the UE.
The Authorized MFBR per 5QI defines the authorised MFBR per 5QI. It is used only when the PDU session supports non-GBR QoS flows that have a separate MFBR per 5QI and the PDU session etablishment/modification is triggered by the network.
The Authorized Session-AMBR defines the UL/DL Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session, which is enforced in the UPF as is defined in Clause 5.7.1. The PCF may provide the (unconditional) Authorized Session-AMBR in every interaction with the SMF. When SMF receives it from the PDU session policy, it is provided to the UPF over N4 interface for the enforcement. SMF shall also communicate the changed Session-AMBR to the UE.
The Authorized default 5QI/ARP defines the default 5QI and ARP of the QoS flow, which is provided by the PCF to the SMF for it to set QoS parameters for the QoS flow corresponding to the default QoS rule as is described in Clause 5.7.2. The PCF may provide the authorized default 5QI/ARP in every interaction with the SMF. The SMF shall apply the authorized default 5QI/ARP for the PDU session, including the necessary QoS flow binding actions. 
To keep dynamic PCC rules bound to the QoS flow with default 5QI/ARP, the PCF shall include the attribute Bind to Default 5QI/ARP in every dynamic PCC rule intended to remain bound to the QoS flow with default 5QI/ARP. It also applies if Authorized default 5QI/ARP is provided with the Condition. 
NOTE 1:
There is always an unconditional value for the Session-AMBR/ default 5QI/ARP available at the SMF. The initial value is received as Subscribed Session-AMBR / default 5QI/ARP in an access specific manner and the PCF can overwrite it by providing an Authorized Session-AMBR / default 5QI/ARP.

NOTE 2:
In order to reduce the risk for signalling overload, the PCF should avoid simultaneous provisioning of Authorized Session-AMBR / default 5QI/ARP for many UEs (e.g. by spreading over time).
The Condition and Conditional Attribute are used together. Condition indicates that the associated Conditional Attribute(s) is only enforced when certain condition(s) defined by this attribute is/are met. One or multiple instances of conditional policies with different conditions, may be provided by the PCF. When SMF receives a Condition and Conditional Attribute association, it stores it locally. Only when the condition(s) defined for the policy is/are met, the SMF enforces (or instructs UPF to enforce) the policy. 
Up to four instances of Condition and Conditional Attribute pairs may be provided by the PCF. 

NOTE 3:
When the Condition is a time value, in order to reduce the risk for signalling overload, the PCF can spread the provisioning of Conditional Attribute for many UEs over time.
Upon PCF providing a new Condition and Conditional Attribute pair or a new value of the Conditional Attribute without any condition, the SMF shall discard (or instruct UPF to discard) any previously received Conditional Attribute.
The PCF may provide the unconditional and/or one or multiple instances of conditional Authorized Session-AMBR / default 5QI/ARP together with a time condition. When the time condition is reached, the PCF shall apply the unconditional and/or conditional Authorized Session-AMBR / default 5QI/ARP as unconditional and/or conditional Authorized Session-AMBR / default 5QI/ARP and discard any previously applied conditional Authorized Session-AMBRs / default 5QI/ARPs.

NOTE 4:
The modification is made in the same way as if the PCF had modified the Authorized Session-AMBR / default 5QI/ARP at that point in time.

NOTE 5:
In order to provide further Subsequent Conditional Attribute in a timely fashion the PCF can use its own clock to issue the desired changes or use the Revalidation time limit parameter to trigger a SMF request for a policy decision.

NOTE 6:
For services that depend on specific Session-AMBR and/or default 5QI/ARP (e.g. MPS session) the PCF is responsible to ensure that no subsequent Session-AMBR or default 5QI/ARP interfere with the service, e.g. by removing the subsequent Session-AMBR or default 5QI/ARP before the respective change time is reached when the Condition is a time value.
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