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Discussion
In the last meeting, following agreements were reached:
1)  The AMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. The following factors may be considered during the PCF selection:

-
Local operator policies.
2) The SMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection.

-
Local operator policies.

-
Selected Data Network Name (DNN).

-
PCF selected by the AMF. This is to select the same PCF for AMF and SMF.
It was agree that if the local policies require that same PCF need to be selected by the SMF and AMF, the SMF shall select the PCF which address or FQDN is provided by the AMF. But it shall be noted that due to network topology hiding or network configuration, it is possible that the IP address or the FQDN of proxy function(s) instead of the target PCF instance(s) are provided to the AMF in the non-roaming case or to the V-PCF in the roaming case when the AMF performs the PCF selection. And the proxy function is transparent to the AMF/V-PCF. It means that in this case, the PCF address or FQDN sent by the AMF to the SMF is not sufficient to find the same PCF by the AMF and SMF.
On the other hand, it was agreed that when multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF for a certain PDU session reaches over N5/Rx the PCF holding the PDU session information. This network functionality can be proxy or redirect agent. 
We propose to use this network functionality to assist the AMF and the SMF to find the same PCF
Proposal

 It is proposed to make the following changes to the TS 23.501.
***** Begin of 1st Change
A.3.1.14
PCF Discovery and Selection

A.3.1.14.1
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.
-
It shall be possible to select the same PCF by the AMF and SMF based on the operator’s policy.
-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that a PCF may serve only specific DN(s). For example, PCC may be enabled on a per DNN basis.

-
Unique identification of a PDU session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).

A.3.1.14.2
PCF selection for a UE or PDU session

-
The AMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. The following factors may be considered during the PCF selection:

-
Local operator policies.
-
User Id.
-
The SMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF. The following factors may be considered during the PCF selection.

-
Local operator policies.
-
User Id.
-
Selected Data Network Name (DNN).


When multiple and separately addressable PCFs have been deployed, a network functionality may be required in order to ensure that the same PCF can be selected by the AMF and SMF if the operator’s policy requires it. This network functionality has the following characteristics:
-
It has information about the user identity and the selected PCF address for a user.
-
The functionality determines the selected PCF address according to the information carried by the incoming requests from the AMF and SMF.
-
This functionality is able to proxy or redirect the N15 and N7 requests targeting a UE. 
Editor’s note:
It is FFS whether the above functionality is part of an existing NF or described as a standalone function that, in an implementation/deployment, can be colocated with existing NF(s).
Editor’s note:
It is FFS whether the above functionality is combined with the network functionality described in subclause A.3.1.14.3.
Editor’s note: It is FFS how the above functionality knows that same PCF shall be selected, e.g. based on the configuration or the information from the AMF/SMF.
Editor’s note: Additional information needed by the network functionality, e.g. for network slicing, is FFS.

***** End of  Change *****
