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Abstract of the contribution: This contribution clarifies the use of Allowed NSSAI mapping information 
Background 

TS 23.501 includes some contradicting and unclear statements with regards to NSSAI in its different forms and how they are used in different procedures. 

In addition to that, in last SA2#122 meeting it was agreed that the 5G Core can provide S-NSSAIs mapping information in the Allowed NSSAI and return to the UE S-NSSAI values in the Allowed NSSAI which are not part of the UE Configured NSSAI.

TS 23.501 15.5.4 states on S-NSSAI mapping:

One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
This CR introduces changes in the TS 23.501 to clarify the usage of the different S-NSSAIs and to solve detected inconsistencies.
The solution proposed in this CR leverages on the new S-NSSAI mapping functionality and in the S-NSSAI itself as an identifier of the Selected Network Slice Instance. No additional NSI ID IE is necessary. 

Discussion

Contradicting statements in TS 23.501

Following statements are copied from TS 23.501 chapter 15.5.4:
“When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. 

 “The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.
 “One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration”.

Then, chapter 5.15.5.2.1 describes how the Registration Requested NSSAI is built, and that includes combinations of Allowed subsets and UE Configured subsets:

“The Requested NSSAI may be either,….
….the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area”
Since no solution can comply to all statement above simultaneously because they include the highlighted contradictions, a discussion and clarification of the use of UE Configured NSSAI and Allowed NSSAI is needed.
Extended Use of Allowed S-NSSAI mapping information

TS 23.501 5.15.4 states on S-NSSAI mapping that the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE.
This functionality enables a 5GC driven flexible and dynamic allocation of network slices considering the UE Requested NSSAI, the UE subscribed S-NSSAI and network policies for network slice selection. 
Note that the Allowed S-NSSAI could have different SST value than the UE Requested S-NSSAI, representing then that expected network slice behaviour in terms of features and services might be different. But it could also be the case that the Allowed S-NSSAI has the same SST the same SST but different SD, representing then the same network slice behaviour in terms of features and services, but a specific network slice instance.
In both cases above the S-NSSAI (built by SST and SD) itself could be used as an identifier of the Selected Network Slice Instance. No additional NSI ID IE would be necessary as long as the SD is made unique for the NSI within each PLMN.
Solution Analysis
This CR proposes changes in TS 23.501 to remove the contradictions described above and provides a solution that makes the NSI ID unnecessary.

The principles of the solution are as follows:
· The HPLMN defines in the UE the Configured NSSAI that shall be applied in each PLMN. Equivalent values are stored in the user subscription (i.e.subscribed S-NSSAIs) for authorization.
· The S-NSSAIs provided by the UE in the Requested NSSAI conveys information of the UE needs or wishes in terms of Network Slicing to assist the slice selection in the Core.
· Only S-NSSAI values which are part of the Configured NSSAI shall be used in the Requested NSSAI. By doing this, the UE always includes in the registration request what it really wants rather than what was provided in previous network slice selection decisions (e.g. when S-NSSAI in Allowed NSSAI is different to S-NSSAI in UE Configured NSSAI).
· Updating Configured NSSAI is smooth as it can be done from 5GC as part of updating other policies i.e. there is no real delay. Also as the configured NSSAI reflects the subscribed S-NSSAIs to allow a mapping the updates will not be more frequent the subscription updates.

· The Allowed NSSAI may change more frequently e.g. decided based on RA, time of day etc. It will therefore be harder to use as Requested NSSAI in NAS as the originally intended usage from the UE may get lost. 
· Every Network Slice Instance is identified by an S-NSSAI. No restrictions are foreseen due to S-NSSAI size. See LS out S2-174051 which states " SA2 has agreed that the SST should consists of 8 bits (with range is 0-255), and the SD should consist of 24 bits."
· The S-NSSAI provided by the network to the UE in the Allowed NSSAI identifies the Network Slice Instances selected to serve the Request (in the serving PLMN). The mapping information is provided only if needed. It gives the UE correspondence between S-NSSAI values in the Request and S-NSSAI values in the Allowed when they are different.

· The Allowed NSSAI information is taken into account for the Requested NSSAI to filter the S-NSSAI subset that can be used in the Requested NSSAI (as in chapter 5.15.5.2.1), but the actual S-NSSAI values included shall be part of the UE’s NSSAI configuration (i.e. Configured NSSAI). When one or multiple of the S-NSSAIs in the Allowed NSSAI stored in the UE are not part of the UE's NSSAI configuration, the configured values are used in the Requested NSSAI instead. The UE uses the mapping information in the Allowed NSSAI to find the corresponding S-NSSAI of the Configured NSSAI.
· Only S-NSSAI values in the Allowed NSSAI are used in PDU Session Establishment Requests. When needed, the UE uses the mapping information in the Allowed NSSAI to find the corresponding S-NSSAI of the Allowed NSSAI as the NSSP are associated to the Configured NSSAI. 
· The PDU Session Establishment request already includes the identifier of the selected NSI, that is the NSI's S-NSSAI provided in the Allowed NSSAI, and so no additional NSI ID is needed in the Core e.g. for selecting NFs.
· It is FFS which information, to include in RRC in the different procedures to minimize AMF relocations without compromising the privacy requirements e.g. the UE could send the Allowed NSSAI in RRC. 

Example scenarios in which the S-NSSAI value in the UE Configured NSSAI and in the Allowed NSSAI may be different follow.
1.-) 1:n deployment scenarios: the Core provides back to the UE the S-NSSAI of the specific NSI that has been selected among all possible alternatives. 
The procedure could be as follows:

· UE provides a Requested NSSAI* as described in TS 23.501 chapter 5.15.5.2.1. 

· The network slice selection process in the Core concludes that the UE Requested NSSAI is to be served by certain set of slices. There could be more than one network slice instance that can serve one S-NSSAI in the request. The Core Network fills the Allowed NSSAI with the identifiers of the selected network slice instances, that is, with the S-NSSAIs of the selected NSIs. For each selected NSI that has an S-NSSAI that is different from the S-NSSAI in the Requested NSSAI*, the mapping to the UE Configured S-NSSAI value becomes the Allowed NSSAI mapping information.

· The UE uses this mapping information at PDU Session Establishment**. Specifically, a UE application, which is associated with a configured S-NSSAI as per NSSP, is associated via the mapping information with the S-NSSAI in the Allowed NSSAI. 

*Only S-NSSAI values from the UE Configured NSSAI can be included in the Requested NSSAI.

**Only S-NSSAI values from the Allowed NSSAI can be included in the PDU Session Establishment Requests.

2.-) Roaming scenarios: the vPLMN Core provides back to the UE the S-NSSAIs that identify the NSIs in the vPLMN.

The procedure could be as follows:

· A Roaming UE provides a Requested NSSAI* as described in chapter 5.15.5.2.1 and 5.15.6 chapters in TS 23.501.

· The network slice selection process in the visited network concludes that the UE Requested NSSAI is resolvable into a list of allowed S-NSSAIs in the visited network (visited S-NSSAIs) that can be served with certain NSIs in VPLMN. The identifiers of these slices are included in the Allowed NSSAI. For each visited S-NSSAI value in the Allowed NSSAI that is different from the S-NSSAI in the Requested NSSAI*, the UE configured S-NSSAI that was used in the Requested NSSAI*, becomes the Allowed NSSAI mapping information.

· The UE uses this mapping information at PDU session establishment**. Specifically, a UE application, which is associated with a S-NSSAI as per NSSP configured in the home, is associated with the mapped visited S-NSSAI from the Allowed S-NSSAIs. 

*Only S-NSSAI values from the UE Configured NSSAI valid in that vPLMN can be included in the Requested NSSAI.

**Only S-NSSAI values from the Allowed NSSAI can be included in the PDU Session Establishment Request.
Note that different terms are used sometimes to describe same thing in roaming scenarios. E.g. terms like VPLMN S-NSSAI values or S-NSSAIs that are valid in a vPLMN might be misinterpreted. The contribution proposes changes to align text in Roaming chapter 5.15.6. with chapter 5.15.4. 
Conclusion

Based on Allowed NSSAI mapping information it is possible to have one S-NSSAI to identify each Network Slice Instance (per PLMN) without requiring the definition of any additional identifier as the NSI ID. 
The Requested NSSAI is always associated directly to what the UE wants to use based on NSSP and independent of temporary mapping to specific network slices in the network.

The NSSAI in RRC is FFS, but can be based on the Allowed NSSAI which retains the routing efficiency as it is related to what is applicable in the current PLMN.

The S-NSSAI in PDU Session Establishment is taken from the Allowed NSSAI.
Proposal

The following changes are proposed to TS 23.501 v1.2.0
***** First Change *****

6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID

-
NF type

-
PLMN ID

-
Network Slice related Identifier(s) e.g. S-NSSAI

-
FQDN or IP address of NF

-
NF capacity information

-
Names of supported services

-
Endpoint information of instance(s) of each supported service

-
Other service parameter, e.g., DNN

Editor's note:
whether service authorization information is included in every NF profile or in an independent authorization profile, is FFS.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

***** End of First Change *****

***** Second Change *****

5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions).

The UE shall use the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

For each PLMN, the UE shall store the Configured NSSAI and, if any, the Allowed NSSAI. When the UE receives an Allowed NSSAI for a PLMN, it shall store it and override any previously stored Allowed NSSAI for this PLMN.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
5.15.5
Detailed Operation Overview

5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a Set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.

The Requested NSSAI may be either:

-
the Configured NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the current PLMN; or

-
the Allowed NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the current PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present registration area, or was not previously added by the UE in a Requested NSSAI.

The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN. If the Allowed NSSAI included mapping information (as described in clause 5.15.4), the S-NSSAI in the mapping information (which corresponds to an S-NSSAI of the Configured NSSAI) is used in the Requested NSSAI.

The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present registration area if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present registration area.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

Editor's note:
Whether NSSAI in RRC and NAS are exactly the same, is to be determined.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.

-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.

-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration criteria in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

Editor's note:
Whether to define the configuration criteria, and if so, which criteria, is FFS.

-
When the UE context in the AMF already includes an Allowed NSSAI, based on configuration criteria for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

Editor's note:
Whether to define the configuration criteria, and if so, which criteria, is FFS.

(A) Depending on fulfilling the configuration criteria as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).

-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) of the slices selected to satisfy the Requested NSSAI permitted based on the Subscribed S-NSSAIs, When the Allowed NSSAI includes values that are not part of the UE's NSSAI configuration, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. If no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).

-
If this is not the case, the AMF queries the NSSF (see (B) below).

(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the registration area, the NSSF does the following:

Editor's note:
Whether more information can be sent to the NSSF is FFS.

-
It selects the set of network slice instances to serve the UE.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI. The Allowed NSSAI may include mapping information of how an S-NSSAI in the Allowed S-NSSAI corresponds to the S-NSSAI in the Configured NSSAI.

-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.

Editor's note:
the roaming scenario for network slice instance selection is FFS.

-
The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.

Editor's note:
Whether more information is returned by the NSSF (e.g. mapping of S-NSSAI to specific network slice instances) is FFS.

(C) Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.

If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the registration area).

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

Editor's note:
Aspects of uniqueness of the 5G-S-TMSI are addressed in the discussion on registration management.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.

***** End of Second Change *****

***** Third Change *****

5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI of the Configured NSSAI. A default rule which matches all applications to an S-NSSAI of the Configured NSSAI may also be included. When a UE application associated with a configured S-NSSAI requests data transmission, then:

- 
The UE checks whether there is a corresponding Allowed S-NSSAI for that UE Configured S-NSSAI. 

-
If the UE has one or more PDU sessions established corresponding to the Allowed S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this Allowed S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.

The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.

Editor's note:
Whether additional information is provided to the NRF for SMF selection is FFS.

When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.

***** End of Third Change *****

***** Fourth Change *****

5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the VPLMN, the VPLMN maps HPLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.
Editor's note:
the UE configuration aspects are FFS

-
In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.

-
In Registration Request, the Requested NSSAI, if provided, shall include only S-NSSAIs belonging to the Configured NSSAI, if any, of that VPLMN.
-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in the VPLMN. When the Allowed NSSAI includes values that may be different to the Configured NSSAI, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed NSSAI correspond to S-NSSAIs in the Configured NSSAI in the UE.
-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the S-NSSAI values that are valid in VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using theS-NSSAI valid in the HPLMN.

Editor's note:
The role of the NSSF for network slice instance selection in roaming scenarios, and whether the NSSF of the HPLMN is involved and how, is FFS.
***** End of Fourth Change *****
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