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Discussion
This is included in a DP: Proposal to move Annex A into normative S2-175434

Proposal
The following updates are proposed:
- 
Delete context of Annex A.

-
Include distribution of enforcement of Policy decisions in 5G System.

-
Include UE Policies as a 5G feature and refer to 23.203 for URSP definition and examples.

-
Update Service area restrictions feature to refer to 23.203 for AMC Policies.

- 
Update AF traffic steering to add a reference to 23.203.

-
Add reference from SMF.AMF to TS 23.203 for the Policy control enforcement functions.

* * * * Start of changes * * * *
4.2.7
Reference points

The 5G System Architecture contains the following reference points:

N1:
Reference point between the UE and the AMF.

N2:
Reference point between the (R)AN and the AMF.

N3:
Reference point between the (R)AN and the UPF.

N4:
Reference point between the SMF and the UPF.

N6:
Reference point between the UPF and a Data Network.

NOTE 1:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.

N9:
Reference point between two Core UPFs.

The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.

N5:
Reference point between the PCF and an AF.

N7:
Reference point between the SMF and the PCF.

N24:
Reference point between the PCF in the visited network and the PCF in the home network.

N8:
Reference point between the UDM and the AMF.
N9:
Reference point between two Core UPFs.

N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.

N15:
Reference point between the PCF and the AMF in case of non-roaming scenario, PCF in the visited network and AMF in case of roaming scenario.

N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N17:
Reference point between AMF and EIR.

N18:
Reference point between any NF and UDSF.

N19:
Reference point between NEF and SDSF.

Editor's note:
The nature of N18 is FFS and it will be determined in coordination with Stage 3 groups. Depending on the conclusion, the N18 reference point may need to be renamed.

Editor's note:
Whether the N19 reference point between the NEF and the SDSF is a service-based interface or not is FFS. Depending on the conclusion the N19 reference point may also be renamed.

N22:
Reference point between AMF and NSSF.

Editor's note:
The number used for the reference point between AMF and NSSF may need to be updated based on removed/added reference points.
N25:
Reference point between UDM and PCF.
NOTE 2:
For clarity, N25 reference point is not depicted in the point-to-point reference architecture.

NOTE 3: in some cases, a couple of NFs may need to be associated with each other to serve a UE.

* * * * Next change * * * *
4.2.9
Distribution of the Enforcement of Policy Decisions

The table below summarizes the distribution of the enforcement of policy decisions, indicating per type of policy their enforcement control part functions, their actual enforcement functions, and the associated reference points.

Table 4.2.9: Type of Polices versus Policy Enforcement

	Type of Policies
	Receiver of rules from PCF
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Traffic steering control 
	SMF 
	UPF 
	Npcf/N7: PCF -> SMF

N4: SMF -> UPF

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	FFS
	UE, FFS
	FFS

	UE Route Selection Policy
	AMF
	UE
	Npcf/N15: PCF -> AMF

N1:AMF -> UE


NOTE:
Credit management and reporting are to be defined in SA WG5 specification. Charging control and relevant information is provided by SMF towards charging system.

Editor's note:
Enforcement distribution for Congestion Management and Access Network Discovery and Selection Policy in the 5GS is FFS. Additional policy requirements are FFS.

* * * * Next change * * * *
5.3.4.1.2
Management of service area restrictions

A service area restriction may contain one or more (e.g. up to 16) entire tracking areas. The UE's subscription data may contain either allowed or non-allowed areas using explicit tracking area identities, the allowed area may also be limited by a maximum allowed number of tracking areas, or the allowed area may alternatively be configured as unlimited i.e. it may contain all tracking areas of the PLMN. The registration area of a UE in the non-allowed area should consist of a set of TAs which belongs to a non-allowed area of the UE. The registration area of a UE in the allowed area should consist of a set of TAs which belongs to an allowed area of the UE.

NOTE:
As the finest granularity for Service area restrictions is at TA level, subscriptions with limited geographical extent, like subscriptions for Fixed Wireless Access, will be allocated one or a few TAs and will consequently be allowed to access services in a larger area than in e.g. a FWA system.

The UDM stores the service area restrictions of a UE as part of the UE's subscription data. The PCF in the serving network may (e.g. due to varying conditions such as UE's location, application in use, time and date) further adjust service area restrictions of a UE, either by expanding an allowed area or by reducing a non-allowed area or by increasing the maximum allowed number of tracking areas. The UDM and the PCF may update the service area restrictions of a UE at any time. When the PCF does not provide any service area restriction (i.e., there is no service area restriction), the PCF is indicating to the AMF that the UE is located in an Unlimited Allowed service area. For the UE in CM-CONNECTED state the AMF updates the UE and RAN immediately. For UE in CM-IDLE state the AMF may page the UE immediately or store the updated service area restriction and update the UE upon next signalling interaction with the UE.
During registration, in an access type that supports service area restrictions, if the service area restrictions of the UE is not present in the AMF, the AMF fetches from the UDM the service area restrictions of the UE that may be further adjusted by the PCF. The PCF may also modify the list(s) of TAs of an Allowed or Non-Allowed Service area and/or the maximum number of TAs of the Allowed Service Area.  The serving AMF shall enforce the service area restrictions of a UE. A limited allowed area given by a maximum allowed number of tracking areas, may be dynamically assigned by the AMF adding, any not yet visited (by the UE) tracking areas to the Allowed area until the maximum allowed number of tracking areas is reached. When the AMF assigns a limited allowed area to the UE, then the AMF shall provide the UE with any pre-configured and/or dynamically assigned allowed area. For a UE in CM-CONNECTED state the AMF shall indicate the service area restrictions of this UE to the RAN. The UE shall store the received Mobility restrictions, and comply with them in the area that is identified in the Mobility restrictions.

Upon change of serving AMF due to mobility, the old AMF may provide the new AMF with the service area restrictions of the UE that may be further adjusted by the PCF. Other events that may trigger service area restrictions re-evaluation by the PCF are e.g. RAT change.
The PCF provides service area restrictions in an AMC Rule described in 3GPP TS 23.203 [4].
The network may perform paging for a UE in a Non-allowed area to update service area restrictions with Generic UE Configuration Update procedure (see in TS 23.502 [3] clause 4.2.4).

In case of roaming, the service area restrictions are transferred from the UDM via the serving AMF to the serving PCF in the visited network. The serving PCF in the visited network may further adjust the service area restrictions as described in the roaming scenarios in 3GPP TS 23.203 [4].
* * * * Next change * * * *
5.6.7
Application Function influence on traffic routing

The content of this clause applies to non-roaming and to LBO deployments i.e. to cases where the involved entities (AF, PCF, SMF, UPF) belong to the VPLMN or (AF) to a third party with which the VPLMN has an agreement. Application Function influence on traffic routing does not apply in case of Home Routed deployments. PCF shall take care not to apply AF requests targeting "all users" to PDU sessions set-up in Home Routed mode.

An Application Function (AF) may send requests to influence SMF routeing decisions for traffic of PDU session. The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)

The Application Function may issue requests on behalf of applications not owned by the PLMN serving the UE.

If the operator does not allow an Application Function to access the network directly, the Application Function shall use the NEF to interact with the 5GC, as described in clause 6.2.10.

The Application Function may be in charge of the (re)selection or relocation of the applications within the local DN. Such functionality is not defined. For this purpose, the AF may request to get notified about events related with PDU sessions.

The AF requests are sent to the PCF via N5 (in case of requests regarding on-going PDU sessions of individual UEs, for an AF allowed to interact directly with the 5GC NFs) or via the NEF. Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF(s). The PCF(s) transform(s) the AF requests into policies that apply to PDU sessions. When the AF has subscribed to SMF notifications, such notifications are sent directly to the AF (without involving the PCF)

The PCF may also subscribe to such notifications.

Such AF requests may contain at least:

1)
Information to identify the traffic to be routed. The traffic can be identified in the AF request by

-
Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier


When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)


When the NEF process the AF request the AF-Service-Identifier may be used to authorize the AF request.

-
an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application

2)-
Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided in the form of a list of routing profile IDs, corresponding each to a DNAI. Based on the routing profile ID the PCF determines traffic steering policy IDs sent to SMF that each corresponds to a steering behaviour which is preconfigured on the SMF or UPF.
NOTE 1:
The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. They are expected to correspond to local rules configured in the UPFs in order to support traffic steering. The routing profile IDs refer to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy ID(s) sent to SMF and e.g. based on time of the day etc.
NOTE 2:
The mechanisms enabling traffic steering in the local access to the DN are not defined.

3)-
Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.

4)-
Information on the UE(s) whose traffic is to be routed. This may correspond to

-
Individual UEs identified using either an External Identifier or a MSISDN or an IP address/Prefix,

-
groups of UEs identified by a Group Identifier

-
any UE the request applies to any UE accessing the combination of DNN, S-NSSAI and DNAI(s).


In case of PDU type is IP, when the AF provides an IP address/Prefix this allows the PCF to identify the PDU-CAN session for which this request applies and the AF request applies only to the current PDU-CAN session of an UE. In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU-CAN session.


Otherwise the request shall apply to any existing or future PDU session that matches the parameters in the AF request.


When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU sessions possibly served by multiple SMFs and PCFs.


When the AF request targets a group of UE it provides one or several Group Identifiers in its request. The group identifiers provided by the AF are mapped to IMSI-Group identifiers (defined in clause 5.9.5). Members of the group have this Group Identifier in their subscription. The Internal-Group Identifier is stored in UDM, retrieved by SMF from UDM and passed by SMF to PCF at PDU session set-up. The PCF can then map the AF requests with user subscription and determine whether an AF request targeting a Group of users applies to a PDU session.
Editor's note:
The term "PDU-CAN session" is to be defined in the PCC related clause.

5)-
Information on when (temporal validity condition) the traffic routing is to apply.

NOTE 4:
This allows to provide an expiry time for the AF request.
6)-
Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies.

7)-
AF subscription to following events:

-
Notifications about UP path management events: A change of DNAI for the UPF serving the UE. The corresponding notification about a change from source DNAI to target DNAI sent by the SMF to the AF includes the Identity of the target DNAI, the IP address/prefix of the UE.

Editor's note:
Other elements required in the notification are FFS.


The subscription can be for early notification and/or late notification. In case of a subscription for early notification, the SMF sends the notification before executing the UPF (re)selection. In case of a subscription for late notification, the SMF sends the notification when the UPF (re)selection has completed.

An Application Function may send requests to influence SMF routeing decisions, for event subscription or for both.

The PCF, based on information received from the AF, operator's policy, etc. authorizes the request received from the application function and determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering policy IDs configured in SMF. The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN. 
The DNAIs are related to the information considered by SMF for UPF selection, e.g. for diverting (locally) some traffic matching traffic filters provided by the PCF.
The PCF acknowledges the request to the AF or to the NEF.

For PDU session that corresponds to the AF request, the PCF provides the SMF with PCC rules that may contain information about the DNAI(s) towards which the traffic routing should apply and/or a list of traffic steering policy IDs and/or information on AF subscription to SMF events. This is done by providing policies at PDU session set-up or by initiating a PDU Session Modification procedure. The traffic steering information provided in the PCC Rule is described in TS 23.203 [4].
The SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions. The SMF is responsible to handle the mapping between the UE location (TAI / Cell-Id) and DNAI(s) associated with UPF and applications. The SMF is responsible of the selection of the UPF(s) that serve a PDU session. This is described in clause 6.3.3.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path (change of DNAI).

* * * * Next change * * * *
5.x
UE Policy

5.x.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in TS 23.203[4].
2)
UE Route Selection Policy(URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in TS 23.203[4]. The URSP policy groups of one or more of the following policies:

2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.

2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

In the case of a roaming UE, the V-PCF may retrieve URSP information from the H-PCF over N24.

The URSP shall be provided from the PCF (V-PCF for roaming UE) to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF does not change the URSP provided by PCF.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.

* * * * Next change * * * *
5.14
Policy Control
5.14.1
General

The functionality and features of the Policy Framework for both 3GPP and Non-3GPP access and for the interoperability with the EPC are defined in TS 23.203 [4].
* * * * Next change * * * *
6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Provide transport for SM messages between UE and SMF.

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
-
Control part of access and mobility control enforcement as described in 3GPP TS 23.203 [4].
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE:
Not all of the functionalities are required to be supported in an instance of a network slice.

6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions as described in 3GPP TS 23.203 [4].

-
Control part of policy enforcement and QoS as described in 3GPP TS 23.203 [4].

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE:
Not all of the functionalities are required to be supported in a instance of a network slice.

Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
* * * * Next change * * * *
6.2.4
PCF

The Policy Control Function (PCF) includes the following functionality, as described in 3GPP TS 23.203 [4]:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to Control Plane function(s) to enforce them.

-
Implements a Front End (PCF FE) to access subscription information relevant for policy decisions in a Unified Data Repository (UDR).
NOTE:
The PCF only accesses the UDR located in the same PLMN as the PCF.
* * * * Next change * * * *
6.2.10
AF

The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see clause 5.6.7),

-
Accessing Network Exposure Function (see clause 5.20),

-
Interact with the Policy framework for policy control as described in 3GPP TS 23.203 [4].
Editor's note:
Other functions to be added are FFS.

Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.4) via the NEF to interact with relevant Network Functions.

The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.

6.2.11
UDR
The UDR is function that supports the following functionality:

-
Storage and retrieval of subscription data by the UDM FE.
-
Storage and retrieval of policy data by the PCF, as described in 3GPP TS 23.203 [4].
-
Storage and retrieval of information as structured data, such as location data and application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs), by the NEF.

NOTE 1:
Deployments can choose to collocate UDR with other NFs (e.g. UDSF).
Editor's note:
The assumption is that the UDR (Unified Data Repository) in the specification can be extended based on the UDR (User Data Repository) defined in TS 23.335, to support the functionalities and service based Nudr interface defined in the 5GC specifications TS 23.501 and TS 23.502. It will be decided by CT4 if they want to define a new function
* * * * Next change * * * *
6.3.7
PCF selection

Editor's note:
It is FFS whether slice information mentioned in this clause corresponds S-NSSAI and /or to other kind of information

6.3.7.1
PCF selection for an UE or a PDU session


The procedures that describes the PCF selection for UE by the AMF and the PCF selection for a PDU session are described in TS 23.203 [4].
6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE (which, for example, belong to group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF.

NOTE 1:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement

The NEF, after relevant validation of the application request (and possible parameter mapping) stores the request from the application. When the UDR serving the NEF is deployed, NEF stores the request from the application info into the UDR. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from External Identifier to SUPI, from External Group Identifier to IMSI-Group Identifier.
PCF(s) that need to receive application requests that targets a DNN (and slice) and / or a group of UE subscribe to receive notifications from the NEF about such group information.
Editor's note:
It is FFS whether the PCF(s) can subscribe to/receive notification of such application request information from the UDR.

Editor's note:
Slicing aspects are FFS.
The NEF associates the request with information allowing to later modify and delete the application request; it associates the AF request with:

-
When the request targets PDU sessions established by "any UE": the DNN and slicing information target of the application request,

-
When the request targets PDU sessions established by UE within a predefined/subscribed group of UE: the DNN, the slicing information and the group of UE target of the application request

All PCF that serve the DNN and slicing information are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF.

6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF


The procedures that describes the PCF selection for UE by the AMF and the PCF selection for a PDU session are described in TS 23.203 [4].
* * * * Next change * * * *





























































































































	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	










	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	














	
	
	
	

	
	
	
	

	
	



	
	

	
	
	
	

	
	
	

	

	
	
	
	

	
	
	

	

	
	
	

	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	


























	
	
	
	
	

	
	

	
	
	























	
	

	
	




	
	

	








































	
	

	






	



	



	



	



	



	




	
















































































































































































* * * * End of changes * * * *
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