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Abstract of the contribution: This contribution clarifies the usage of network instance on S1-U and S5/S8-U reference point.
1. Introduction
In the last SA2 meeting, paper S2-175078 proposed to introduce network instance, which is used by the UPF to detect and forward the packets, for the following reason:
A PDN Instance is defined in TS 23.214:

- in the PDR,  as identifying "the PDN instance associated with the incoming packet";

- in the FAR, as identifying "the PDN instance associated with the outgoing packet".

The PDN instance can be used in the PGW/TDF e.g. in case several enterprises using the same IP subnet are connected to the same UPF: they may use different APNs, different protocols, etc: PDRx/FARx can be used for Enterprise-x and PDRy/FARy can be used for Enterprise-y. 

However, the PDN instance, as it is defined, it very limitative. For example, it does not apply to Sxa (SGW) but only to Sxb and Sxc (PGW, TDF).

Some use cases below seem to not be addressed with the PDN instance as it is:

· For S1-u traffic from/to eNBs that belong to different operators (shared networks) and thus may be in different domains.

· For S5/S8 traffic from/to PGWs that belong to different IP domains.

Indeed:

· When the FTEID is allocated by the UPF, the UPF needs to know in which IP address range to allocate it. Such information is missing and should be provided by the CPF.

· When the FTEID is allocated by the CPF, and if the target nodes are in different domains but with overlapping IP addresses, the UPF will not know which routing/forwarding table to use.

This is easily solved by the Virtual Routing and Forwarding concept, which is widely used in the industry. This concept allows separate interfaces, separate protocols, separate firewalls, etc. 
It is therefore proposed to replace the PDN instance by a more generic concept (Network Instance) that could be used for Sxa as well. Per TS 29.244, a PDN instance is an OctetString and may be encoded as an APN. The Network Instance can be encoded as a Domain Name. 
The real isssues are:

Indeed:

· When the FTEID is allocated by the UPF, the UPF needs to know in which IP address range to allocate it. Such information is missing and should be provided by the CPF.

· When the FTEID is allocated by the CPF, and if the target nodes are in different domains but with overlapping IP addresses, the UPF will not know which routing/forwarding table to use.
After a more deep investigation, we believe the above issues do not exsit, with the argument in the next section. 
2. Rationale

Scenario 1: S1-U interface

S1-U terminates between eNodeB and SGW-U and supports GTP-U protocol, so SGW-U can always detect the F-TEID of the incoming packet which bearer it belongs to. We don't see the issue to introduce “network instance” due to packet detection and forwarding issues then.

SGW-U does not need to understand which operator sends the packet, from SA2 perspective, as it only detects and forwards packet from/to a certain bearer. Therefore, it is not clear why SGW-U should allocate different IP address of F-TEID for different RAN operators. 
For the case RAN is shared, eNodeB shall always allocate different TEID for bearers of different operators. It allows SGW-U to detect packet without any issue. 
When SGW-U interacts with multiple eNodeB, it is expected that each eNodeB has a different IP address. Therefore, SGW-U will not have any routing issue to forward packet to different eNodeB.

Scenario 2: S5/S8-U interface

Same as scenario 1, F-TEID should be unique within a node scope, so SGW-U and PGW-U can easily detect and forward packets for a certain bearer. 
In case of S5-U interface, which SGW-U and PGW-U belongs to the same operator, it is expected that each PGW-U (or SGW-U) has a different IP address, by proper network configuration.
In case of S8-U interface, which SGW-U and PGW-U belongs to the different operator, the communication between SGW-U and PGW-U use public IP addresses, thus there is no possibility to suffer overlapping IP addresses.

3.     Proposal
Above all, the reasons for change of paper S2-175078 are not very convinced, at least under rel-14 CUPS architecture. Since the rel-14 specs are frozen, it is not easy for vendors to develop new features like that. Thus it is suggested not to conclude this issue in rel-14 CUPS.
It is proposed to withdraw the agreed CR S2-175078 (CR 0041).
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