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Abstract of the contribution: The QoS Model defines three types of 5QIs, currently labelled as standardized, pre-configured, and non-standardized. This P-CR clarifies distinctions among these types of 5QIs, and proposes alternate terminology that is better aligned with these distinctions.
Discussion
Clause 5.7 of TS 23.501 defines 3 different types of 5QI values. The 5QIs are classified as “standardized,” “pre-configured” and “non-standardized”.  Unfortunately, distinctions among these types of values are unclear.
•  Since standardized and non-standardized create the full union (100%) of 5QI values, the inclusion of a third category (labeled as “configured”) is peculiar.  All standardized 5QIs are expected to be pre-configured. Therefore, further clarification is needed concerning the meanings and relationships among these 5QI categories.

•  In Option 1, the ARP is stated as a Default ARP that is pre-configured.  In Option 2, the ARP is stated as a Default ARP that is signaled to RAN.  The use of “Default” ARP in both of these cases is confusing. If it can be signaled with Option 2, why is it labeled as “Default” – and how does it differ from an ARP value that can be flexibly signaled (as with Option 3)?

Proposal 1: Adopt more descriptive terminology for the 5QI classifications, consistent with the following understanding:

· Standardized == Any of the 5QI values that are included in the standardized 5QI table (i.e., Table 5.7.4-1).  For these, all the associated QoS characteristics are pre-configured in the RAN, and these QoS characteristics are not signaled.

· Pre-configured == Any other 5QI values (outside the “standardized” range of values) that are assigned by the operator, where the expansion of these 5QI values (to specific QoS characteristics) is pre-configured in the RAN, and these QoS characteristics are not signaled.

· “Non-Standardized” (which we propose to instead refer to as “Flexible”) == Any other 5QI values (outside the “standardized” or “pre-configured” ranges of values) that are assigned by the operator, where the association of these 5QI values to specific QoS characteristics is bound to particular customized QoS characteristics in a flexible manner, via signaling of the corresponding Flexible 5QI value together with the desired QoS characteristics via the N2 interface.

Note: Separate ranges of 5QI values may be established for assignment of “standardized,” “pre-configured” and “flexible” 5QI values, subject to Stage 3 specifications.

•  The text says “For GBR and non-GBR QoS flows, an assigned QFI shall be used.” Since for non-GBR, this is one of the three options, the usage “shall” is contradictory. The “shall” applies only for certain conditions (flexible ARP or non-standardized 5QI or both). Also, the term “assigned QFI” is never defined.
Proposal 2: Split option 3 into two cases; one for non-GBR flows and one for GBR flows. For non-GBR flows, clearly state the conditions when an assigned QFI is used. 
•  Table 5.7.4.1 suggests that the QFI value should be the same as the 5QI value for all standardized 5QIs for non-GBRs and even GBRs. This can be true only for non-GBRs when the ARP is assigned a single (Default or pre-configured) value. The QFI values assigned for a GBR cannot take the same value as the 5QI, given that a unique QFI value sneeds to be assigned for each unique combination of QoS parameters (5QI, ARP, GFBR, MFBR).  
Proposal 3: Update the table to remove any mention of QFI. Add notes as to when the QFI may take the same value as 5QI.
Proposal
This contribution proposes modifications to the material in clause 5.7 of TS 23.501.  It clarifies distinctions among the three types of 5QIs (currently labelled as standardized, pre-configured, and non-standardized), and proposes alternate terminology that is better aligned with these distinctions.
* * * First Change * * * *

5.7
QoS model

5.7.1
General Overview

The 5G QoS model supports a QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).

The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI within a PDU session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). The QFI is carried in an encapsulation header on N3 (and N9) i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, unstructured PDUs and Ethernet frames. The QFI shall be unique within a PDU session.

NOTE 1:
Policing of User Plane traffic (e.g. MFBR enforcement) is not regarded as QoS differentiation and is done by UPFs on an SDF level granularity.
Within the 5GS, QoS flows are controlled by the SMF at PDU session establishment or at QoS flow establishment/modification.

When applicable, any QoS Flow is characterised by:

-
A QoS profile provided by the SMF to the AN via the AMF over the N2 reference point or preconfigured in the AN;

-
One or more network-provided QoS rule(s) provided by the SMF to the UE via the AMF over the N1 reference point and/or one or more UE derived QoS rule(s); and

-
SDF Classification and QoS related information (e.g. Session-AMBR) provided by the SMF to the UPF over the N4 reference point.

A QoS Flow may either be 'GBR' or 'Non-GBR' depending on its QoS profile. The QoS profile of a QoS flow contains QoS parameters of this flow as described below (details of QoS parameters are described in clause 5.7.2):

-
For each QoS flow, the QoS parameters shall include:
-
A 5G QoS Identifier (5QI); and
-
An Allocation and Retention Priority (ARP).

-
In case of a GBR QoS flow only, the QoS parameters shall also include:

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Flow Bit Rate (MFBR) - UL and DL; and
-
Notification control.

-
In case of Non-GBR QoS flow only, the QoS parameters may also include:
-
Reflective QoS Attribute (RQA).

5QI can be classified as follows:

· Standardized: Any of the 5QI values that are included in the standardized 5QI table (i.e., Table 5.7.4-1), where specific QoS characteristics are pre-defined.
· Pre-configured: Any other 5QI values (which are not standardized) that are assigned by the operator, where the expansion of these 5QI values (to specific QoS characteristics) is pre-configured.
· Flexible: Any other 5QI values (i.e., neither standardized nor pre-configured) that are assigned by the operator, where the association of these 5QI values to specific QoS characteristics is bound to particular customized QoS characteristics, via signaling of the corresponding 5QI value together with the desired QoS characteristics over the N2 interface.
Four options to control QoS flows are supported:

1)
For non-GBR QoS flows only, and when standardized 5QIs or pre-configured 5QIs are used, the 5QI value can be used as the QFI of the QoS flow. The default ARP shall be pre-configured in the AN;

NOTE 2:
The above option is intended to be used for non-3GPP ANs (e.g. Fixed AN) scenarios when there is no need for any N1 signalling including PDU session establishment, nor any N2 signalling.
2)
For non-GBR QoS flows only, and when standardized 5QIs or pre-configured 5QIs are used, the 5QI value can be used as the QFI of the QoS flow. The default ARP is sent to RAN at PDU Session establishment and when NG-RAN is used every time the User Plane of the PDU session is activated.
3)
For non-GBR QoS flows, an assigned QFI shall be used when a flexible 5QI is used with any ARP or when a standardized or pre-configured 5QI is used with an ARP that is not a default. The QoS profile and the QFI of a QoS flow are provided to the (R)AN over N2 at PDU Session establishment or at QoS flow establishment/modification and when NG-RAN is used every time the User Plane of the PDU session is activated; and
4) For GBR flows, an assigned QFI shall be used. The 5QI value may be a standardized, pre-configured or flexible. The QoS profile and the assigned QFI of a QoS flow are provided to the (R)AN over N2 at PDU Session establishment or at QoS flow establishment/modification and when NG-RAN is used every time the User Plane of the PDU session is activated.  
NOTE 3:
The options 2, 3 and 4 are intended to be used for 3GPP ANs.
NOTE 4:
Pre-configured 5QI values cannot be used when the UE is roaming. Whenever a 5QI value has not been pre-configured in the (R)AN and not signalled to the (R)AN, the QoS characteristics of the standardized 5QI with the lowest priority level applies.
The UE performs the classification and marking of UL User plane traffic, i.e. the association of uplink traffic to QoS flows, based on QoS rules. These rules may be explicitly provided to the UE (at PDU Session establishment or QoS flow establishment), pre-configured in the UE or implicitly derived by UE by applying reflective QoS. A QoS rule contains a QoS rule identifier which is unique within the PDU session, the QFI of the associated QoS flow, one or more packet filters and a precedence value. Additionally, for an assigned QFI, the QoS rule contains the QoS parameters relevant to the UE. There can be more than one QoS rule associated with the same QoS Flow (i.e. with the same QFI).

A default QoS rule is required for every PDU session. The default QoS rule is the only QoS rule of a PDU session that may contain no packet filter (in this case, the highest precedence value (i.e. lowest priority) has to be used). If the default QoS rule does not contain a packet filter, the default QoS rule defines the treatment of packets that do not match any other QoS rule in a PDU session.

Editor's note:
It is FFS whether there, in addition, is a need for pre-authorized QoS rules be provided to the UE.
The SMF performs the binding of SDFs to QoS flows based on the QoS and service requirements of the SDF (e.g. the received PCC rules). The SMF assigns the QFI for a new QoS flow and derives its QoS parameters from the information provided by the PCF. When applicable, the SMF provides the QFI together with the QoS profile to the (R)AN. The SMF provides the SDF template (i.e. the set of packet filters associated with the SDF received from the PCF) together with the SDF precedence, the QoS related information, and the corresponding packet marking information, i.e. the QFI, the DSCP value and optionally the Reflective QoS Indication to the UPF enabling classification, bandwidth enforcement and marking of User Plane traffic. When applicable, the SMF generates the QoS rule(s) for the PDU Session by allocating QoS rule identifiers, which are unique within the PDU session adding the QFI of the QoS flow, setting the packet filter(s) to the UL part of the SDF template and setting the QoS rule precedence to the SDF precedence. The QoS rules are then provided to the UE enabling classification and marking of UL User Plane traffic.

Editor's note:
Some applications, e.g. IMS, require also the DL part of the SDF template in the QoS rule. Whether the DL of the SDF template has to be sent for every QoS rule is FFS.
The principle for classification and marking of User Plane traffic and mapping of QoS Flows to AN resources is illustrated in Figure 5.7.1-1.
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Figure 5.7.1-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources

In DL incoming data packets are classified based on SDF templates according to their SDF precedence (without initiating additional N4 signalling). The CN conveys the classification of the User Plane traffic belonging to a QoS flow through an N3 (and N9) User Plane marking using a QFI. The AN binds QoS flows to AN resources (i.e. Data Radio Bearers in case of in case of 3GPP RAN). There is no strict 1:1 relation between QoS flows and AN resources. It is up to the AN to establish the necessary AN resources to map the QoS flows to DRBsso that the UE receives the QFI (and reflective QoS (see clause 5.7.5) may be applied).

If no match is found and all QoS flows are related with one or more downlink packet filters, the UPF shall discard the downlink data packet.
In UL, the UE evaluates UL packets against the packet filters in the QoS rules based on the precedence value of QoS rules in increasing order until a matching QoS rule (i.e. whose packet filter matches the UL packet) is found. The UE uses the QFI in the corresponding matching QoS rule to bind the UL packet to a QoS Flow. The UE then binds QoS flows to AN resources.

If no match is found and the default QoS rule contains one or more uplink packet filters, the UE shall discard the uplink data packet.

The following characteristics apply for processing of Downlink traffic:

-
UPF maps User Plane traffic to QoS flows based on the SDF templates

-
UPF performs Session-AMBR enforcement and also performs PDU counting for support of charging.

-
UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN, the UPF includes the QFI in the encapsulation header. In addition, UPF may include an indication for reflective QoS activation in the encapsulation header.

-
UPF performs transport level packet marking in downlink, e.g. setting the DiffServ Code point in outer IP header. Transport level packet marking may be based on the 5QI and ARP of the associated QoS flow.

-
(R)AN maps PDUs from QoS flows to access-specific resources based on the QFIand the associated 5G QoS characteristics and parameters, also taking into account the N3 tunnel associated with the downlink packet.

NOTE 4:
Packet filters are not used for the mapping of QoS flows onto access-specific resources in (R)AN.

-
If reflective QoS applies, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet, and the QFI of the derived QoS rule is is set according to the QFI of the DL packet.

Following characteristics apply for processing of uplink traffic:

-
UE uses the stored QoS rules to determine mapping between UL User Plane traffic and QoS flows. UE marks the UL PDU with the QFI of the QoS rule containing the matching packet filter and transmits the UL PDUs using the corresponding access specific resource for the QoS flow based on the mapping provided by RAN.

-
(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN includes the QFI value, in the encapsulation header of the UL PDU, and selects the N3 tunnel.

-
(R)AN performs transport level packet marking in the uplink, transport level packet marking may be based on the 5QI and ARP of the associated QoS Flow.

-
UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE (e.g. in case of reflective QoS).
-
UPF performs Session-AMBR enforcement and counting of packets for charging.

For UL Classifier PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the UL Classifier functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).

For multi-homed PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).

NOTE 5:
The DL Session-AMBR is enforced in every UPF terminating the N6 interface to reduce unnecessary transport of traffic which may be discarded by the UPF performing the UL Classifier/Branching Point functionality due to the amount of the downlink traffic for the PDU session exceeding the DL Session-AMBR. Discarding DL packets in the UL Classifier/Branching Point could cause erroneous PDU counting for support of charging
The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a session-AMBR.

Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate. MBR per SDF is mandatory for GBR QoS flows but optional for non-GBR QoS flows. The MBR is enforced in the UPF.

The QoS control for Unstructured PDUs is performed at the PDU session level. When a PDU session is set up for transferring unstructured PDUs, SMF provides the QFI which will be applied to any packet of the PDU session to the UPF and UE.
Editor's note:
Whether and how the QoS flow level QoS control is supported for unstructured PDUs is FFS.

5.7.2
5G QoS Parameters

A 5QI is a scalar that is used as a reference to 5G QoS characteristics defined in clause 5.7.4, i.e. access node-specific parameters that control QoS forwarding treatment for the QoS flow (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).

The 5QI in the standardized value range have one-to-one mapping to a standardized combination of 5G QoS characteristics as specified in Table 5.7.4-1.

For flexible combinations of 5G QoS characteristics, a 5QI value from the flexible value range together with the 5G QoS characteristics are signalled over N2, N11 and N7 at the time of PDU session or QoS flow establishment and in addition, over N2 every time the User Plane of the PDU session is activated.

NOTE 1:
On N3, each PDU (i.e. in the tunnel used for the PDU session) is associated with one 5QI via the QFI carried in the encapsulation header.

The QoS parameter ARP contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The priority level defines the relative importance of a resource request. This allows deciding whether a new QoS flow may be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It may also be used to decide which existing QoS flow to pre-empt during resource limitations.

The range of the ARP priority level is 1 to 15 with 1 as the highest level of priority. The pre-emption capability information defines whether a service data flow may get resources that were already assigned to another service data flow with a lower priority level. The pre-emption vulnerability information defines whether a service data flow may lose the resources assigned to it in order to admit a service data flow with higher priority level. The pre-emption capability and the pre-emption vulnerability shall be either set to 'yes' or 'no'.

The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain (i.e. that are authorized by the serving network). The ARP priority levels 9-15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.

NOTE 2:
This ensures that future releases may use ARP priority level 1-8 to indicate e.g. emergency and other priority services within an operator domain in a backward compatible manner. This does not prevent the use of ARP priority level 1-8 in roaming situation in case appropriate roaming agreements exist that ensure a compatible use of these priority levels.

The Reflective QoS Attribute (RQA) is an optional parameter that, in the case of NG-RAN, may be signalled to RAN via N2 when Reflective QoS control is used, as described in clause 5.7.5.4.3. The RQA indicates that certain traffic on this QoS flow may be subject to Reflective QoS.
In addition, the QoS flow may be associated with the parameter:

-
Notification control.

The Notification control may be provided for GBR QoS flows. The Notification control indicates whether notification should be made by the RAN if the QoS targets cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. If it is set and QoS targets cannot be fulfilled, RAN sends a notification towards SMF.

Editor's note:
It is FFS whether the Notification control is needed for non GBR QoS flows.

For GBR QoS flows, the 5G QoS profile additionally include the following QoS parameters:

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Flow Bit Rate (MFBR) -- UL and DL.

The GFBR denotes the bit rate that may be expected to be provided by a GBR QoS flow. The MFBR limits the bit rate that may be expected to be provided by a GBR QoS flow (e.g. excess traffic may get discarded by a rate shaping function).

GFBR and MFBR are signalled on N2 and N11 for each of the GBR QoS Flows for setting up the 5G QoS profile.

The MBR (and GBR, if applicable) per SDF, based on the information received from PCF, is signalled on N7 and N4.

Each PDU Session of a UE is associated with the following aggregate rate limit QoS parameter:

-
per Session Aggregate Maximum Bit Rate (Session-AMBR).

The subscribed Session-AMBR is a subscription parameter which is retrieved by the SMF from UDM. SMF may use the subscribed Session-AMBR or modify it based on local policy or use the authorized Session-AMBR received from PCF to get the Session-AMBR , which is signalled to the appropriate UPF entity/ies (and to the (R)AN to enable the calculation of the UE-AMBR). The Session-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows for a specific PDU session.

Each UE is associated with the following aggregate rate limit QoS parameter:

-
per UE Aggregate Maximum Bit Rate (UE-AMBR).

The UE-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows of a UE. Each (R)AN shall set its UE-AMBR to the sum of the Session-AMBR of all PDU Sessions with active user plane to this (R)AN up to the value of the subscribed UE-AMBR. The subscribed UE-AMBR is a subscription parameter which is retrieved from UDM and provided to the (R)AN by the AMF.
For each PDU Session, SMF retrieves the default 5QI/ARP from UDM. The default 5QI/ARP is used by SMF to set QoS parameters for the QoS flow corresponding to the default QoS rule. The SMF may change the default 5QI/ARP based on local configuration or interaction with the PCF (to retrieve the authorized default 5QI/ARP which overrides the default 5QI/ARP).
5.7.3
5G QoS characteristics

This clause specifies the 5G QoS characteristics associated with 5QI. The characteristics describe the packet forwarding treatment that a QoS flow receives edge-to-edge between the UE and the UPF in terms of the following performance characteristics:

1
Resource Type (GBR or Non-GBR);

2
Priority level;

3
Packet Delay Budget;

4
Packet Error Rate.

The 5G QoS characteristics should be understood as guidelines for setting node specific parameters for each QoS flow e.g. for 3GPP radio access link layer protocol configurations.

The 5G QoS characteristics for 5QI in the standardized value range are not signalled on any interface.

The 5G QoS characteristics for 5QI in the flexible value range, are signalled over N2, N11 and N7 at the time of the PDU Session or QoS flow establishment and in addition, over N2 every time the User Plane is activated.

The Resource Type determines if dedicated network resources related QoS Flow-level Guaranteed Flow Bit Rate (GFBR) value are permanently allocated (e.g. by an admission control function in a radio base station). GBR QoS Flow are therefore typically authorized "on demand" which requires dynamic policy and charging control. A Non GBR QoS flow may be pre-authorized through static policy and charging control.

The Packet Delay Budget (PDB) defines an upper bound for the time that a packet may be delayed between the UE and the UPF that terminates the N6 interface. For a certain 5QI the value of the PDB is the same in uplink and downlink. In the case of 3GPP access, the PDB is used to support the configuration of scheduling and link layer functions (e.g. the setting of scheduling priority weights and HARQ target operating points).

NOTE 1:
The PDB denotes an end-to-end "soft upper bound".

Editor's note:
What will be the PDB confidence level e.g. whether 98 percent is enough or a more aggressive confidence level e.g. 99 percent is needed for 5G is FFS.

The Packet Error Rate (PER) defines an upper bound for the rate of SDUs (e.g. IP packets) that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PER defines an upper bound for a rate of non-congestion related packet losses. The purpose of the PER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access). For a certain 5QI the value of the PER is the same in uplink and downlink.

Editor's note:
Whether for flexible 5QI value range "allowed boundaries" for the 5G QoS characteristics needs to be specified e.g. minimum allowed PDB< X ms, PLR < 10^-X, etc. is FFS.

5.7.4
Standardized 5QI to QoS characteristics mapping

The one-to-one mapping of standardized 5QI values to 5G QoS characteristics is specified in table 5.7.4-1.

Table 5.7.4-1: Standardized 5QI to QoS characteristics mapping

	5QI

Value
	Resource Type
	Priority Level
	Packet Delay Budget
	Packet Error

Rate 
	Example Services

	1

	
GBR
	20
	100 ms
	10-2
	Conversational Voice

	2

	
	40
	150 ms
	10-3
	Conversational Video (Live Streaming)

	3
	
	30
	50 ms
	10-3
	Real Time Gaming, V2X messages

	4

	
	50
	300 ms
	10-6
	Non-Conversational Video (Buffered Streaming)

	65
	
	7
	75 ms
	
10-2
	Mission Critical user plane Push To Talk voice (e.g., MCPTT)

	66

	
	
20
	100 ms
	
10-2
	Non-Mission-Critical user plane Push To Talk voice

	75
	
	25
	50 ms
	10-2
	V2X messages

	5
	Non-GBR
	10
	100 ms
	10-6
	IMS Signalling

	6
	
	
60
	
300 ms
	
10-6
	Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file sharing, progressive video, etc.)

	7
	
	
70
	
100 ms
	
10-3
	Voice,
Video (Live Streaming)
Interactive Gaming

	8
	
	
80
	
300 ms
	

10-6
	
Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file 

	9
	
	90
	
	
	sharing, progressive video, etc.)

	69
	
	5
	60 ms
	10-6
	Mission Critical delay sensitive signalling (e.g., MC-PTT signalling)

	70
	
	55
	200 ms
	10-6
	Mission Critical Data (e.g. example services are the same as QCI 6/8/9)

	79
	
	65
	50 ms
	10-2
	V2X messages

	
	
	
	
	
	

	


Note 1: For non-GBR QoS flows with default ARP, the QFI can take the same value as 5QI. For all other cases, the value assigned to QFI is distinct from the 5QI value.
Note 2: For GBR QoS flows, the value assigned to QFI is always distinct from the 5QI value.

Editor's note:
It is starting point for definition for Standardized 5QI to QoS characteristics mapping, this table will be extended/updated to support service requirement for 5G, e.g. ultralow latency service.

* * * Second Change * * * *

5.16.5
Multimedia Priority Services

Editor's note:
Basic System functions will be referenced in their specific sections and not be made service/feature specific. As an example, use of priority from different requirements should be handled in a generic manner for the system. This aspect will be evaluated and addressed as work progresses.

TS 22.153 [24] specifies the service requirements for Multimedia Priority Service (MPS). MPS allows certain subscribers (i.e. Service Users as per TS 22.153 [24]) priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature. Service Users are government-authorized personnel, emergency management officials and/or other authorized users. MPS supports priority sessions on an "end-to-end" priority basis.

MPS is based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. MPS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.

NOTE 1:
If a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope for this specification.

A Service User may use an MPS-subscribed UE or any other UE to obtain MPS. An MPS-subscribed UE obtains priority access to the Radio Access Network by using the Access Class Barring mechanism according to TS 22.011 [25]. This mechanism provides preferential access to UEs based on its assigned Access Class. If an MPS-subscribed UE belongs to one of the special access classes as defined in TS 22.011 [25], the UE has preferential access to the network compared to ordinary UEs in periods of congestion.

Editor's note:
For this release of the specification, particular NG-RAN support for MPS (e.g., Access Class Barring) is the responsibility of TSG RAN.

MPS subscription allows users to receive priority services, if the network supports MPS. MPS subscription entitles a USIM with special Access Class(es). MPS subscription includes indication for support of priority PDU connectivity service and IMS priority service support for the end user. Priority level regarding QoS Flows and IMS are also part of the MPS subscription information. The usage of priority level is defined in TS 22.153 [24], TS 23.203 [4] and TS 23.228 [15].

NOTE 2:
The term "Priority PDU connectivity services" is used to refer to 5G system functionality that corresponds to the functionality as provided by LTE/EPC Priority EPS bearer services in clause 4.3.18.3 of TS 23.401 [26].

MPS includes signalling priority and media priority. All MPS-subscribed UEs get priority for QoS flows (e.g., used for IMS signalling) when established to the DN that is configured to have priority for a given Service User by setting MPS-appropriate values in the QoS profile in the UDM. Service Users are treated as On Demand MPS subscribers or not, based on regional/national regulatory requirements. On Demand service is based on Service User invocation/revocation explicitly and applied to the media QoS flows being established. When not On Demand MPS service does not require invocation, and provides priority treatment for all QoS Flows only to the DN that is configured to have priority for a given Service User after attachment to the 5G network.

NOTE 3:
According to regional/national regulatory requirements and operator policy, On-Demand MPS Service Users can be assigned the highest priority.

Editor's note:
Further details of 5G priority processing (e.g. based on Establishment Cause in RRC connection request, as specified for MPS in clause 4.3.18.1 of TS 23.401 [26]) are excluded from TS 23.501 , based on the anticipated inclusion of such details in corresponding procedure descriptions within TS 23.502 [3].

Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.

Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and location management procedures.

Priority treatment for MPS session requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.

NOTE 4:
Use of QoS Flows for MPS with flexible 5QI values enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MPS.

When an MPS session is requested by a Service User, the following principles apply in the network:

-
QoS Flows employed in an MPS session shall be assigned ARP value settings appropriate for the priority level of the Service User.

-
Setting ARP pre-emption capability and vulnerability for MPS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.

-
Pre-emption of non-Service Users over Service Users during network congestion situation, subject to operator policy and national/regional regulations.

The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user).
* * * Third Change * * * *

Annex F (informative):
Mission Critical Services temporary placeholder
Editor's note:
This annex is being used as a placeholder to develop the technical content describing how 5G system architecture capabilities are functionally used to support Mission Critical Services. It is planned to be moved as and where appropriate to TS 23.501 and TS 23.502. This annex will be moved to the normative sections of TS 23.501 and will be deleted from TS 23.501 before TS 23.501 is sent for approval.
Editor's note:
The following material in clauses F.1 and F.2 are targeted against TS 23.501. Clause F.2 is targeted against TS 23.501 in clause 5.16.6, "Mission Critical Services". Clause F.3 is targeted against TS 23.502 in clause 4.13.x "Mission Critical Services", to be re-labelled as clause 4.13.x.1.

F.1
References

Editor's note:
This material highlights new documents referenced in this annex, as extensions to References in TS 23.501.

[ref1]
3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe); Stage 1".
[ref2]
3GPP TS 22.179: "Mission Critical Push To Talk over LTE (MCPTT); Stage 1".
[ref3]
3GPP TS 22.281: "Mission Critical Video over LTE (MCVideo); Stage 1".
[ref4]
3GPP TS 22.282: "Mission Critical Data over LTE (MCData); Stage 1".
F.2
General Mission Critical Services Functionality

Editor's note:
This material is targeted against TS 23.501, clause 5.16.X, "Mission Critical Services."

According to TS 22.280 [ref1], a Mission Critical Service (MCX) is a communication service reflecting enabling capabilities Mission Critical Applications and provided to end users from Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g. utilities, railways). An MCX Service is either Mission Critical Push To Talk (MCPTT) as defined in TS 22.179 [ref2], Mission Critical Video (MCVideo) as defined in TS 22.281 [ref3], or Mission Critical Data (MCData) as defined in TS 22.282 [ref4], and represents a shared underlying set of requirements between two or more MCX service types.

Mission Critical Services (MCS) are based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. As specified in TS 22.261 [2] clause 6.8, MCX Users require 5GS functionality that allows for real-time, dynamic, secure and limited interaction with the QoS and policy framework for modification of the QoS and policy framework by authorized users. The limited interaction is based on operator policy, and provides specific limitations on what aspects of the QoS and policy framework an authorized MCX User can modify. MCS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.

Mission Critical leverages the foundation of the 5G QoS Model as defined in clause 5.7, and 5G Policy Control as defined in clause 5.14. It requires that the necessary subscriptions are in place for both the 5G QoS Profile and the necessary Policies.

Editor's note:
It is FFS the potential role of the Unified Data Management (UDM) and the Policy Function (PCF) in managing QoS and Policy subscriptions.

Editor's note:
It is FFS how the ARP-PL is used for QoS forwarding treatment of the QoS flow.

Editor's note:
It is FFS whether the ARP is included within the 5G QoS Profile sent to the UE.

The terminating network identifies the priority of the MCS session and applies priority treatment, including paging with priority, to ensure that the MCS session can be established with priority to the terminating user (either an MCX User or normal user).

Priority treatment for MCS includes priority message handling, including priority treatment during authentication, security, and location management procedures.

Priority treatment for MCS sessions requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.

NOTE 1:
Use of QoS Flows for MCS with flexible 5QI values enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MCS.

When a MCS session is requested by an MCX User, the following principles apply in the network:

-
QoS Flows employed in a Mission Critical Service session shall be assigned ARP value settings appropriate for the priority level of the MCX User.

-
Setting ARP pre-emption capability and vulnerability for MCS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.

-
Pre-emption of non-MCX Users over MCX Users during network congestion situation, subject to operator policy and national/regional regulations.

Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.

The 5G network needs to support flexible means to make relative PDU priority decisions based on real-time data of the state of the network and/or based on modification of the QoS and policy framework by authorized users as described in clause 6.8 of TS 22.261 [2].
F.3
MCS Priority Mechanisms for Established QoS Flows

Mechanisms applied to established QoS Flows:

-
(R)AN: QoS Flows requested in the Xn "Handover Request" or N2 "Handover Request" which are marked as entitled to priority by virtue of inclusion of an ARP value from the set allocated by the Service Provider for MCS are given priority over requests for QoS Flows which do not include an ARP from the MCS set as specified in clause 4.9.

Editor's note:
Need to include relevant priority-related material in clause 4.9, "Handover procedures".

-
SMF: Congestion management procedures in the SMF will provide priority to QoS Flows established for MCS calls/sessions during periods of extreme overload. MCS may be exempt from any session management congestion controls per operator policies and national/regional regulatory requirements. See clause 5.19 of TS 23.501 [2].
Editor's note:
Need to include relevant material in TS 23.501 clause 5.19, "Control Plane Congestion and Overload Control." This should reference functionality as described in clauses 4.3.7.1a.2 and 4.

-
AMF: Congestion management procedures in the AMF will provide priority to mobility management procedures required for MCS during periods of extreme overload. MCS may be exempt from mobility restrictions and any mobility management congestion controls per operator policies and national/regional regulatory requirements. See clauses 5.3.4.1.1 and 5.19 of TS 23.501 [2].
-
QoS Flows whose ARP parameter is from the set allocated by the Service Provider for MCS use may be exempt from release during QoS Flow load rebalancing.

-
(R)AN, UPF: IMS Signalling Packets associated with MCS use are handled with priority. Specifically, during times of severe congestion when it is necessary to drop packets on the IMS Signalling QoS Flow to ensure network stability, these FEs shall drop packets not associated with MCS signalling before packets associated with MCS signalling. See clause TBD.
-
(R)AN, UPF: During times of severe congestion when it is necessary to drop packets on a media QoS Flow to ensure network stability, these FEs shall drop packets not associated with MCS calls/sessions before packets associated with MCS calls/sessions per operator policies and national/regional regulatory requirements. See clause TBD.

* * * End of Changes * * * *
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