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Abstract of the contribution: This contribution provides a P-CR to define high level procedures for support of location for regulatory emergency services in 5GC.
1.
Introduction

Procedures to support location for regulatory emergency services in Release 15 are proposed here in a P-CR to 3GPP TS 25.502. At a later time, the procedures can be copied to TS 23.271 and any missing details can be added.

The new procedures makes use of and extend the existing Namf service based interface (SBI). However, as described and proposed in a separate evaluation in S2-175715, the SBI approach is not extended to interactions with GMLCs due to the expected added impacts of changing existing GMLC protocols already used for location support with access from GERAN, UTRAN and E-UTRAN. This approach along with an LMF based approach to location, also described in S2-175715, restricts P2P interactions to the GMLC and LMF.
2.
Proposed Changes to TS 23.502 v.050
**** FIRST CHANGE **** 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: “System Architecture for the 5G System; Stage  2".

[3]
IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".
[4]
IETF RFC 5998: "An Extension for EAP-Only Authentication in IKEv2".

[5]
IETF RFC 4282: "The Network Access Identifier".
[6]
IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
[7]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[8]
IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".

[9]
3GPP TS 38.300: "NR and NG-RAN Overall Description; Stage 2".

[R1]
OMA-TS-ULP-V2_0_3, “UserPlane Location Protocol”.

[R2]
3GPP TS 23.167, “IP Multimedia Subsystem (IMS) emergency sessions”.

[R3]
3GPP TS 23.271, “Functional stage 2 description of Location Services (LCS)”.

[R4]
3GPP TS 36.355, “LTE Positioning Protocol (LPP)”.
[R5]
3GPP TS 38.455, “NR Positioning Protocol A (NPPa)”.
Editor's note:
Use of a new NPPa protocol in TS 38.455 is still to be decided by RAN3.
**** NEXT CHANGE ****
4.10
Location reporting procedures

Editor's note:
Including procedures equivalent to Location Reporting.

4.10.1
AMF Location Reporting 
This procedure is used by an AMF to request the RAN to report where the UE is currently located when the target UE is in CM-CONNECTED state. The need for the RAN to continue reporting ceases when the UE transitions to CM-IDLE or the AMF send cancel indication. This procedure may be used for services that require accurate cell identification (e.g. emergency services, lawful intercept, charging), or for subscription to the service by other NFs.


[image: image1.emf] 

AMF  

1. Location  R eporting  C ontrol  

2. Location Report  

RAN  

3.  Cancel Location Reporting  


Figure 4.10-1: Location Reporting Procedure

1.
The AMF sends a Location Reporting Control message to the RAN. The Location Reporting Control message shall identify the UE for which reports are requested, the requested location information and may contain information such as reporting type. Requested location information could be TAI+ Cell Identity. Reporting type indicates whether the message is intended to trigger a single stand alone report about the current Cell Identity serving the UE or start the RAN to report whenever the UE changes cell.

2.
The RAN sends a Location Report message informing the AMF about the location of the UE which shall include the requested location information.

3.
The AMF can send a Cancel Location Reporting message to inform the RAN that it should terminate location reporting for a given UE. This message is needed only when the reporting was requested for a reporting period.

NOTE:
Location reporting is transferred during Xn handover, although new control signalling is not transferred during an active handover.

Editor's note:
The location report procedure is FFS for N3GPP scenario.  

Editor's note:
It is FFS how to report the location information when UE is in RRC Inactive.  

4.10.2
LMF Location Reporting 
Procedures to support location reporting by an LMF are described in Annex X. 
**** NEXT CHANGE ****
5.2.2
AMF Services
5.2.2.1
General

The following table shows the AMF Services and AMF Service Operations.

Table 5.2.2.1-1: List of AMF Services

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Namf_Communication
	UEContextTransfer
	Peer AMF
	Request/ Response
	Step 4 and 5 of clause 4.2.2.2.2.

	
	UERegistrationCompleteNotify
	Peer AMF
	Subscribe / Notify
	Step 10 of clause 4.2.2.2.2.

	
	N1MessageNotify
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 3 clause 4.3.2.2.1.

Step 5a of clause 4.2.2.2.3.



	
	N1MessageSubscribe
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 5a of clause 4.13.3.6.

	
	N1MessageUnSubscribe
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 7 of clause 4.13.3.3.

Step 6c of clause 4.13.3.6.

	
	N1N2MessageTransfer
	SMF, SMSF, PCF, NEF, LMF
	Request/ Response
	Step 10 of clause 4.3.2.2.1.

Step 14 of lause 4.3.2.2.2.

Step 5a of clause 4.13.3.6.
Steps 1, 7 of clause X.4

Steps 1, 6 of clause X.5

Steps 1,5 of clause X.6

	
	N2InfoSubscribe
	SMF
	Subscribe / Notify
	Step 10 of clause 4.3.2.2.1.

Step 14 of clause 4.3.2.2.2.

	
	N2InfoUnSubscribe
	SMF
	Subscribe / Notify
	

	
	N2InfoNotify
	SMF
	Subscribe / Notify
	Step 14 of clause 4.3.2.2.1.

Step 18 of clause 4.3.2.2.2.

Step 9 of clause 4.2.3.2.

	Namf_EventExposure
	Subscribe
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	Step 10 of clause 4.3.2.2.1.

Step 14 of clause 4.3.2.2.2.

	
	UnSubscribe
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	

	
	Notify
	NEF, SMF, PCF, UDM, LMF
	Subscribe / Notify
	Step 4a of clause 4.2.3.2.

Step 3a of clause 4.2.3.3.
Steps 2, 9 of clause X.2

Step 7 of clause X.7
Step 10 of clause X.8

	
	Request
	LMF
	Request / Response
	Step 3 of clause X.3

	
	Response
	LMF
	Request / Response
	Step 5 of clause X.3

	Namf_MobileTermination
	EnableUEReachability
	NEF, SMF, PCF, UDM
	Namf_MobileTermination
	EnableUEReachability


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
5.2.2.2
Namf_Communication service
5.2.2.2.1
General

Service description: This service enables an NF to communicate with the UE through N1 NAS messages or with the AN (both UE and non UE specific). The service operations defined below allow the NF to communicate with the UE and the AN. The following are the key functionalities of this NF service.

-
Provide service operations for transporting N1 messages to and from the UE;

-
Allow NFs to subscribe and unsubscribe for notifications of specific N1 messages from the UE;

-
Allow NFs to subscribe and unsubscribe for notifications about specific information from AN;

-
Provide service operations for initiating N2 messages towards or from the AN;

-
Security Context Management; and

-
UE information management and transfer (including its security context);

5.2.2.2.2
Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.

Known NF Consumers: Peer AMF

Input, Required: 5G-GUTI, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE. The UE context includes the SUPI, DRX parameters, AM policy information, UE network capability, used N1 security context information, event subscriptions by other consumer NF, and the list of SM PDU session IDs along with the SMF handling the PDU session.

Output, Optional: Mobile Equipment Identifier (if available), Accepted NSSAI.

See clause 4.2.2.2.2 step 4 and 5 for example of usage of this service operation. If the consumer NF sent an integrity protected message from the UE, the AMF uses it to verify whether this request is permitted to retrieve the UE context of the UE. If it is permitted, the AMF provides UE context to the consumer NF in the Namf_Communication_UEContextTransfer response.

5.2.2.2.3
Namf_Communication_RegistrationCompleteNotify service operation
Service operation name: Namf_Communication_RegistrationCompleteNotify
Description: This service operation is used by the consumer NF to inform the AMF that a prior UE context transfer has resulted in the UE successfully registering with it. The UE context is marked inactive in the AMF.
Known NF Consumers: Peer AMF

Input, Required: 5G-GUTI, Reason.
Input, Optional: None.
Output, Required: None.

Output, Optional: None.

See clause 4.2.2.2.2 step 10 for example usage of this service operation. When the consumer NF (AMF) receives this notification, it marks the UE context information as inactive since the UE context has been successfully transferred to the peer NF and the UE has successfully registered there. The AMF sends a Namf_Communication_TransferComplete ack to the consumer NF.

NOTE:
Whether notification Ack need a separate message or be realized in the transport layer will be determined in stage 3.
5.2.2.2.4
Namf_Communication_N1MessageNotify service operation

Service operation name: Namf_Communication_N1MessageNotify

Description: AMF notifies the N1 message received from the UE to a destination CN NF.

Known NF Consumers: SMF, SMSF, PCF, NEF, AMF
Concurrent use: No.
Input, Required: AMF ID, N1 Message(s)

Input, Optional: local time zone, UE's current location, AN type AN N2 terminating point, Allowed NSSAI.
Output, Required: None.
Output, Optional: None.

The destination NF type to be notified is determined based on one of the following:

-
The N1 message type is always known to be consumed by one particular NF type; or

-
An NF had explicitly subscribed for the particular N1 message type to be notified towards it.
NOTE:
Whether notification Ack need a separate message or be realized in the transport layer will be determined in stage 3.
The optional AN N2 terminating point and Allowed NSSAI parameters are included if the service operation is invoked towards a peer AMF.
5.2.2.2.5
Namf_Communication_N1MessageSubscribe service operation

Service operation name: Namf_Communication_N1MessageSubscribe.
Description: An NF can subscribe with the AMF to get notified of a particular N1 message type from the UE.

Known NF Consumers: SMF, SMSF, PCF, NEF
Input, Required: CN NF ID, N1 Message Type

Input, Optional:  None.
Output, Required: None.
Output, Optional: None.

See step 5a of clause 4.13.3.6 for details on the use of this service operation. This service operation is used along with Namf_Communication_N1MessageTransfer in this step to subscribe for the notification of SMS delivery ack message from UE.

The consumer NF invokes the Namf_Communication_N1MessageSubscribe service operation (NF ID, N1 message type to subscribe) on the AMF. If the consumer NF is allowed to subscribe for the type of N1 message requested, the AMF creates a binding for the consumer NF to deliver subsequent Namf_Communication_N1MessageNotify towards that NF.

NOTE:
Whether Subscription Ack need a separate message or be realized in the transport layer will be determined in stage 3.
5.2.2.2.6
Namf_Communication_N1MessageUnSubscribe service operation

Service operation name: Namf_Communication_N1MessageUnSubscribe.
Description: An NF can unsubscribe with the AMF to stop notifying a particular N1 message type from the UE.

Known NF Consumers: SMF, SMSF, PCF, NEF
Input, Required: CN NF ID, N1 Message Type

Input, Optional:  None.
Output, Required: None.
Output, Optional: None.

See step 7 of clause 4.13.3.3 and step 6c of 4.13.3.6 for details on the use of this service operation.

The consumer NF invokes the Namf_Communication_N1MessageUnSubscribe service operation (NF ID, N1 message type to subscribe) on the AMF. The AMF deletes the binding for the consumer NF for the requested N1 message type.

NOTE:
Whether UnSubscription Ack need a separate message or be realized in the transport layer will be determined in stage 3.
5.2.2.2.7
Namf_Communication_N1N2MessageTransfer service operation

Service operation name: Namf_Communication_N1MessageTransfer.

Description: CN NF request to transfer downlink N1 message to the UE through the AMF.
Known NF Consumers: SMF, SMSF, PCF, NEF
Input, Required: CN NF ID, Message type (N1 or N2 or both), Message Container (s) where at least one of the message containers (N1 or N2) is required, Session ID, AN Type.

Input, Optional:  None.
Output, Required: Result indication.
Output, Optional: None.

If the UE is in CM-IDLE state, the AMF initiates the network triggered service request procedure as specified in clause 4.2.3.4. The AMF responds to the consumer NF, with a Namf_Communication_N1N2MessageTransfer response, providing a result indication of whether the AMF was able to successfully transfer the N1 and/or the N2 message towards the UE and/or the AN.

5.2.2.2.8
Namf_Communication_N2InfoSubscribe service operation

Service operation name: Namf_Communication_N2InfoSubscribe.
Description: An NF invokes this service operation to subscribe for the delivery of information contained in a specific N2 message type (e.g. notification of SMF about N3 tunnel setup information and path switch requests).

Known NF Consumers: SMF, NEF.
Input, Required: CN NF ID, Session ID for UE towards the NF (e.g PDU Session ID), N2 information type to be subscribed.

Input, Optional: None.
Output, Required: None.
Output, Optional: None.

Along with transferring SM NAS message to UE using the Namf_Communication_N1MessageTransfer service operation, the SMF subscribes with AMF to get notified about the N3 tunnel setup information from the AN.
5.2.2.2.9
Namf_Communication_N2InfoUnsubscribe service operation

Service operation name: Namf_Communication_N2InfoUnSubscribe.
Description: An NF can invoke this service operation to unsubscribe for the delivery of information contained in a specific N2 message type.

Known NF Consumers: SMF, NEF
Input, Required: CN NF ID, Session ID for UE towards the NF (e.g PDU Session ID), N2 information type to unsubscribe.

Input, Optional: None.
Output, Required: None.
Output, Optional: None.
The consumer NF invokes the Namf_Communication_N2InfoUnSubscribe service operation (CN NF ID, N2 information type to unsubscribe, Session ID for UE towards the NF (e.g. PDU Session ID)) on the AMF. The AMF deletes the binding for the consumer NF to for the requested information to unsubscribe.

5.2.2.2.10
Namf_Communication_N2InfoNotify service operation

Service operation name: Namf_Communication_N2InfoNotify.
Description: The AMF uses this service operation to notify a particular N2 message information towards the NFs that have subscribed (implicitly or explicitly) for the specific information.

Known NF Consumers: NEF
Input, Required: AMF ID, Session ID for UE towards the NF (e.g. PDU Session ID), N2 information.

Input, Optional: None.
Output, Required: None.
Output, Optional: None.

See step 14 of clause 4.3.2.2.1, step 18 of clause 4.3.2.2.2 and step 9 of clause 4.2.3.2 for details on this service operation.

5.2.2.3
Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an event.

 Following UE mobility information event are considered:

-
Location changes (TAI, Cell ID, N3IWF node, UE local IP address and optionally UDP source port number);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated; 

-
Mobility statistics and

 -
UE indication of switching off SMS over NAS service.
-
Initiation, handover and release of bearers for emergency services
As well as monitoring events, as described in clause 5.4.2.

The following service operations are defined for the Namf_EventExposure service.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for an specific event.

Known NF Consumers: NEF, SMF, PCF, UDM, SMSF
Input, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Output, Required: Operation execution result indication.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).

This service operation can be invoked along with the Namf_Communication_N1MessageTransfer service operation invocation. The consumer NF subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. Event filter identifies the events that the consumer NF is interested in. The following are some example events.

-
UE registration state change;

-
UE reachability state along with optional list of sessions to activate;

-
Location change; and

-
Periodic mobility statistics.

The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the consumer NF identity. If the optional, immediate one time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the consumer NF.

Event filter may include "AN type(s)" and it indicates to subscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.

5.2.2.3.3
Namf_EventExposure_UnSubscribe service operation

Service operation name: Namf_ EventExposure_UnSubscribe.
Description: The consumer NF uses this service operation to unsubscribe for an specific event.

Known NF Consumers: NEF, SMF, PCF, SMSF
Input, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The consumer NF unsubscribes the event notification by invoking Namf_EventExposure_Unsubscribe (NF ID, UE ID, Event filter, event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. The event co-relation ID identifies a prior subscription that the consumer NF has made. Event filter identifies the events that the consumer NF is no longer interested with on the specific notify ID. Event filter may include "AN type(s)" and it indicates to unsubscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).

5.2.2.3.4
Namf_EventExposure_Notify service operation
Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the Consumer NF which has subscribed to that  event before.
NOTE:
In the case of event information for emergency services, subscription is implicit and does not require a service operation.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Known NF Consumers: NEF, PCF, SMF, Event Receiving NF, LMF
Input, Required: AMF ID, UE ID, Event co-relation ID, event information.

Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects the UE mobility event it sends the Event Notification (mobility event container) message to the Consumer NF(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.

Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.
5.2.2.3.x
Namf_EventExposure_Request service operation

Service operation name: Namf_EventExposure_Request.
Description: The consumer NF uses this service operation to request information for a previous event.

Known NF Consumers: LMF 
Input, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.

The consumer NF requests event information by invoking Namf_EventExposure_Request (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. Event filter identifies the events that the consumer NF is interested in. The following are some example events.

-
UE registration;

-
UE reachability state along with optional list of sessions to activate;

-
Location; and

-
Periodic mobility statistics.

The event co-relation ID identifies the ID to be used by the AMF when providing event information to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a response against a corresponding request.
Event Id identifies the specific event for which information is requested, while Event receiving NF Id identifies the NF that shall receive the information.

5.2.2.3.y
Namf_EventExposure_Response service operation
Service operation name: Namf_EventExposure_Response.

Service operation description: Provides the requested event information to the Consumer NF which has requested the information.
Known NF Consumers: LMF
Input, Required: AMF ID, UE ID, Event co-relation ID, Event information.

Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
The event co-relation ID indicates to the NF the specific event request made by the consumer NF. The event information provides information about the requested event.

Event receiving NF Id identifies the NF that shall receive the information.
**** NEXT CHANGE ****

NOTE: all text is shown as normal text (no track changes) as this is all new.
Annex X (informative):
LMF Location Reporting Procedures
Editor's note:
It is expected that the LMF Location Reporting Procedures for 5GC will be transferred to TS 23.271.
Support for location services in this release is restricted to support of location services for regulatory services.
X.1
Abbreviations 
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

GMLC
Gateway Mobile Location Centre

LMF
Location Management Function

LRF
Location Retrieval Function
VGMLC
Visited GMLC
X.2
NI-LR Procedure
Figure X.2-1 shows a Network Induced Location Request (NI-LR) procedure for a roaming or non-roaming UE in the case where the UE initiates an emergency call. The procedure assumes that the serving AMF is aware of the emergency call initiation – e.g. due to supporting an emergency attach procedure or assisting in establishing an emergency bearer.
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Figure X.2-1: Network Induced Location Request (NI-LR) for a roaming or non-roaming UE

Step 1. The UE attaches to the 5GC for emergency services or requests the establishment of an emergency bearer.

Step 2. The AMF determines an LMF in the VPLMN (e.g. based on LMF support for emergency services or based on the serving cell ID for the UE) and invokes the Namf_EventExposure_Notify service operation towards the LMF to notify the LMF of an emergency call initiation. The service operation includes the SUPI, the current cell ID and may include a local ID for the UE assigned by the AMF. If an immediate location of the UE is not needed, the LMF skips steps 3 and 4 and proceeds to step 5.

Step 3. The LMF performs one or more of the positioning procedures described in Annex X.4, X.5 and X.6.

Step 4. The LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 2 and 3. The LMF may cache the location estimate and/or information obtained in steps 2 and 3 for future location operations.
Step 5. The LMF determines the VGMLC (e.g. using the serving cell identity or the location determined in step 4 or according to some fixed association with the LMF). The LMF sends a Subscriber Location Report to the VGMLC to notify the VGMLC of an emergency call initiation. The message includes the SUPI (e.g. IMSI, MSISDN or IMEI), the identity of the LMF, an indication of an emergency call and any location obtained in step 4. 
NOTE:
The VGMLC would typically update an LRF with the identity of the LMF following step 5 to allow the LRF to request the location of the UE using an MT-LR at a later time as described for Figure X.3-1. In some cases, the LRF may be queried for location and routing information for the UE by an E-CSCF in the VPLMN IMS before the LRF has received the update from the VGLMC. In that case, the LRF must either respond to the location and routing query using only the information provided by the E-CSCF (e.g. which may include the serving cell ID but no other location information) or wait to be updated by the VGMLC with the LMF identity and additional location information for the UE.
Step 6. The VGMLC returns a Subscriber Location Report Ack to the LMF to acknowledge the message in step 5.

Step 7. The VGMLC forwards the location to an external emergency services client or may wait for a request for the location from the external emergency services client (not shown in Figure X.2-1) before forwarding the location.

Step 8. The emergency services call and emergency bearer are released.

Step 9. The AMF invokes the Namf_EventExposure_Notify service operation to the LMF to notify the LMF of the emergency call release and includes the SUPI. The LMF releases any local resources associated with the emergency call.

Step 10. The LMF sends a Subscriber Location Report to the VGMLC to notify the VGMLC that the emergency call was released to enable the VGMLC and LRF to release any resources associated with the emergency call.

Step 11. The VGMLC returns a Subscriber Location Report Ack to the LMF to acknowledge the message in step 10.
X.3
MT-LR Procedure without HLR Query
Figure X.3-1 illustrates a location request for an emergency services call, where an emergency services client (e.g. a Public Safety Answering Point) identifies the target UE and the serving LRF using correlation information that was previously provided to it by the IMS Core. The signalling used to provide the correlation information to the PSAP is defined in TS 23.167 [R2]. The correlation information may be used by the LRF to retrieve other information previously provided to it by the IMS Core and/or LMF as described for Figure X.2-1. This allows the GMLC associated with the LRF to request a location from the LMF without needing to select the LMF or query the home HLR of the target UE for the serving AMF address. This scenario therefore supports location of emergency calls from roamers and SIM-less and other non-registered UEs, and requires that identifying information for the UE and LMF have been pushed to the GMLC/LRF as described for Figures X.2-1, X.7-1 and X.8-1.
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Figure X.3-1: MR-LR Procedure without HLR Query 

Step 1. The external emergency services client (e.g. a PSAP) sends a request to the LRF for a location for the target UE and includes correlation information identifying the target UE. The LRF address and the correlation information would have been previously provided to the external client when the emergency call from the UE was established.

Step 2. The LRF/GMLC determines the LMF by associating the correlation information received from the external client with other information received previously from the LMF as described in Figures X.2-1, X.7-1 and X.8-1. The GMLC sends a Provide Subscriber Location Request to the LMF to request the current location of the UE. The message includes the SUPI (e.g. IMSI, MSISDN or IMEI), the required QoS and an indication of a location request from an emergency services client. The LMF identifies the target UE using the SUPI. In case of a SIM-less emergency call, or non-registered (U)SIM emergency call, the SUPI would be the IMEI.

Step 3. The LMF determines the AMF from information previously received from the AMF as described in Figures X.2-1, X.7-1 and X.8-1. The LMF invokes the Namf_EventExposure_Request service operation towards the AMF to request location information. The service operation includes the SUPI or any local ID for the UE previously received from the AMF.

Step 4. The AMF optionally performs the AMF location reporting procedure described in Figure 4.10-1 if needed to obtain the current cell ID.
Step 5. The AMF invokes the Namf_EventExposure_Response service operation towards the LMF to provide the LMF with the current UE location. The service operation includes the current or last known cell ID for the UE.

Step 6. The LMF performs one or more of the positioning procedures described in Annex X.4, X.5 and X.6.

Step 7. The LMF determines (e.g. calculates) a location estimate for the UE based on information obtained in steps 5 and 6. The LMF may cache the location estimate and/or information obtained in steps 5 and 6 for future location operations.
Step 8. The LMF returns a Provide Subscriber Location response to the GMLC to return the current location of the UE. The message includes the location estimate, its age and accuracy and may include information about the positioning method.

Step 9. The LRF sends the location service response to the external emergency services client.

X.4
UE Assisted and UE Based Positioning Procedure
Figure X.4-1 shows a positioning procedure used by an LMF to support UE based positioning, UE assisted positioning and delivery of assistance data. The procedure is based on use of the LPP protocol [R4] between the LMF and UE.


[image: image4.emf]UE

NG-

RAN

AMF LMF

1. Namf_Communication_N1N2MessageTransport (DL positioning message)

2. Network Triggered Service Request

3. NAS SM Transport (DL Positioning Message)

4. Positioning Measurements 

and Computation

5. UE Triggered Service Request

6. NAS SM Transport (UL Positioning Message)

7. Namf_Communication_N1N2MessageTransport (UL Positioning Message)


Figure X.4-1: UE Assisted and UE Based Positioning Procedure 
Precondition:
A UE identifier and the AMF identity has been passed to the LMF by the serving AMF. The UE identifier may be a SUPI or a local identifier assigned by the AMF. The UE identifier and AMF identity may be passed when the AMF informs the LMF of an emergency call as in Figure X.2-1.

Step 1. The LMF invokes the Namf_Communication _N1N2MessageTransport service towards the AMF to request the transfer of a Downlink (DL) Positioning message to the UE. The service operation includes the DL Positioning message and the UE identifier. The Downlink Positioning message may request location information from the UE, provide assistance data to the UE or query for the UE capabilities.

Step 2. If the UE is in CM‑IDLE state or CM-CONNECTED state in non-3GPP access, the AMF initiates a network triggered Service Request procedure to establish a signalling connection with the UE.

Step 3. The AMF forwards the Downlink Positioning message to the UE in a NAS SM Transport message. The AMF includes a Routing identifier, in the NAS SM transport message, identifying the LMF (e.g. a global address of the LMF). 

Step 4. The UE stores any assistance data provided in the Downlink Positioning message and performs any positioning measurements and location computation requested by the Downlink Positioning message.

Step 5. If the UE is in CM-IDLE state, the UE instigates the UE triggered Service Request in order to establish a signalling connection with the AMF. 
Step 6. The UE returns any location information obtained in step 4 or returns any capabilities requested in step 3 to the AMF in an Uplink Positioning message included in a NAS SM Transport message. The Uplink Positioning message may alternatively carry a request for further assistance data. The UE shall also include the Routing identifier in the NAS SM Transport message received in step 3.

Step 7. The AMF invokes the Namf_Communication_N1N2MessageTransport service towards the LMF indicated by the routing identifier received in step 6. The service operation includes the Uplink Positioning message received in step 6 and the UE identifier. Steps 6 and 7 may be repeated if the UE needs to send multiple messages to respond to the request received in Step 3. Steps 1 to 7 may be repeated to send new assistance data, and to request further location information and further UE capabilities.

X.5
Network Assisted Positioning Procedure
Figure X.5-1 shows a procedure that may be used by an LMF to support network assisted and network based positioning. The procedure may be based on an NPPa protocol [R5] between the LMF and NG-RAN.
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Figure X.5-1: Network Assisted Positioning Procedure 
Precondition:
A UE identifier and the AMF identity has been passed to the LMF by the serving AMF. The UE identifier may be a SUPI or a local identifier assigned by the AMF. The UE identifier and AMF identity may be passed when the AMF informs the LMF of an emergency call as in Figure X.2-1
Step 1. The LMF invokes the Namf_Communication_N1N2MessageTransport service towards the AMF to request the transfer of a Network Positioning message to the serving base station (gNB or ng-eNB) for the UE. The service operation includes the Network Positioning message and the UE identifier. The Network Positioning message may request location information for the UE from the NG-RAN.

Step 2. If the UE is in CM‑IDLE state or CM-CONNECTED state in non-3GPP access, the AMF initiates a network triggered Service Request procedure to establish a signalling connection with the UE.
Step 3. The AMF forwards the Network Positioning message to the serving base station in an N2 Transport message. The AMF includes a Routing identifier, in the N2 Transport message, identifying the LMF (e.g. a global address of the LMF). 

Step 4. The serving base station obtains any location information for the UE requested in step 3.
Step 5. The serving base station returns any location information obtained in step 4 to the AMF in a Network Positioning message included in an N2 Transport message. The serving base station shall also include the Routing identifier in the N2 Transport message received in step 3.

Step 6. The AMF invokes the Namf_Communication_N1N2MessageTransport service towards the LMF indicated by the routing identifier received in step 5. The service operation includes the Network Positioning message received in step 5 and the UE identifier. Steps 1 to 6 may be repeated to request further location information and further NG-RAN capabilities.

X.6
Obtaining Non-UE Associated Network Assistance Data 
Figure X.6-1 shows a procedure which may be used by an LMF to support network assisted and network based positioning. This procedure is not associated with a UE location session. It is used to obtain network assistance data from a base station (e.g. gNB or ng-eNB). The procedure may be based on an NPPa protocol [R5] between the LMF and NG-RAN.
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Figure X.6-1: Procedure for Obtaining Non-UE Associated Network Assistance Data 
Step 1. The LMF invokes the Namf_Communication_N1N2MessageTransport service towards the AMF to request the transfer of a Network Positioning message to a base station (gNB or ng-eNB) in the NG-RAN. The service operation includes the Network Positioning message and the target base station identity. The Network Positioning message may request position related information from the NG-RAN.
Step 2. The AMF forwards the Network Positioning message to the target base station indicated in step 1 in an N2 Transport message. The AMF includes a Routing identifier, in the N2 Transport message, identifying the LMF (e.g. a global address of the LMF). 

Step 3. The target base station obtains any position related information requested in step 2.
Step 4. The target base station returns any position related information obtained in step 3 to the AMF in a Network Positioning message included in an N2 Transport message. The target base station shall also include the Routing identifier in the N2 Transport message received in step 2.

Step 5. The AMF invokes the Namf_Communication_N1N2MessageTransport service towards the LMF indicated by the routing identifier received in step 4. The service operation includes the Network Positioning message received in step 4 and the UE identifier. Steps 1 to 5 may be repeated to request further position related information from the NG-RAN.
X.7
Handover of an Emergency Call from NG-RAN
Figure X.7-1 shows support for location continuity for handover of an IMS emergency call from NG-RAN on the source side to either NG-RAN or another 3GPP RAT on the target side. The procedure applies when control plane location according to Figures X.2-1 and X.3-1 is used for location of the UE on the source side. The procedure is based on the procedures for location continuity currently defined in TS 23.271 section 9.4.5.4 [R3].
NOTE:
If user plane (SUPL) location [R1] is used on the source (NG-RAN) side, then the current procedure for location continuity in TS 23.271 [R3] can be used. 
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Figure X.7-1: Location Continuity for Handover of an Emergency Call from NG-RAN 

Step 1. Following the request for an emergency call, the UE establishes IP bearers and an IMS emergency call for NG-RAN access, during which an LRF is assigned in the serving network IMS and a source GMLC may be chosen. The NI-LR procedure of Figure X.2-1 is also performed which assigns a source LMF and provides the source LMF identity to the GMLC and LRF and optionally an initial location for the UE 
NOTE:
Details of IMS emergency call origination for 5GC are still to be defined.

Step 2. At some later time, the LRF may need the UE location (e.g. an updated or initial location) and requests the source GMLC to send a Provide Subscriber Location Request towards the LMF to request the current location of the UE. The message includes the SUPI (e.g. IMSI, MSISDN or IMEI), the required QoS and an indication of a location request from an emergency services client. 
Step 3. If step 2 occurs, the source LMF starts a location session to obtain the location of the UE as described for Figure X.3-1.
Step 4. The source AMF receives a request to handover the UE to a cell or base station associated with a different target node which may be another AMF for intra-RAT handover or a different type of node (e.g. an MME) for inter-RAT handover.

Step 5. The source AMF sends a handover request message to the target node. In the case of handover to another AMF (intra-RAT handover), the source AMF includes the source LMF identity in the handover request if the source LMF will continue to function as the target LMF. This is to ensure that in the case of a further handover, the target AMF will be able to update the LMF with a further handover indication as in step 7.

NOTE:
A source LMF continuing to function as the target LMF requires that the source LMF is able to access the target AMF and is configured for location support in the geographic service area for the target AMF. The suitability of a source LMF to function as a target LMF for different target AMFs might be configured in the source AMF. Such configuration can be avoided if all LMFs can serve as a target LMF for all AMFs or if the source LMF is always assumed to change to a different target LMF following handover.
Step 6. The rest of the handover procedure is completed.

Step 7. After handover is complete, the source AMF invokes the Namf_EventExposure_Notify service operation towards the source LMF to notify the source LMF of the handover. The service operation includes the SUPI, the identity of the target node and whether the source LMF shall continue to function as the target LMF in the case of intra-RAT handover to a target AMF.
Step 8. Any location session started in step 3 may terminate normally before step 7. If not, the source LMF continues the location session if the target node is an AMF (i.e. for intra-RAT handover) and if the source LMF will continue to function as the target LMF. Otherwise, for an inter-RAT handover (e.g. to E-UTRAN) or where the source LMF will not function as the target LMF, the source LMF aborts the location session and may determine a location estimate for the UE based on any information so far obtained from the source AMF and/or UE.

Step 9a.
If step 3 has occurred, the source LMF returns a Provide Subscriber Location response to the GMLC to return any location estimate obtained for the UE. For inter-RAT handover (e.g. to E-UTRAN), the message includes the target node identity. For intra-RAT handover where the source LMF will continue to function as the target LMF, the source LMF does not indicate a handover because the source GMLC can continue to send location requests for the UE to the source LMF (as in step 2) and does not need to be aware of the handover.

Step 9b.
If steps 2 and 9a do not occur and if handover is inter-RAT (e.g. to E-UTRAN), the source LMF may send a Subscriber Location Report to the GMLC to indicate the handover. The message includes the SUPI, an event type indicating handover and the identity of the target node. Step 9b is not needed if a handover update on the target side is configured as in step 11.
Step 10. The source GMLC returns a Subscriber Location Report Ack to the LMF to acknowledge the message in step 9b. The source LMF releases resources for the emergency call in all cases except for intra-RAT handover where the source LMF will continue to function as the target LMF. 
Step 11. For intra-RAT handover where the source LMF will not continue as the target LMF, steps 10-12 in Figure X.8-1 are performed instead of steps 11-12 here. Otherwise, for inter-RAT handover (e.g. to E-UTRAN) and if control plane location will be used on the target side, the target node (e.g. MME) may send a Subscriber Location Report to a GMLC on the target side after completion of the handover in step 6. The Subscriber Location Report carries the UE identity (IMSI, MSISDN and/or IMEI), an event type indicating handover and the identity of the target node. The target node may determine the target GMLC from configuration information. Step 11 is an alternative to step 9b with only one of these steps needed.
Step 12. The target GMLC acknowledges the message in step 11 if step 11 occurs.

Step 13. For inter-RAT handover (e.g. where step 9b or step 11 occurs) or for intra-RAT handover where a new target LMF is selected by the target AMF, reconfiguration of the LRF and the source and target GMLCs may occur in a manner outside the scope of 3GPP.
Step 14. If the LRF needs a location estimate for the UE after handover has occurred and if control plane location is used on the target side, the LRF may instigate an MT-LR request via either a new target GMLC (e.g. if handover was inter-RAT) or via the original source GMLC (e.g. if handover was intra-RAT and the source LMF will continue to function as the target LMF). The MT-LR will be supported either according to the new RAT if handover was inter-RAT (e.g. may be supported as an EPC-MT-LR for handover to E-UTRAN) or as described for Figure X.3-1 if handover was intra-RAT.
X.8
Handover of an Emergency Call to NG-RAN
Figure X.8-1 shows support for location continuity for handover of an IMS emergency call to NG-RAN on the target side from a different RAT (e.g. E-UTRAN) on the source side. 
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Figure X.8-1: Location Continuity for inter-RAT Handover of an Emergency Call to NG-RAN 

Step 1. Following the request for an emergency call, the UE establishes an emergency connection and IP bearers appropriate to the source RAT. The UE may then establish an IMS emergency call during which an LRF is assigned and a source location server (e.g. GMLC) may be chosen.

Step 2. At some later time, the LRF may need the UE location (e.g. an updated or initial location) and requests the source GMLC to send a Provide Subscriber Location request to the source node to request the current location of the UE if control plane location is used on the source side. The message includes the SUPI (e.g. the IMSI, MSISDN or IMEI), the required QoS and an indication of a location request from an emergency services client.

Step 3. If step 2 occurs or if support for an NI-LR is required, the source LMF starts a location session appropriate to the source RAN to obtain the location of the UE.
Step 4. A request is later sent to the source node for a handover to a particular base station (e.g. a gNB or ng-eNB) or target cell for NG-RAN.

Step 5. The source node sends a Handover Request message to the target AMF.

Step 6. The rest of the handover procedure is completed.

Step 7. Any location session started in step 3 may terminate normally before step 6 is complete. If not, the source node aborts the location session once step 6 is complete. This may lead to provision of a location estimate for the UE to the source node.

Step 8a.
If control plane location is used on the source side and step 2 occurs, the source node returns a Provide Subscriber Location response to the source GMLC carrying any location estimate obtained previously for the UE. Depending on configuration information in the source node, the Provide Subscriber Location response may convey the identity of the target AMF.

NOTE:
The target AMF identity should only be configured to be returned in step 8a or step 8b if a user plane (SUPL) location will be used on the target side as updating of the target GMLC and LRF will occur according to step 11 when control plane location is used on the target side.

Step 8b.
If control plane location is used on the source side but steps 2 and 8a do not occur, the source node may depending on configuration information in the source node (e.g. as in step 8a) send a Subscriber Location Report to the source GMLC carrying the SUPI, an event type indicating handover and the identity of the target AMF. 

Step 9. The source GMLC acknowledges the message in step 8b if this occurs.

Step 10. If control plane location is used on the target (NG-RAN) side, the target AMF selects a target LMF and invokes the Namf_EventExposure_Notify service operation towards the target LMF to notify the target LMF of an emergency call handover. The service operation includes the SUPI, the current cell ID and may include a local ID for the UE assigned by the target AMF. The target LMF then stores the UE identity (or identities) and the target AMF identity. The target AMF stores the target LMF identity.

Step 11. If control plane location is used on the target (NG-RAN) side, the target LMF determines a target side GMLC (e.g. using the serving cell identity or some fixed association with the target LMF) and sends a Subscriber Location Report to the GMLC. The message carries the SUPI (e.g. IMSI, MSISDN and/or IMEI), an event type indicating handover and the identity of the target LMF.
Step 12. The target GMLC acknowledges the message in step 11.

Step 13. Reconfiguration of the LRF and the source and target location servers may occur by means outside the scope of 3GPP.

Step 14. If the LRF needs a location estimate for the UE after handover has occurred, it may instigate an MT-LR request via the target GMLC if control plane location solution will be used on the target side. This may occur as described for Figure X.3-1.
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