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Abstract of the contribution: This contribution proposes to resolve an Editor’s Note on how to identify the NRF in remote PLMN in clause 6.3.1.
Discussion

In order to achieve a simplification of the roaming agreements and to make manageable from an operational point of view the discovery of NFs across PLMNs, it is proposed that the NRF in the serving PLMN always queries a single entry point NRF in the remote PLMN (set via roaming agreement, e.g. a PLMN level NRF). In the context of Network Slicing, the NRF to be contacted for NF discovery in the remote PLMN is the PLMN level NRF. As proposed in the companion P-CR S2-175606 the PLMN level NRF, based on the discovery configuration of the Network Slice, can provide in NF Discovery Response message either the information (FQDNs or IP addresses) of the discovered NFs or the information of a different NRF at the appropriate level in the remote PLMN that the NRF in the serving PLMN can query for the NF instance(s) discovery.

Proposal

It is proposed to make the following changes to the TS 23.501.
In addition it is proposed to approve the companion P-CR S2-175606 “23.502: Improvements to NFs discovery”.
*************** Start of changes ***************
6.3.1
General

The NF discovery and NF service enables one NF to discover a set of NF instance with specific NF service or a target NF type. NF service discovery is enabled via the NF discovery, as specified in TS 23.502, clause 5.1.1.

Unless the expected NF and NF service information is locally configured on requester NF, e.g. the expected NF service or NF is in the same PLMN the NF and NF service discovery is implemented via the NRF. The NF repository function (NRF) is the logical function that is used to supports the functionality of NF and NF service discovery as specified in clause 6.2.6.


Editor's note:
NF and NF services may in principle be discovered independently, however in this release of the specification, the independent discovery of a service within a particular System Procedure will be evaluated on a case by case basis.

In order to enable access to a requested NF type or NF service and no associated NF(s) stored on the requester NF, the requester NF initiates the NF or NF service discovery by providing the type of the NF or the specific service is attempting to discover (e.g. SMF, PCF, UE location Reporting) and other service parameters e.g. slicing related information to discover the target NF. The detail service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.

Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN or the identifier of relevant services and/or NF instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one specific NF instance or a NF instance able to provide a particular NF Service (e.g., an instance of the PCF that can provide Policy Authorization).

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the serving PLMN identifies NRF to be contacted in the remote PLMN either building the FQDN of the remote NRF from the Remote PLMN ID or, using a pre-configured FQDN. In the context of Network Slicing the NRF to be contacted for NF discovery in the remote PLMN is the PLMN level NRF, see clause 5.2.7.1 in TS 23.502 [3].
The Local PLMN interacts with the NRF in the target PLMN to retrieve the IP address or the FQDN or the identifier of relevant services of the target NF instance (s).
NOTE:
Due to network topology hiding or network configuration, it is possible that the IP address or the FQDN of proxy function(s) instead of the target NF instance(s) are provided to the requester NF. The proxy function is transparent to the requester NF. The proxy function may further discover the target NF instance via the NRF.
*************** End of changes *********************
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