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Abstract of the contribution: This contribution proposes to update the functional description of AMF, NRF and NSSF.
Discussion
At SA2 #122 the NSSF has been introduced in the 5GC and the registration procedure in the context of Network Slicing has been described. 

In section 5.15.5.2.1 “Registration to a Set of Network Slices”, based on configuration criteria, the AMF may be allowed to determine whether it can serve the UE and determine the Allowed NSSAI. Therefore the functional description of the AMF needs to be updated.

In addition, a clarification on the information maintained by the different levels of NRFs in the context of Network Slicing is proposed.

If “late binding” approach will be agreed, in section 5.15.5.2.1 the NSSF provides the AMF only with the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s), but it does not provide the binding between each Allowed S-NSSAI and the corresponding Network Slice instance, i.e. with a NSI ID. Therefore the NSSF does not make a true Network Slice instance selection because, even though it verifies that Network Slice instances are available in the registration area to serve the Allowed S-NSSAIs, it does not pass the binding information to the AMF. It is true that when the mapping between S-NSSAI and Network Slice instance(s) is implicit when the mapping is 1:1, but this is not true when the mapping is 1:many. When multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area the binding between the S-NSSAI and a specific Network Slice instance is done only at the moment of the PDU Session establishment, by means of an NSI ID unique and valid only locally to the NRF that allocates it. Therefore it is proposed to remove the text “Selecting the set of network slice instances serving the UE” from the  list of the functionalities supported by NSSF.
Proposal

It is proposed to make the following changes to the TS 23.501.
*************** Start of first change ***************
6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Provide transport for SM messages between UE and SMF.

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support Network Slicing:

-
Determining the Allowed NSSAI.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE:
Not all of the functionalities are required to be supported in an instance of a network slice.

*************** Start of next change ***************
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information

-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN
Editor's note:
whether service authorization information is included in every NF profile or in an independent authorization profile, is FFS.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF may maintain the NF profile of available NF instances for the whole PLMN),
NOTE:
The PLMN level NRF at least maintains the NF profile of all the AMFs and the non-PLMN level NRFs (if any) not belonging to fully isolated Network Slice instances.

-
shared-slice level (the NRF maintains the NF profile of available NF instances belonging to Network Slice instances serving a set of S-NSSAIs),

-
slice-specific level (the NRF maintains the NF profile of available NF instances belonging to Network Slice instance(s) serving a specific S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

*************** Start of next change ***************
6.2.14
NSSF

The Network Slice Selection Function (NSSF) supports the following functionality:


-
Determining the Allowed NSSAI,

-
Determining the AMF Set to be used to serve the UE, or, based on configuration, a list of candidate AMF(s), possibly by querying the NRF.
*************** End of changes ***************
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