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Abstract of the contribution: This contribution proposes to clarify the concept of Network Slice instance isolation.
Discussion
During the last SA2 meeting the Network Slice isolation has been mentioned many times during the discussions on how the (R)AN can route the initial Registration Request to the proper AMF. However so far there is not a clear definition of isolated Network Slice instance in the TS 23.501 and this has led to misunderstandings during recent discussions.

For example, possible different interpretations may be
1. the AMF belonging to an isolated Network Slice instance is the only NF that can be seen from outside the Network Slice instance itself (e.g. from the NSSF or the PLMN level NRF), or

2. the AMF and the slice-specific level NRF belonging to an isolated Network Slice instance are the only NFs that can be seen from outside the Network Slice instance itself (e.g. from the NSSF or the PLMN level NRF), or

3. no NF within an isolated network slice instance (including the AMF and the slice-specific level NRF) can be seen from outside the isolated Network Slice instance itself.

In order to avoid misunderstandings it is proposed a  clear definition of fully or partly isolated Network Slice instance.

In particular it is proposed that a fully isolated Network Slice instance does not share neither the AN nor the Core Network Control Plane and user plane Network Functions with any other Network Slice instance. 
The isolation of the AN can be achieved by physical separation of radio resources, e.g. allocating dedicated frequency bands and controlling the access to those frequencies by means of Access Class Barring, or by logical separation, e.g. disallowing at the AN any triangular redirection to/from a fully isolated Network Slice instance.
Proposal

It is proposed to make the following changes to the TS 23.501.
*************** Start of first change ***************
5.15.1
General

A Network Slice is defined within a PLMN and shall include:

-
the Core Network Control Plane and user plane Network Functions, as described in clause 4.2,
and, in the serving PLMN, at least one of the following:
-
the NG Radio Access Network described in 3GPP TS 38.300 [27],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.

Network slicing support for roaming is described in clause 5.15.6.

Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.

A Network Slice instance may be fully or partly, logically and/or physically, isolated from any other Network Slice instance:
-
A fully isolated Network Slice instance does not share neither the AN nor the Core Network Control Plane and user plane Network Functions with any other Network Slice instance. The NF instances belonging to a fully isolated Network Slice instance can interact only with other NF instances belonging to the same Network Slice instance.
NOTE:
A group of fully isolated Network Slice instances does not share neither the AN nor the Core Network Control Plane and user plane Network Functions with any other Network Slice instance not belonging to the same group.

Editor's note:
How to achieve AN isolation is to be checked with RAN WGs.

-
A partly isolated Network Slice instance may share the AN and/or one or more Core Network Control Plane Network Functions (e.g. the AMF) with other Network Slice instances.
A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most eight Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.

The selection of the set of Network Slice instances for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.

SMF discovery and selection is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks.

A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.

*************** Start of second change **************
5.15.5.2.3
AMF Relocation due to Network Slice(s) Support

During a Registration procedure in a PLMN, in case the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information for selection of a new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations. Operator policy determines whether redirection between AMFs is allowed.
AMF relocation to/from an AMF belonging to a fully isolated Network Slice instance is not possible.
*************** End of changes *********************
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