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Abstract of the contribution: Proposes updates to the Registration procedure to include the handling and S-NSSAI mapping as approved in SA2 #122 and to remove the NSI ID.
Background 

In last SA2#122 meeting it was agreed that the 5G Core can provide S-NSSAIs mapping information in the Allowed NSSAI and return to the UE S-NSSAI values in the Allowed NSSAI which are not part of the UE Configured NSSAI.

TS 23.501 5.15.4 states on S-NSSAI mapping:

One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
P-CR S2-175440 leverages on the new S-NSSAI mapping functionality and in the S-NSSAI itself as identifier of the Selected Network Slice Instance and shows that no additional NSI ID IE is necessary. 
This P-CR introduces changes in the Registration procedure in TS 23.502 according to above decision and P-CR in S2-175440. 

Discussion

P-CR S2-175440 shows that TS 23.501 includes some contradicting and unclear statements with regards to NSSAI in its different forms and how they are used in different procedures. No solution can comply to all statements regarding how S-NSSAIs are to be used and  P-CR xxx proposes changes in TS 23.501 to remove these contradictions and provides a solution that makes the NSI ID unnecessary.

The principles of that solution are as follows:

· The HPLMN defines in the UE the Configured NSSAI that shall be applied in each PLMN. Equivalent values are stored in the user subscription (i.e.subscribed S-NSSAIs) for authorization.

· The S-NSSAI provided by the UE in the Requested NSSAI conveys information of the UE needs or wishes in terms of Network Slicing to assist the slice selection in the Core.

· Only S-NSSAI values which are part of the Configured NSSAI shall be used in the Requested NSSAI. By doing this, the UE always includes in the registration request what it really wants rather than what was provided in previous network slice selection decisions (e.g. when S-NSSAI in Allowed NSSAI is different to S-NSSAI in UE Configured NSSAI).

· Every Network Slice Instance is identified by an S-NSSAI. No restrictions are foreseen due to S-NSSAI size. See LS out S2-174051 which states " SA2 has agreed that the SST should consists of 8 bits (with range is 0-255), and the SD should consist of 24 bits."

· The S-NSSAI provided by the network to the UE in the Allowed NSSAI identifies the  Network Slice Instances selected to serve the Request. The mapping information is provided only if needed. It gives the UE correspondence between S-NSSAI values in the Request and S-NSSAI values in the Allowed when they are different.

· The Allowed NSSAI information is taken into account for the Requested NSSAI to filter the S-NSSAIs that can be used in the Requested NSSAI (as in chapter 5.15.5.2.1), but the actual S-NSSAI values included shall be part of the UE’s NSSAI configuration (i.e. Configured NSSAI). When one or multiple of the S-NSSAIs in the Allowed NSSAI stored in the UE are not part of the UE's NSSAI configuration, the configured values are used in the Requested NSSAI instead. The UE uses the mapping information in the Allowed NSSAI to find the corresponding S-NSSAI of the Configured NSSAI.

· Only S-NSSAI values in the Allowed NSSAI are used in PDU Session Establishment Requests. When needed, the UE uses the mapping information in the Allowed NSSAI to find the corresponding S-NSSAI of the Allowed NSSAI as the NSSP are associated to the Configured NSSAI. 
· The PDU Session Establishment request already includes the identifier of the selected NSI, that is the NSI's S-NSSAI provided in the Allowed NSSAI, and so no additional NSI ID is needed in the Core e.g. for selecting NFs.

· It is FFS which information, to include in RRC in the different procedures to minimize AMF relocations without compromising the privacy requirements e.g. the UE could send the Allowed NSSAI in RRC. 

Example scenarios in which the S-NSSAI value in the UE Configured NSSAI and in the Allowed NSSAI may be different follow.

1.-) 1:n deployment scenarios: the Core provides back to the UE the S-NSSAI of the specific NSI that has been selected among all possible alternatives. 

The procedure could be as follows:

· UE provides a Requested NSSAI* as described in TS 23.501 chapter 5.15.5.2.1. 

· The network slice selection process in the Core concludes that the UE Requested NSSAI is to be served by certain set of slices. There could be more than one network slice instance that can serve one S-NSSAI in the request. The Core Network fills the Allowed NSSAI with the identifiers of the selected network slice instances, that is, with the S-NSSAIs of the selected NSIs. For each selected NSI that has an S-NSSAI that is different from the S-NSSAI in the Requested NSSAI*, the mapping to the UE Configured S-NSSAI value becomes the Allowed NSSAI mapping information.

· The UE uses this mapping information at PDU Session Establishment**. Specifically, a UE application, which is associated with a configured S-NSSAI as per NSSP, is associated via the mapping information with the S-NSSAI in the Allowed NSSAI. 

*Only S-NSSAI values from the UE Configured NSSAI can be included in the Requested NSSAI.

**Only S-NSSAI values from the Allowed NSSAI can be included in the Session Establishment Requests.

2.-) Roaming scenarios: the vPLMN Core provides back to the UE the S-NSSAIs that identify the NSIs in the vPLMN.

The procedure could be as follows:

· A Roaming UE provides a Requested NSSAI* as described in chapter 5.15.5.2.1 and 5.15.6 chapters in TS 23.501.

· The network slice selection process in the visited network concludes that the UE Requested NSSAI is resolvable into a list of allowed S-NSSAIs in the visited network (visited S-NSSAIs) that can be served with certain NSIs in VPLMN. The identifiers of these slices are included in the Allowed NSSAI. For each visited S-NSSAI value in the Allowed NSSAI that is different from the S-NSSAI in the Requested NSSAI*, the UE configured S-NSSAI that was used in the Requested NSSAI*, becomes the Allowed NSSAI mapping information.

· The UE uses this mapping information at PDU session establishment**. Specifically, a UE application, which is associated with a S-NSSAI as per NSSP configured in the home, is associated with the mapped visited S-NSSAI from the Allowed S-NSSAIs. 

*Only S-NSSAI values from the UE Configured NSSAI valid in that vPLMN can be included in the Requested NSSAI.

**Only S-NSSAI values from the Allowed NSSAI can be included in the Session Establishment Request.

This P-CR introduces changes in the Registration procedure to remove the NSI ID and include the mapping information assuming S-NSSAIs are used as stated above.

Conclusion
Based on Allowed NSSAI mapping information it is possible to have one S-NSSAI to identify each Network Slice Instance without requiring the definition of any additional identifier as the NSI ID. How mapping functionality affects the Registration procedure needs to be reflected in the TS 23.502 registration flow. 

Proposal

The following changes are proposed to TS 23.502 v0.5.0
***** Start of Change *****
4.2.2.2.3
Registration with AMF relocation

When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. due to network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF relocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a registration procedure.
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Figure 4.2.2.2.3-1: NAS message redirection procedure
The initial AMF and the target AMF register its capability at the NRF.

1.
Step 1 and 2 of figure 4.2.2.2.2-1 has occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.
2.
If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration request or if the Registration request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs step 4 to 9a of figure 4.2.2.2.2-1.
3a.
[Conditional] Initial AMF to UDM: Nudm_SubscriberData_Get (Slice selection data request (SUPI)).

If the initial AMF needs UE's subscription information to decide whether to reroute the Registration request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM by invoking the Nudm_SubscriberData_Get (see clause 5.2.3.3.1) service operation.

3b.
UDM to initial AMF: Response to Nudm_SubscriberData_Get with (Subscribed NSSAI).

UDM responds with slice selection data to initial AMF.

4a.
[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Subscribed NSSAI, TAI).

If there is a need for slice selection, e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Subscribed NSSAI and the user TAI. 

Editor's note:
The conditions to trigger a slice selection in the Initial AMF are FFS 

4b.
[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set or list of AMF addresses, List of (allowed S-NSSAI [, mapping information]))


The NSSF returns to initial AMF the AMF Set (or a list of candidate AMF addresses) of the AMFs that serve at least the Allowed S-NSSAIs. The NSSF also provides the list of allowed S-NSSAIs and, in case an S-NSSAI value in the list of allowed S-NSSAIs is different to the one provided in the Requested NSSAI, the NSSF also includes the mapping information that specifies how the allowed S-NSSAI corresponds to the S-NSSAI value of the Requested NSSAI. .
     
     Editor's note:
Logic during roaming is FFS.
5. [Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationCompleteNotify (failure cause ).


The initial AMF decides to reroute the NAS message to another AMF. The initial AMF sends a reject indication to the old AMF telling that the UE registration did not fully complete at the initial AMF. The old AMF continues as if the Namf_Communication_UEContextTransfer was never received.
6a.
[Conditional] Initial AMF to NRF: NF discovery request (NF type, AMF Set).

If the initial AMF does not locally store the target AMF address, and if the initial AMF intends to use direct reroute to target AMF or the reroute via RAN message needs to include AMF address, then the initial AMF sends an NF discovery request to the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF. If network slicing is used, the AMF Set is included in the NF discovery request.
6b.
NRF to AMF: NF discovery response (AMF pointer and AMF address (or list of AMFs, plus additional selection rules and NF capabilities)).


The NRF replies with the AMF address and AMF pointer of the selected AMF from the AMF Set. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the initial AMF.

7(A).
If the initial AMF, based on local policy and subscription information, determines to forward the NAS message to the target AMF directly, the initial AMF sends a Reroute NAS message to the target AMF. The Reroute NAS message includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF obtained the Allowed NSSAI as described at step 4a/b, the Allowed NSSAI is included. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE (step 5b), the (R)AN acknowledge the updated N2 termination point (step 5c). Step 5 is skipped.
Editor's note:
It is FFS whether to use Namf_Communication_N1MessageNotify service operation or to introduce a new request / response service operation in AMF for this step.
NOTE:
Steps 5b and 5c can occur separately or as part of the first subsequently required N2 interaction.
7(B).
If the initial AMF, based on local policy and subscription information, determines to forward the NAS message to the target AMF via RAN, the initial AMF sends a Reroute NAS message to the RAN (6a) indicating reroute due to slicing. The Reroute NAS message includes the information about the target AMF and the Registration request message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF obtained the Allowed NSSAI as described at step 4a/b, the Allowed NSSAI is included in the Reroute NAS message.. The RAN sends the Initial UE message to the target AMF (7b) indicating reroute due to slicing.
8.
The target AMF may decide to invoke an AUSF. In that case, the target AMF, shall be based on SUPI, select an AUSF as described in TS 23.501 [2], clause X.

9.
The AUSF shall initiate authentication of the UE and NAS security functions.


The authentication and security are performed as described in clause X.

Editor's note:
It is FFS whether the AUSF or the AMF initiates the authentication.
10.
After receiving the Registration request message transmitted at step 7(A)a or step 7(B)b, the target AMF, based on rerouting due to slicing, continues with the Registration procedure from step 11 until 21 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF), and then continues with step 11 below.
Editor's note:
Whether the target AMF needs to interact with the NSSF to determine a Registration Area that is homogenous from slicing support point of view is FFS.

11.
Target AMF to RAN: Registration Accept.


AMF provides in the Registration Accept the Allowed NSSAI that should be conveyed to the UE.

12. RAN to Target AMF. Registration Complete.
Editor's note:
The case when the target AMF cannot be determined and provided to the initial AMF, and the default AMF needs to be selected in step 3 is FFS.
Editor's note:
Whether both option (A) and option (B) are acceptable from a RAN perspective needs to be evaluated by RAN WGs.
***** End of Change *****
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