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Abstract of the contribution: This paper discusses the UE’s PDU session reachability status (e.g unreachable status) when the UE is located out of LADN service area or in non-allowed area or UE is unreachable (e.g. in CM-IDLE status with MICO mode).
1
Discussion
While the AMF manages the UE reachability status, there are cases that the SMF manages the UE PDU session’s reachability status

1. When the UE is in the non-allowed area, the SMF should be aware that the UE’s PDU session that is not for the emergency service is unreachable.

2. When the UE is out of LADN service area, the SMF should be aware that the UE’s PDU session that is for the LADN service is unreachable.

3. When the MICO mode UE is in CM-IDLE state, the SMF should be aware that the UE’s PDU session that is for all the PDU session is unreachable.

Since the SMF manages the UE PDU session (not the UE’s context), it should be aware of the UE PDU session is reachable or unreachable. The tables below (i.e. table 1-1, table 1-2 and table 1-3) shows the UE reachability status and UE PDU session’s reachability status respectively.
	CM status
	UE reachability (in the AMF)
	UE PDU session’s reachability (SMF)

	CM-IDLE
	Unreachable
	All the UE’s PDU session is unreachable

	CM-CONNECTED
	Reachable
	It depends on the UE location and service
(See table 1-2 and table 1-3 below)


<Table 1-1. UE reachability and UE’s PDU session’s reachability for MICO mode UE>

	UE location
	UE reachability (in the AMF)
	Emergency Service PDU session (SMF)
	Non-Emergency PDU session (SMF)

	In non-allowed area
	Reachable only for emergency service
	PDU session reachable
	PDU session unreachable

	Allowed area
	Reachable
	PDU session reachable
	PDU session reachable


<Table 1-2. UE reachability and UE PDU session’s reachability for service area restriction>
	UE location
	UE reachability (in the AMF)
	LADN PDU session (SMF)
	Non-LADN PDU session (SMF)

	Within LADN service area
	Reachable
	PDU session reachable
	PDU session reachable

	Out of LADN service area
	Reachable
	PDU session unreachable
	PDU session reachable


<Table 1-3. UE reachability and UE PDU session’s reachability for LADN PDU session>
While there are various scenarios for the PDU session to be unreachable, the SMF and UPF have the same behavior when the PDU session is unreachable as follows:

· The SMF may indicate to the UPF to stop sending Data Notifications and/or to stop buffering DL data or apply extended buffering.

· When the downlink data notification comes to the SMF from the UPF for the PDU session, the SMF does not send the downlink data notification to the AMF.
Since it is beneficial to define the UE PDU session’s reachability status, it is proposed to define the UE PDU session’s reachability status and how it is notified and which operation the SMF and UPF performs as a new clause.
2
References
Here, it is listed up for the references how the AMF, the SMF and the UPF behaves for the MICO mode UE, Mobility Restriction and the LADN scenarios based on the current TS23.501 and TS23.502. for your information.
N4 related interaction is described in clause 5.6.2 Interaction between AMF and SMF of TS 23.501:
· When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF.
In the registration procedure, AMF notifies the UE’s reachability status to the SMF in clause 4.2.2.2.2 of TS 23.502
· If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that the SMF needs not to send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.

· If the AMF had notified an SMF of the UE being reachable only for regulatory prioritized service and the UE enters into Allowed area, the AMF informs the SMF that the UE is reachable.
In the network triggered Service Request, SMF determines the UE’s reachability status to determine to send DDN to the AMF in clause 4.2.3.4 Network triggered Service Request of TS 23.502:

· Unless the SMF was previously notified that the UE is unreachable, or the UE is reachable only for regulatory prioritized service and the PDU session is for regulatory prioritized service, upon reception of a Data Notification message, the SMF determines the AMF and sends an N11 message (SUPI, PDU session ID, N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI), Priority, Paging Policy Indication) to the AMF including the Priority and PDU Session ID received in the Data Notification message as part of step 2a.

In the network triggered service request procedure, the AMF determines whether the UE is unreachable in clause 4.2.3.4 Network triggered Service Request of TS23.502
· If the AMF has determined the UE is unreachable for the SMF (e.g., due to the UE in MICO mode), then the AMF rejects the request from the SMF. The AMF may include in the reject message an indication that the SMF needs not send DL data notifications to the AMF, if the SMF has not subscribed to the event of the UE reachability. The AMF stores an indication that the SMF has been informed that the UE is unreachable.
· If the UE is not in MICO mode and the AMF detects the UE is in Non-allowed area unless the request from the SMF is regulatory prioritized service, the AMF reject the request from the SMF and notify the SMF that the UE is reachable only for regulatory prioritized service. The AMF stores an indication that the SMF has been informed that the UE is reachable only for regulatory prioritized service.
In the network triggered service request procedure, the SMF refrains from sending further N11 message for DL data to the AMF in clause 4.2.3.4 Network triggered Service Request of TS23.502
If the SMF receives an indication from the AMF that the UE is unreachable or reachable only for regulatory prioritized service, the SMF may, based on network policies, either:

-
indicate to the UPF to stop sending Data Notifications and/or to stop buffering DL data or apply extended buffering, or

-
refrains from sending further N11 messages for DL data to the AMF while the UE is unreachable.
In the UE triggered Service Request in CM-IDLE state, the AMF indicates the SMF that UE is reachable in clause 4.2.3.2 UE triggered Service Request in CM-IDLE state of TS 23.502.
-
If the SMF has subscribed to the AMF for UE location change notification, and the UE has moved out or in the subscribed area.

-
If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that SMF needs not send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable by using Namf_EventExposure_Notify service operation.
3
Proposals

It is proposed to adopt the following in TS 23.501. 
* * * * (First Change: New Text) * * * *
5.6.X
PDU session reachability management
The SMF manages PDU session’s reachability status to support the MICO mode, Mobility Restriction and Local Area Data Network.

When the PDU session is established, the PDU session’s reachability status is marked as reachable. While the PDU session is reachable, the SMF is able to send the downlink data notification to the AMF. 
The SMF changes the PDU session’s reachability status into unreachable triggered by one or more following conditions:
· the AMF indicates that the UE is unreachable (since the UE is in MICO mode and transits to the CM-IDLE state.)

· the AMF notifies the SMF that “UE is reachable only for regulatory prioritized service” for the PDU session which is not a regulatory prioritized service (since the AMF detects the UE is in non-allowed area when the downlink data notification is sent to the AMF)

· the AMF notifies the SMF managing the PDU session for the LADN that the UE moves out of LADN service area while the UE is in CM-CONNECTED state or moves into the new registration area which does not contain the LADN service area (since the SMF subscribes to the AMF on the area of interest for the LADN service area and the AMF detects that the UE moves out of LADN service area)

When the PDU session status changes to be unreachable, the SMF may indicate to the UPF to stop sending Data Notifications and/or to stop buffering DL data or apply extended buffering.

When the downlink data notification comes to the SMF from the UPF for the PDU session marked as unreachable, the SMF does not send the downlink data notification to the AMF.
The SMF changes the PDU session’s reachability status into reachable triggered by one or more following conditions:
· the AMF indicates to the SMF that UE is reachable (since MICO mode UE comes back to CM-CONNECTED state).

· the AMF notifies the SMF that the UE comes back to the allowed area for the PDU session which is not a regulatory prioritized service during mobility registration procedure.

· the AMF notifies the SMF managing the PDU session for the LADN that the UE moves into the LADN service area or within the registration area which contains the LADN service area while the UE is in CM-IDLE state.
When the PDU session status changes to be reachable, the SMF may indicate to the UPF to enable sending Data Notifications and to resume transferring pending downlink data, which triggers the downlink data notification to the AMF.
* * * * (End of Change) * * * *
* * * * (Second Change) * * * *
5.6
Session Management

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.X.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN.

In addition, the SMF uses information from the AMF to determine how to handle the requests from the UE:

-
for a LADN, the SMF uses the information from the AMF to determine whether the UE is within the area of availability of the LADN.

This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice.

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
Slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	PDU session reachability
	Yes
	(Note 3) (Note4) (Note 5)

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.
NOTE 3:  All PDU session of the MICO mode UE are unreachable when the UE is in CM-IDLE state
NOTE 4:  When the UE is located in non-allowed area, any PDU session that is not for emergency service is unreachable.

NOTE 5:  When the UE is located out of LADN service area, the PDU session for LADN is unreachable.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

NOTE 3:
User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
NOTE 4:
The handling if the UE goes out of the SMF service area is not specified in this release.
5.6.2
Interaction between AMF and SMF

The AMF and SMF are separate Network Functions.

N1 related interaction is as follows:

-
A single N1 NAS connection is used for each access to which the UE is connected.

-
A single N1 NAS connection is used for both Registration Management and Connection Management (RM/CM) and for SM-related messages and procedures for a UE. The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.

-
When an UE is served by a single AMF while the UE is connected over multiple (3GPP/Non 3GPP) accesses, there is a N1 NAS connection per access. In that case the serving PLMN ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access.

-
AMF handles the Registration Management and Connection Management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE.

-
RM/CM NAS messages and SM NAS messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF. It is possible to transmit an SM NAS message together with an RM/CM NAS message.
-
The UE may request registration and PDU session establishment at the same time. Otherwise, the UE shall only initiate PDU session establishment in RM-REGISTERED state.
NOTE:
Whether this implies encapsulating the SM NAS message in an RM/CM NAS message or not is FFS and should be defined at stage 3.

-
The AMF shall suspend the SM procedures and the other NAS procedures during the Registration procedure until the AMF has determined whether to accept the Registration Request.

-
AMF can decide whether to accept the RM/CM part of a NAS request without being aware of the possibly combined SM part of the same NAS signalling contents.

-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance.

-
The AMF reports the reachability of the UE based on a subscription from the SMF, including:

-
the UE location with respect to the area of interest indicated by the SMF (e.g. the LADN service area).

-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE.

Editor's note:
This text may have to be revisited when further progress has been made on the non stickyness topic.

N2 related interaction is as follows:

-
N2 signalling related with UE is terminated in the AMF i.e. there is a unique N2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF.

N3 related interaction is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE’s PDU session is unreachable (e.g. the UE is unreachable or the UE is reachable only for regulatory prioritized service and the PDU session is not for regulatory prioritized service, or the UE is located out of LADN service area for the LADN), then the SMF shall not inform DL data notification to the AMF.
Editor's note:
Precise details of the interaction for paging depend on the definition of paging mechanisms for the NextGen system. Interaction with power saving states is also FFS.

* * * * (End of Change) * * * *
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