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Abstract of the contribution: This contribution tries to resolve an Editor’s Note in TS 23.501 clause 6.3.1. 
1. Introduction
The following editor’s note in clause 6.3.1 of TS 23.501 needs to be resolved.
Editor's note:
It is FFS how to identify the NRF in remote PLMN.
2. Discussion
As per clause 6.2.6 of TS 23.501,

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

Observation 1: When the NRF in VPLMN needs to contact an NRF in HPLMN, it needs to take into account whether to contact the PLMN level NRF or the shared slice level NRF or the slice specific NRF at the HPLMN. 

As per clause 5.15.6 of TS 23.501,

-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

Observation 2: During session management procedures (which may lead to home routed PDU session establishment), the S-NSSAI included by UE is in VPLMN scope. The VPLMN maps the VPLMN specific S-NSSAI to HPLMN specific S-NSSAI. Whether this mapping is done in AMF or in VPLMN NRF is not clear. Let this be left for the slicing related discussions to conclude.

For the discovery and selection of NFs in HPLMN, the VNRF has the following input (cf: clause 5.2.6.1 of TS 23.502):

1. Mandatory: NF type of the target NF to be discovered.

2. Optional: PLMN ID of target PLMN and slice specific information.
For routing of a NF discovery request to HPLMN, the VNRF uses the PLMN ID information to identify the target PLMN to which the request has to be routed. This is already agreed in clause 5.2.6.1.2 of TS 23.502. The following sequence of steps explain how the NRF in VPLMN can route the NF discovery request to the HPLMN:

1. Solution 1: Based on the PLMN ID that V-NRF receives, it forms an FQDN either till the HPLMN PLMN ID level or till the slice level and delegates the address resolution mechanism to a higher level hierarchical layer (for e.g if DNS is used, the request is delegated to root DNS).
2. Solution 2 (optional): Optionally the V-NRF may have a per PLMN ID configuration of remote PLMN NRF addresses with at least the address of PLMN specific NRF of the remote PLMN. 

An illustrative call flow of how this could work, using DNS as the protocol towards NRF as an example, is given below. Note that DNS is used only as an example. Any protocol that stage 3 could choose can be used as well, except that how the parameters like target PLMN ID and S-NSSAI are encoded would differ (for DNS it can be part of FQDN itself). This call flow assumes that the mapping of VPLMN S-NSSAI to HPLMN specific S-NSSAI is done at requesting NF (say AMF). In case, as per the slicing conclusions, the mapping is done at V-NRF, then the request from the requesting NF carries VPLMN specific S-NSSAI and not HPLMN specific S-NSSAI.
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Figure 1: Illustrative call flow for NF discovery in roaming case

Conclusion: Leaving the mapping to HPLMN specific SNSSAI aside to slicing discussions, the editor’s note can be resolved with the solution stating that the VPLMN NRF routes the NF discovery request to HPLMN NRF by delegating the request to a higher level hierarchical layer or the VPLMN NRF may have a per PLMN based configuration of the remote PLMN NRF address.
3. Proposal
It is proposed to resolve the editor’s note as given in the conclusion above.
* * * First Change * * *
6.3.1
General

The NF discovery and NF service discovery enables one NF to discover a set of NF instance with specific NF service or a target NF type. NF service discovery is enabled via the NF discovery, as specified in TS 23.502, clause 5.1.1.

Unless the expected NF and NF service information is locally configured on requester NF, e.g. the expected NF service or NF is in the same PLMN the NF and NF service discovery is implemented via the NRF. The NF repository function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.


Editor's note:
NF and NF services may in principle be discovered independently, however in this release of the specification, the independent discovery of a service within a particular System Procedure will be evaluated on a case by case basis.

In order to enable access to a requested NF type or NF service and no associated NF(s) stored on the requester NF
, the requester NF initiates the NF or NF service discovery by providing the type of the NF or the specific service is attempting to discover (e.g. SMF, PCF, UE location Reporting) and other service parameters e.g. slicing related information to discover the target NF. The detailed service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.

Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN or the identifier of relevant services and/or NF instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one specific NF instance or a NF instance that is able to provide a particular NF Service (e.g., an instance of the PCF that can provide Policy Authorization).

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF and also including the slice specific information. Optionally, the address of the PLMN specific NRF and/or the set of slices or slice specific NRF in the target PLMN may be configured in the NRF in the local PLMN.
NOTE: See 3GPP TS 29.xxx [nn] for details on using the target PLMN ID specific query to reach the NRF in the target PLMN.
The Local PLMN interacts with the NRF in the target PLMN to retrieve the IP address or the FQDN or the identifier of relevant services of the target NF instance (s).
NOTE:
Due to network topology hiding or network configuration, it is possible that the IP address or the FQDN of proxy function(s) instead of the target NF instance(s) are provided to the requester NF. The proxy function is transparent to the requester NF. The proxy function may further discover the target NF instance via the NRF.
* * * End of Changes * * *
�What does this mean? This does not fit here. May be we should remove this or if this is intending to say something we need to clearly specify. The current wording is unclear.
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