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1
Scope

The present document specifies the overall stage 2 level functionality for Policy and Charging Control that encompasses the following high level functions for IP‑CANs (e.g. GPRS, Fixed Broadband, etc.)

-
Flow Based Charging for network usage, including charging control and online credit control, for service data flows and application traffic;

-
Policy control (e.g. gating control, QoS control, QoS signalling, etc.).

The present document specifies the Policy and Charging Control functionality for Evolved 3GPP Packet Switched domain, including both 3GPP accesses GERAN/UTRAN/E-UTRAN and Non-3GPP accesses, according to TS 23.401 [17] and TS 23.402 [18].

In addition, the present document specifies the stage 2 level functionality for Policy Framework for PDU sessions in 5G Core according to TS 23.501 [51]. The Policy Framework information for Access and Mobility control and User Route Selection Policies are specified in this document according to the functional description for Access Mobility Control and User Route Selection Policies in TS 23.501 [51] and procedures are described in TS 23.501 [52].  
The present document specifies functionality for unicast bearers. Broadcast and multicast bearers, such as MBMS contexts for GPRS, are out of scope for the present release of this document.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system".

[2]
Void.

[3]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[4]
IETF RFC 4006: "Diameter Credit-Control Application".

[5]
3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture".

[6]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[7]
3GPP TS 23.125: "Overall high level functionality and architecture impacts of flow based charging; Stage 2".

[8]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[9]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[10]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[11]
3GPP TR 33.919: "3G Security; Generic Authentication Architecture (GAA); System description".

[12]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[13]
Void.

[14]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[15]
"WiMAX End-to-End Network Systems Architecture" (http://www.wimaxforum.org/technology/documents).

[16]
3GPP TS 23.003: "Numbering, addressing and identification".

[17]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[18]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses".

[19]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[20]
3GPP2 X.S0057-B v2.0: "E UTRAN - HRPD Connectivity and Interworking: Core Network Aspects", July 2014.

[21]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".

[22]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".

[23]
3GPP TS 23.261: "IP Flow Mobility and seamless WLAN offload; Stage 2".

[24]
3GPP TS 23.198: "Open Service Access (OSA); Stage 2".

[25]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[26]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".

[27]
3GPP TS 22.115: "Service aspects; Charging and billing".

[28]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".

[29]
3GPP TS 23.139:"3GPP-Fixed Broadband Access Interworking".

[30]
Broadband Forum TR-203: "Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress).

[31]
Broadband Forum TR-134: "Policy Control Framework " (work in progress).

[32]
3GPP TS 25.467: "UTRAN architecture for 3G Home Node B (HNB); Stage 2".

[33]
Broadband Forum TR-291: "Nodal Requirements for Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress).

[34a]
Broadband Forum TR-124 issue 2: "Functional Requirements for Broadband Residential Gateway Devices".

[34b]
Broadband Forum TR-124 issue 3: "Functional Requirements for Broadband Residential Gateway Devices".

[35]
Broadband Forum TR-101: "Migration to Ethernet-Based Broadband Aggregation".

[36]
Broadband Forum TR-146: "Internet Protocol (IP) Sessions".

[37]
Broadband Forum TR-300: "Nodal Requirements for Converged Policy Management".

[38]
3GPP TS 22.278: "Service requirements for the Evolved Packet System (EPS)".

[39]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[40]
Broadband Forum TR-092: "Broadband Remote Access Server (BRAS) Requirements Document".

[41]
Broadband Forum TR-134: "Broadband Policy Control Framework (BPCF)".

[42]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[43]
3GPP TS 23.161: "Network-based IP flow mobility and Wireless Local Area Network (WLAN) offload; Stage 2".

[44]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[45]
3GPP TS 26.114: "Multimedia telephony over IP Multimedia Subsystem (IMS); Multimedia telephony; media handling and interaction".

[46]
3GPP TS 23.179: "Functional architecture and information flows to support mission-critical communication service; Stage 2".

[47]
IETF RFC 6066: "Transport Layer Security (TLS) Extensions: Extension Definitions".

[48]
3GPP TS 23.285: "Architecture enhancements for V2X services".

[49]
3GPP TS 22.011: "Service accessibility".

[50]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[51]
[2]
3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".
[52]
[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
6.2.1
Policy Control and Charging Rules Function (PCRF)

6.2.1.0
General

The PCRF encompasses policy control decision and flow based charging control functionalities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF and/or TDF.

The PCRF provides network control regarding the application detection, gating, QoS and application based charging (except credit management) towards the TDF and the PCEF enhanced with ADC.

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.

The PCRF shall decide whether application traffic detection is applicable, as per operator policies, based on user profile configuration, received within subscription information.

The PCRF shall decide how certain service/application traffic shall be treated in the PCEF and in the TDF, if applicable, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile.

If Gxx applies, the PCRF shall provide QoS rules with identical service data flow templates as provided to the PCEF in the PCC rules. If the service data flow is tunnelled at the BBERF, the PCRF shall provide the BBERF with information received from the PCEF to enable the service data flow detection in the mobility tunnel at the BBERF. In case 2a, defined in clause 7.1, the PCRF may also provide to the BBERF the charging ID information received from the PCEF. If IP flow mobility as specified in TS 23.261 [23] applies, the PCRF shall, based on IP flow mobility routing rules received from the PCEF, provide the authorized QoS rules to the applicable BBERF as specified in clause 6.1.1.3.

The PCRF should for an IP‑CAN session derive, from IP‑CAN specific restrictions, operator policy and SPR data, the list of permitted QoS class identifiers and associated GBR and MBR limits for the IP‑CAN session.

The PCRF may check that the service information provided by the AF is consistent with both the operator defined policy rules and the related subscription information as received from the SPR during IP‑CAN session establishment before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF when the service information is not consistent with either the related subscription information or the operator defined policy rules and as a result the PCRF shall indicate that this service information is not covered by the subscription information or by operator defined policy rules and may indicate, in the response to the AF, the service information that can be accepted by the PCRF (e.g. the acceptable bandwidth). In the absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this information in the response.

When receiving service information from the AF, the PCRF may temporarily reject the AF request (e.g. if the service information is not consistent with the operator defined policy rules for the congestion status of the user). To temporarily reject the AF request the PCRF shall indicate a re-try interval to the AF. When receiving a re-try interval from the PCRF the AF shall not send the same service information to the PCRF again (for the same IP‑CAN session) until the re-try interval has elapsed.

NOTE 1:
How the PCRF derives the re-try interval is up to implementation.

In this Release, the PCRF supports only a single Rx reference point, i.e. there is one AF for each AF session.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the SPR to calculate the proper QoS authorization (QoS class identifier, bitrates). The PCRF may also take into account the requested QoS received from the PCEF via Gx interface.

NOTE 2:
The PCRF provides always the maximum values for the authorized QoS even if the requested QoS is lower than what can be authorized.

The Authorization of QoS resources shall be based on complete service information unless the PCRF is required to perform the authorization of QoS resources based on incomplete service information. The PCRF shall after receiving the complete service information, update the affected PCC rules accordingly.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services.

The PCRF determines whether a Gx session from the PCEF is to be linked with a Gateway Control Session from the BBERF by matching the IPv4 address and/or IPv6 network prefix and conditionally the UE Identity, PDN Connection ID and PDN ID towards open Gateway Control Sessions. When IP flow mobility as specified in TS 23.261 [23] applies, one Gx session may be linked with multiple Gateway Control Sessions.

If the BBERF does not provide any PDN ID at the Gateway Control Session Establishment, then the PCRF maintains Gateway Control Session to Gx session linking to the Gx sessions where the assigned CoA and UE Identity (if available over Gxx) are equal. The PCRF and BBERF shall be capable of separating information for each IP‑CAN session within the common Gateway Control Session.

If the BBERF provides a PDN ID at the Gateway Control Session Establishment, then the PCRF maintains Gateway Control Session to Gx session linking where the UE identity and PDN ID are equal. If the BBERF provides a PDN ID at Gateway Control Session establishment, it may also indicate in the Gateway Control Session establishment that the PCRF shall not attempt linking the new Gateway Control Session with an existing Gx session immediately. If the PCRF receives such an indication, it keeps the new Gateway Control Session pending and defers linking until an IP-CAN session establishment or an IP-CAN session modification with matching UE Identity, PDN ID and IP-CAN type arrives via Gx.

If the BBERF provides a PDN ID and a PDN Connection ID at the Gateway Control Session establishment, then the PCRF maintains Gateway Control Session to Gx session linking where the UE identity, PDN Connection ID and PDN ID are equal.

When a BBERF establishes multiple Gateway Control Sessions for the same PDN ID and the IP‑CAN type changes, the PCRF assumes that this constitutes inter-system BBERF relocations of existing Gateway Control Sessions. The BBERF may supply UE IPv4 address and/or IPv6 network prefix (if known) that can be used for linking the new Gateway Control Session to the existing Gx session. If the UE IPv4 address and/or IPv6 network prefix is/are not provided in the new Gateway Control Session establishment, the PCRF shall defer the linking with existing Gx session until receiving an IP-CAN Session modification with matching UE Identity, IP‑CAN type, PDN Connection ID, and PDN ID.

The PCRF determines which case applies as described on clause 7.1.

If an AF requests the PCRF to report on the signalling path status, for the AF session, the PCRF shall, upon indication of loss of resources from the PCEF, for PCC rules corresponding to the signalling traffic notify the AF on changes to the signalling path status. The PCRF needs to have the knowledge of which PCC rules identify signalling traffic.

Negotiation of IP‑CAN bearer establishment mode takes place via Gx for 3GPP IP‑CANs. For non-3GPP IP‑CANs specified in TS 23.402 [18] negotiation of bearer establishment mode takes place via Gx when GTP is used and via Gxx for the rest of the cases. For other accesses supporting multiple IP‑CAN bearer establishment modes, if Gxx applies, the negotiation takes place via Gxx, otherwise via Gx. To support the different IP‑CAN bearer establishment modes (UE-only or UE/NW) the PCRF shall:

-
shall set the IP‑CAN bearer establishment mode for the IP‑CAN session based on operator configuration, network and UE capabilities;

-
shall, if the bearer establishment mode is UE/NW, decide what mode (UE or NW) shall apply for a PCC rule and resolve race conditions between for requests between UE-initiated and NW-initiated requests;

NOTE 3:
For an operator-controlled service, the UE and the PCRF may be provisioned with information indicating which mode is to be used.

-
may reject a UE request that is already served by a NW-initiated procedure in progress. When rejecting a UE-initiated request by sending a reject indication, the PCRF shall use an appropriate cause value which shall be delivered to the UE.

NOTE 4:
This situation may e.g. occur if the PCRF has already triggered a NW-initiated procedure that corresponds to the UE request.

-
guarantee the precedence of dynamic PCC rules with SDF template containing SDF filter(s) (and optionally also for SDF templates consisting of an application identifier) for network controlled services in the service data flow detection process at the PCEF by setting the PCC rule precedence information to appropriate values.

The PCRF performs authorizations based on sponsored data connectivity profiles stored in the SPR. If the AF is in the operator's network and is based on the OSA/Parlay-X GW (TS 23.198 [24]), the PCRF is not required to verify that a trust relationship exists between the operator and the sponsors.

If the H-PCRF detects that the UE is accessing the sponsored data connectivity in the roaming scenario with home routed access, it may allow the sponsored data connectivity in the service authorization request, reject the service authorization request, or initiate the AF session termination based on home operator policy.

NOTE 9:
Sponsored data connectivity is not supported in the roaming with visited access scenario in this Release.

If the AF request includes an AF application identifier then, based on the operator policies the PCRF may trigger the activation of a predefined PCC/ADC Rule or provide a dynamic PCC/ADC rule with an appropriate application identifier in the PCEF/TDF.

For the solicited application reporting, it is PCRF's responsibility to coordinate the PCC rules and QoS rules, if applicable, with ADC rules in order to ensure consistent service delivery.

The PCRF uses the information relating to subscriber spending available in the OCS as input for policy decisions related to e.g. QoS control, gating or charging conditions.

The PCRF uses the RUCI received from the RCAF as input for policy decisions.

If Gxx applies and the PCEF provided information about required event triggers, the PCRF shall provide these event triggers to the BBERF and notify the PCEF of the outcome of the provisioning procedure by using the PCRF initiated IP‑CAN Session Modification procedure, as defined in clause 7.4.2. The PCRF shall include the parameter values received in the response from the BBERF in the notification to the PCEF. When multiple BBERFs exist (e.g. in IP flow mobility case), the PCEF may subscribe to different or common set of event triggers at different BBERFs; when the PCRF receives event notification from any BBERF, the PCRF shall include both the parameters values received from the BBERF and also the information for identifying the BBERF in the notification to the PCEF.

If Sd applies and the TDF provided information about required event triggers, the PCRF shall provide these event triggers to the PCEF or BBERF, if Gxx applies, and notify the TDF of the outcome of the provisioning procedure within the PCEF initiated IP‑CAN Session Modification procedure, as defined in clause 7.4.1. The PCRF shall include the parameter values, received in the response from the PCEF/BBERF, in the notification to the TDF. The relevant Event Triggers are: PLMN change, Location change, Change in type of IP‑CAN, RAT type change, SGSN change, Serving GW change, User CSG Information change in CSG cell, User CSG Information change in subscribed hybrid cell, User CSG Information change in un-subscribed hybrid cell, Change of UE presence in Presence Reporting Area.

NOTE 5:
For IP flow mobility feature enabled, the TDF doesn't have accurate information about the location and the type of RAT the user is attached to.

When the PCRF gets an event report from the BBERF that is required by the PCEF, the PCRF shall forward this event report to the PCEF.

When the PCRF gets an Event Report from the PCEF/BBERF that is required by the TDF, the PCRF shall forward this Event Report to the TDF.

6.2.1.1
Reporting to the AF
If an AF requests the PCRF to report on the change of type of IP‑CAN, the PCRF shall provide to the AF the information about the IP‑CAN type the user is currently using and upon indication of change of IP‑CAN type, notify the AF on changes of the type of IP‑CAN. In the case of 3GPP IP‑CAN, the information of the Radio Access Technology Type (e.g. UTRAN) shall be also reported to the AF. If IP flow mobility as specified in TS 23.161 [43] or in TS 23.261 [23] applies, the PCRF shall provide to the AF the new IP-CAN type information together with the affected service information. When IP flow mobility is allowed within an IP‑CAN session, the PCRF shall only report to an AF the IP‑CAN type change when the IP flow mobility applies to the service information provided by this AF.

If an AF requests the PCRF to report Access Network Information, the PCRF shall set the Access Network Information report parameters in the corresponding PCC rule(s) or QoS rule(s) and provision them together with the corresponding event trigger to the PCEF or BBERF as per procedure in clause 7.4.2. For those PCC rule(s) or QoS rule(s) based on preliminary service information the PCRF may assign the QCI and ARP of the default bearer to avoid signalling to the UE. In addition the SDF filter(s) shall not be marked as to be used for signalling to the UE as traffic mapping information.

If an AF requests the PCRF to report Access Network Information, The PCRF shall also set the corresponding event trigger to the PCEF or BBERF as per procedure in clause 7.4.2. The PCRF shall, upon receiving the subsequent Access Network Information report corresponding to the AF session from the PCEF or BBERF, forward the Access Network Information as requested by the AF.

If an AF requests the PCRF to report the PLMN identifier where the UE is currently located, then the PCRF shall provide the PLMN identifier to the AF if available.Otherwise, the PCRF shall provision both the corresponding PCC rules and QoS Rules if applicable, and the event trigger to report PLMN change to the PCEF. The PCRF shall, upon receiving of the PLMN identifier from the PCEF forward this information to the AF as defined in the procedures in clause 6.1.4.

If an AF requests the PCRF to report Access Network Charging Correlation Information, the PCRF shall provide to the AF the Access Network Charging Correlation Information, which will identify the usage reports that include measurement for the flows, once the Access Network Charging Correlation Information is known at the PCRF. If not known in advance, the PCRF subscribes for the Access Network Charging Correlation Information event for the applicable PCC rule(s), unless a single charging identifier per IP-CAN session is used as described below.

The PCEF provides at IP‑CAN session establishment both a charging identifier and an optional indication that the charging identifier is the only one for that IP‑CAN session, as defined in TS 32.251 [9] clause 5.1.3. In absence of the indication there is a separate charging identifier for each IP‑CAN bearer to identify usage reports that include measurements for flows served by each individual bearer. When the PCEF indicates that a single charging identifier is used for the IP‑CAN session, the PCRF uses the charging identifier received at IP‑CAN session establishment to provide Access Charging Correlation information to the AF for all flows, instead of subscribing to the Access Network Charging Correlation Information event trigger for the applicable PCC Rule(s) as described above.






6.2.1.2
Usage Monitoring in the PCRF
The PCRF may support usage monitoring control. Usage is defined as either volume or time of user plane traffic.

The PCRF may receive information about total allowed usage per PDN and UE from the SPR, i.e. the overall amount of allowed resources (based either on traffic volume and/or traffic time) that are to be monitored for the PDN connections of a user. In addition information about total allowed usage for Monitoring key(s) per PDN and UE may also be received from the SPR. For the purpose of usage monitoring per access type , the PCRF receives an individual Monitoring key per access type from SPR.

For the purpose of usage monitoring control the PCRF shall request the Usage report trigger and provide the necessary usage threshold(s), either volume threshold, time threshold, or both volume threshold and time threshold, upon which the requested node (PCEF or TDF) shall report to the PCRF. The PCRF shall decide if and when to activate usage monitoring to the PCEF and TDF.

The PCRF may provide a Monitoring time to the PCEF/TDF for the Monitoring keys(s) and optionally specify a subsequent threshold value for the usage after the Monitoring time.

If the PCEF reports usage before the Monitoring time is reached, the Monitoring time is not retained by the PCEF. Therefore the PCRF may again provide a Monitoring time and optionally the subsequent threshold value for the usage after the Monitoring time in the response.

It shall be possible for the PCRF to request a usage report from the requested node (PCEF or TDF).

NOTE 6:
The PCRF ensures that the number of requests/following policy decisions provided over Gx/Sd reference point do not cause excessive signalling load by e.g. assigning the same time for the report only for a preconfigured number of IP-CAN/TDF sessions.

Once the PCRF receives a usage report from the requested node (PCEF or TDF) the PCRF shall deduct the value of the usage report from the totally allowed usage for that PDN and UE (in case usage per IP-CAN session is reported). If usage is reported from the TDF or the PCEF, the PCRF shall deduct the value of the usage report from the totally allowed usage for individual Monitoring key(s) for that PDN and UE (in case of usage for one or several Monitoring keys is reported).

NOTE 7:
The PCRF maintains usage thresholds for each Monitoring key and IP‑CAN session that is active for a certain PDN and UE. Updating the total allowanced usage after the PCEF reporting, minimizes the risk of exceeding the usage allowance.

If the PCEF or TDF reports usage for a certain Monitoring key and if monitoring shall continue for that Monitoring key then the PCRF shall provide new threshold value(s) in the response to the PCEF or TDF respectively. If Monitoring time and subsequent threshold value are used then the PCRF provides them to the PCEF or TDF as well.

The PCRF may provide a new volume threshold and/or a new time threshold to the PCEF or TDF, the new threshold values overrides the existing threshold values in the PCEF or TDF.

If monitoring shall no longer continue for that Monitoring key, then the PCRF shall not provide a new threshold in the response to the PCEF / TDF.

NOTE 8:
If the PCRF decides to deactivate all PCC rules or ADC rules associated with a certain Monitoring key, then the conditions defined in clause 6.6.2 for continued Monitoring will no longer be fulfilled for that Monitoring key.

If all IP-CAN session of a user to the same APN is terminated, the PCRF shall store the remaining allowed usage, i.e. the information about the remaining overall amount of resources, in the SPR.

The PCRF may authorise an application service provider to request specific PCC decisions (e.g. authorisation to request sponsored IP flows, authorisation to request QoS resources). For sponsored data connectivity (see Annex N), the PCRF may receive a usage threshold from the AF.

If the AF specifies a usage threshold, the PCRF shall use the Sponsor Identity to construct a Monitoring key for monitoring the volume, time, or both volume and time of user plane traffic, and invoke usage monitoring on the PCEF/TDF. The PCRF shall notify the AF when the PCEF/TDF reports that a usage threshold for the Monitoring key is reached provided that the AF requests to be notified for this event. If the usage threshold is reached, the AF may terminate the AF session or provide a new usage threshold to the PCRF. Alternatively, the AF may allow the session to continue without specifying a usage threshold. If the AF decides to allow the session to continue without specifying a usage threshold, then monitoring in the PCEF/TDF shall be discontinued for that monitoring key by the PCRF, unless there are other reasons for continuing the monitoring.

If the AF revokes the service information and the AF has notified previously a usage threshold to the PCRF, the PCRF shall report the usage up to the time of the revocation of service authorization.

If the IP-CAN session terminates and the AF has specified a usage threshold then the PCRF shall notify the AF of the accumulated usage (i.e. either volume, or time, or both volume and time) of user plane traffic since the last usage report.








6.2.1.3
Future background traffic

If the AF contacts the PCRF via the SCEF (and the Nt interface) to request a time window and related conditions for future background data transfer, the PCRF shall determine possible transfer policies (as described in clause 6.1.16) and send them to the AF together with a reference ID. If the AF received more than one transfer policy, the AF selects one of them and informs the PCRF about the selected transfer policy. The PCRF shall store the selected transfer policy in the SPR together with the reference ID and the network area information. Whenever the PCRF receives a reference ID from the AF during a subsequent transfer of AF session information (via the Rx interface), the PCRF shall retrieve the corresponding transfer policy from the SPR and apply it as one of the inputs for policy decisions for this IP-CAN session.

6.2.1.4
Traffic steering in PCRF

The PCRF uses one or more pieces of information defined in the clause 6.2.1.1 as input for the selection of traffic steering policies used to control the steering of the subscriber's traffic to appropriate (S)Gi-LAN service functions.

NOTE 10:
In order to allow the PCRF to select and provision an application based traffic steering policy, the reporting of detected applications to the PCRF or any other information such as the RAT type, the RUCI etc. defined in clause 6.2.1.1 can be used.
8
 Policy Framework in 5G System

8.1
General

This clause specifies the Policy framework in 5G system, in particular the requirements, the reference architecture, the functional description of the Policy features and the role of each NF. For the service based interfaces and reference points see TS 23.501 [51]. The procedures related to policy functions are included in TS 23.502 [52].

The requirements for common PCC and for the Policy Framework related to session management are consistent with existing policy framework defined in this specification.  Where differences exist, the 5G specifications combined with this clause provides the full functional overview. 

For each of the NFs, such as, for PCF the interfaces to the AF, to the OCS and NEF are similar to the PCRF interfaces to the AF, to the OCS and to the SCEF, therefore the PCF description refers to the PCRF sub-clause for the functionality supported in 5G. The same approach applies for the AF and the SCEF. 

8.1
High Level Architectural Requirements

8.1.1
General requirements

The Policy framework architecture shall enable support for QoS, gating, charging, usage monitoring and traffic steering for detected service data flow(s) and applications. 

The Policy Framework architecture shall enable control of the Service Area Restrictions and RFSP index for registered UE in the AMF.

The Policy Framework architecture shall provide information to instruct the UE how to roue application and service data flow traffic.

8.1.2
QoS control requirements
The requirements to support QoS control at service data flow level defined in clause 4.3.3.1 applies for service data flows of IP type and Ethernet type with the consideration that the requirements for the PCEF/PCRF applies to the SMF/PCF. 

The requirements to support QoS control at QoS flow level enables the SMF to determine the authorized QoS of a QoS flow using the PCC Rules associated to the QoS flow and then notify the PCF if the QoS targets for a QoS flow cannot be fulfilled.

The requirements to support QoS control at PDU session level enables the PCF to provide the authorized session AMBR, authorized default 5QI/ARP combination for a PDU session of IP type, ethernet type or unstructured type to the SMF.

8.1.3
Gating control requirements

The requirements to support Gating control at service data flow level defined in clause 4.3.2 applies for service data flows of IP type and Ethernet type with the consideration that the requirements for the PCRF applies to the PCF. 

8.1.4
Subscriber Spending Limits requirements

The requirements to support policy control based on subscriber spending limit as defined in 4.3.4 applies, with the consideration that the requirements for the PCRF applies to the PCF.

8.1.5
Usage Monitoring Control requirements

The requirements to monitor, both volume and time usage, and report the accumulated usage of network resources described sub-clause 4.4 applies for PDU sessions of type IP with the following clarifications, the requirements on the PCRF applies to the PCF, the requirements on the PCEF applies to the SMF instead and no support for NBIFOM is required. 

8.1.6
Application Detection and Control requirements

The application detection and control feature comprise the request to detect the specified application traffic, report to the PCF on the start or stop of application traffic and to apply the specified enforcement and charging actions.

The PCF shall instruct the SMF on which applications to detect and whether to report start or stop event to the PCF by activating the appropriate PCC rules in the SMF. Reporting notifications of start and stop of application detection to the PCF may be muted. The report to the PCF shall include the report is for start or stop, the detected application identifier and, if deducible, the service data flow descriptions for the detected application traffic.

8.1.7
Management of UE Route Selection policies requirements

The management of UE Route Selection policies (URSP) refers to the capability to instruct the UE how to route application or service data flow traffic. The PCF shall provide UE Route Selection Policies to the AMF. The following type of UE Route Selection Policies are supported: 

· SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

· Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.

· DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

· Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

This feature shall be supported on boh roaming non-roaming and roaming scenarios. 

The AMF does not change the URSP provided by the PCF. 

In the case of a roaming UE, the V-PCF may retrieve URSP policies from the H-PCF over N24.

8.2
Reference architecture
The Policy framework for 5G is comprised by the Policy Control Function (PCF), the Policy and Charging Enforcement Functionaliy distributed in the SMF and the UPF, the Application Function (AF), the Online Charging System (OCS), the Unified Data Repository (UDR), the Access and Mobility Policy enforcement supported by AMF and the Network Data Analytics Function (NWDAF).

The service baed interfaces and reference points are described in TS 23.501 [51].

8.2.1
Non-roaming reference architecture

Figure 8.2.1-1 depicts the service-based representation of the non-roaming reference architecture. Figure 8.2.1-1a depicts the reference point representation.
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Figure 8.2.1-1: Overall 5G Policy Framework architecture (non-roaming)
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Figure 8.2.1-1a: Overall 5G PCC framework architecture (reference point representation)
NOTE:
The N4 interface is not part of the Policy Framework architecture but shown in both roaming and non-roaming figures for completeness.

Editor's note:
Whether the reference-point representation figures for roaming and non-roaming architecutures will be kept is FFS.
Editor's note:
The natures and final names of PSy will be determined by SA5.

Editor's note:
Implications from multiple Slices and its relation to PCF are FFS.
8.2.2
Roaming reference architecture

Figure 8.2.2-1 depicts the service-based representation of the roaming Policy reference architecture with local break out when AF is located in VPLMN. Figure 8.2.2-1a depicts the corresponding reference points representation.
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Figure 8.2.2-1: Overall roaming Policy framework architecture - local breakout scenario with AF in VPLMN
Editor's note:
How to document the restricted interaction between NFs in visited and home network is FFS.
Editor's note:
Whether the same NF shown in the non-roaming architecture, e.g. NEF, NWDAF should appear in the roaming architecture figures is FFS.
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Figure 8.4.2-1a: Overall roaming Policy framework architecture - local breakout scenario with AF in VPLMN (reference point representation)

Figure 8.2.2-2 depicts the service-based representation of the roaming Policy reference architecture with local break out when AF is located in the HPLMN. Figure 8.2.2-2a depicts the corresponding reference points representation.
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Figure 8.2.2-2: Overall roaming Policy framework architecture - local breakout scenario with AF in HPLMN
Editor's note:
How to document the restricted interaction between NFs in visited and home network is FFS.
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Figure 8.2.2-2a: Overall roaming Policy framework architecture - local breakout scenario with AF in HPLMN (reference point representation)

Editor's note:
The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA.

Figure 8.2.2-3 depicts the service-based representation of the roaming Policy reference architecture with local break out when AF is located in the HPLMN. Figure 8.2.2-3a depicts the corresponding reference points representation.
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Figure 8.2.2-3: Overall roaming policy framework architecture - home routed scenario

Editor's note:
How to document the restricted interaction between NFs in visited and home network is FFS.
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Figure 8.2.2-3a: Overall roaming policy framework architecture - home routed scenario (reference point representation)
8.2.3
Interworking with AFs supporting Rx interface


To allow the 5G system to interwork with AFs related to existing services, e.g. IMS based services as described in TS 23.228 [15], Mission Critical Push To Talk services as described in TS 23.179 [46], the PCF shall support the corresponding Rx functionality described in sub-clause 5.2.1 and procedures described in sub-clause 7 for the PCRF to AF interface. This facilitates the migration from EPC to 5GC without requiring these AFs to upgrade to support the N5 interface.
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Figure 8.2.3-1: Interworking between PCF and AF supporting Rx interface

NOTE:
The use of the N5 interface by the e.g. IMS subsystem (e.g. P-CSCF) is not precluded.
8.2.4
Interactions between PCF and NFs
8.2.4.1
Interactions between PCF and AF
Npcf and Naf enable transport of application level session information from AF to PCF.

Npcf and Naf enable the AF to get information about PDU session events.

NOTE:
The interactions between PCF and AF need to provide the Rx functionalities for services e.g. IMS based services and Mission Critical Push To Talk services. In addition, Npcf and Naf also provide additional services.

8.2.4.2
Interactions between PCF and SMF

Npcf and Nsmf enable the PCF to have dynamic policy and charging control at a SMF.

Npcf and Nsmf enable the signalling of policy and charging decision and support the following functions:

-
Establishment of PDU session by the SMF;

-
Request for policy and charging control decision from the SMF to the PCF;

-
Provision of policy and charging control decision from the PCF to the SMF;

-
Delivery of network events and PDU session parameters from the SMF to the PCF;

-
Termination of PDU session by the SMF or the PCF.

8.2.4.3
Interactions between PCF and AMF

Npcf and Namf enable the PCF to provide Access and Mobility Management related policies to the AMF and it support the following functions:

-
Handling of UE Context Establishment request sent by the AMF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMF;

-
Delivery of network events from the AMF to the PCF;

-
Handling of UE Context Termination request sent by the AMF to the PCF as part of UE De-Registration procedure.

8.2.4.4
Interactions between vPCF and hPCF

For roaming scenario, the interactions between vPCF and hPCF through Npcf enables the H-PCF to:

-
Provision mobility policy rules to V-PCF in the VPLMN.

-
Handling of UE Context Establishment request sent by the V-PCF as part of UE Registration procedure(s).

-
Receipt of network events from the V-PCF.

-
Handling of UE Context Termination request sent by V-PCF as part of UE De-Registration procedure.
8.2.5
Functional distribution of the PCEF in the Policy Framework architecture 
The table below summarizes the functional distribution of the policy enforcement of the policy and charging rules between the SMF and the UPF. The SMF is described in sub-clause 8.8.2  And the UPF is described in TS 23.501 [51].
Table 8.2.5: Functional distribution of policy enforcement functionality in the SMF and the UPF
	Main enforcement functionality
	Sub-functionality
	SMF
	UPF
	Comments

	PDU session policing
	1.
UL/DL Session AMBR enforcement
	
	X
	

	Policy Framework related functions
	1.
Service detection, per SDF traffic matching 
	
	X
	Service detection includes the detection of both IP PDU traffic and Ethernet PDU traffic

	
	2.
SDF QoS to QoS Flow QoS mapping
	X
	 
	

	
	3.
UL QFI to QoS flow mapping verification and mapping of DL traffic to corresponding QoS flow
	
	X
	

	
	4.
UL and DL SDF level gating
	
	X
	

	
	5.
UL and DL SDF level MBR enforcement
	
	X
	

	
	6.
UL and DL SDF level GBR enforcement
	
	X
	

	
	7a.
UL and DL per SDF level charging control
	X
	
	(NOTE)

	
	7b.
UL and DL SDF level measurement for charging
	
	X
	

	
	8.
Usage monitoring
	X
	X
	

	
	9.
Event reporting (including application detection)
	X
	X
	

	
	10.
Redirection
	X
	X
	

	
	11.
Predefined PCC rules activation and deactivation
	X
	X
	

	
	12.
PCC support for SDCI
	X
	X
	

	
	13. Traffic steering control
	X 
	X
	

	
	14. Reflective QoS Control
	
	X
	

	NOTE:
The detailed requirements and the reference points between SMF and charging functions are defined in 3GPP 32-series TSs.


8.3
Functional description

8.3.1
General

The Policy framework architecture provides the same functions as described in 6.1.0, in addition it provides:
-
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point, 
-
Access selection and Mobility Management related policies (e.g. RFSP index) and UE Route Selection policies to the AMF.
-
a Front End to subscription information relevant for policy decisions in a Unified Data Repository,

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management Function, the Access and Mobility Management Function and the Online Charging System as well as Changes in User Profile from the UDR.
NOTE 1:
Credit management and reporting are defined in SA WG5 specification.

NOTE 2: In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.

NOTE 3:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.

8.3.2
Binding mechanism

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to the QoS flow deemed to transport the service data flow. For service data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the QoS flow that is selected to carry the service data flow.

NOTE 1:
The relation between AF sessions and rules depends only on the operator configuration. An AF session can be covered by one or more PCC rules, if applicable (e.g. one rule per media component of an IMS session). Alternatively, a PCC rule could comprise multiple AF sessions.

NOTE 2:
The PCF may authorize dynamic PCC rules for service data flows without a corresponding AF session. 

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
Bearer binding.
Editor's note:
Binding mechanism for SDF of Ethernet type is FFS.
8.3.2.1
Session binding

Session binding is the association of the AF session information to one and only one PDU session.

The PCF shall perform the session binding, which shall take the following PDU session parameters into account:

a)
The UE IPv4 address and/or IPv6 network prefix;

b)
The UE identity (e.g. SUPI), if present.

c)
The information about the packet data network (PDN) the user is accessing, i.e. DNN, if present.

The PCF shall identify the PCC rules affected by the AF session information, including new PCC rules to be installed and existing PCC rules to be modified or removed.

8.3.2.2
PCC rule authorization 

PCC Rule authorization is the selection of the 5G QoS parameters, described in TS 23.501[51] clause 7, for the PCC rules.

The PCF shall perform the PCC rule authorization for dynamic PCC rules belonging to AF sessions that have been selected in step 1, as described in clause 6.1.1.2, as well as for PCC rules without corresponding AF sessions. 

For the authorization of a PCC rule the PCF shall consider any 5G specific restrictions, subscription information and other information available to the PCF. Each PCC rule receives a set of QoS parameters that can be supported by the specific RAN. The authorization of a PCC rule associated with an emergency service shall be supported without subscription information (i.e. information stored in the UDR). The PCF shall apply policies configured for the emergency service.

8.3.2.3
QoS flow binding

QoS flow binding is the association of the PCC rule to an QoS flow within a PDU session. The binding is performed using the 5QI/ARP combination, if the ARP is not provided in the PCC Rule, the default ARP provided as part of the PDU session information is used for the QoS flow binding.

When the PCF provisions a PCC Rule, the SMF shall evaluate whether a QoS flow exists with the same 5QI/ARP exists. If no QoS flow exists, the SMF derives the QoS parameters, using authorized QoS in the PCC Rule, for a new QoS flow, binds the PCC Rule to the QoS flow and then proceeds as described TS 23.501 [51] sub-clause 5.7. If a QoS flow with the same 5QI/ARP exists, the SMF updates the QoS flow, so that multiple PCC Rules with the same 5QI/ARP may be bound to the same QoS flow. 

The binding is created between service data flow(s) in the PCC Rule and the QoS flow which have the same 5QI and ARP. The association shall cause the downlink part of the service data flow to be directed to the QoS flow in the association; and instructs the UE to direct the uplink part of the service data flow to the QoS flow in the association, as described in TS 23.501 sub-clause 5.7.

Whenever the authorized QoS of a PCC rule changes, the existing bindings shall be re-evaluated. The re-evaluation may, for a service data flow, require a new binding with another QoS flow. 

When the PCF removes a PCC Rule. The SMF shall remove the association of the PCC Rule to the QoS flow. When the SMF removes a PCC Rule. The SMF shall remove the association of the PCC Rule to the QoS flow and report to the PCF the removed PCC Rules. 

When the PCF request that a service data flow is bound to Default QoS flow, the SMF shall bind a dynamic PCC rule with this attribute to the default QoS flow and keep the binding as long as this attribute remains set. When the PCF removes the association of a service data flow template to the Default QoS flow the binding is created between service data flow(s) and the QoS flow which have the same 5QI and ARP. 

Editor's note:
The relevance of further parameters described in 23.501 (e.g. notification control parameters, Reflective QoS Indication) for the QoS flow binding is FFS.
8.3.3
QoS Control

QoS control refers to the authorization and enforcement of the maximum QoS that is authorized for a service data flow, for a QoS flow or for the PDU session. A service data flow may be either of IP type or of Ethernet type. PDU sessions may be of IP type or Ethernet type or unstructured.

The PCF, in a dynamic PCC Rule, associates a service data flow template to an authorized QoS that is provided in a PCC Rule to the SMF. The PCF may also activate a pre-defined PCC Rule that contains that association.

The authorized QoS for a service data flow template consists of a 5QI. For 5QI of GBR type, the authorized QoS includes the ARP, MBR, GBR and may include a request for notification when authorized GBR cannot be fulfilled. For 5QI of non-GBR type, the authorized QoS may include the ARP and the Reflective QoS indication, if no ARP is included a default ARP applies for the service data flow template. 

QoS control also refers to the authorization and enforcement of the Session AMBR and default 5QI/ARP combination. The PCF may provide the authorized session AMBR and the default 5QI and ARP combination as part of the PDU session information for the PDU session to the SMF. The authorized Session AMBR and authorized default 5QI/ARP values takes precedence over other values locally configured or received at the SMF.

For policy control, the AF interacts with the PCRF and the PCRF interacts with the SMF as instructed by the AF as described in sub-clause 6.1.5 with clarifications that no IP-CAN bearer level information is sent by PCF to AF but PDU session information is sent by PCF to AF instead.

8.3.4
Management of Packet Flow Descriptions using the UDR

The Management of Packet Flow Descriptions (PFDs) enables the UPF to perform accurate application detection when PFDs are provided by an ASP (via the NEF and the UDR) and then to apply enforcement actions as instructed in the PCC Rule. 

The functional description of the Management of PFDs located in sub-clause 6.1.20 applies with the clarification that the description of the PCRF/PCEF/SCEF and PFDF functional behaviour applies to the PCF/SMF/NEF and UDR respectivily.

Editor's note:
How ASP provides PFDs in 5G is FFS.
8.3.5
Reporting

The reporting requirements for 5G are the same as specified in clause 6.1.2 with the following differences:

· The reporting is required for offline charging and optional for online charging

· The reporting is per PDU session

· The measurement occurs in the UPF (CTF/AMC)

· The SMF represents the network (CTF/ADF)

· The BBF shall be considred absent (i.e. the condition BBF is not located in the PCEF applies)

· The 5G QoS concepts, when QoS information is to be reported, shall replace the QoS concepts used in earlier systems

8.3.6
Credit management

The reporting requirements for 5G are the same as specified in clause 6.1.3 with the following differences:

· The online charging credit management is per PDU session

· Per IP-CAN bearer charging session is not possible

· The measurement occurs in the UPF (CTF/AMC)

· The credit re-authorization triggers are specified in TS 32.xxx [x]
8.3.7
Redirection

The functional description of the redirection in sub-clause 6.1.13 applies with the clarification that the description of the PCRF/PCEF functional behaviour applies to the PCF/SMF respectively with the exception that the redirection is enforced in the UPF.
8.3.8
Negotiation for future background data transfer

The functional description of the negotiation for future background transfer described in sub-clause 6.1.16 applies with the clarification that the functional description of the PCRF/SCEF and SPR functional behaviour applies to the PCF/NEF and UDR respectivily. The interfaces are those defined in the reference architecture in sub-clause 8.2.

Editor's note:
How ASP provides a request for future background transfer in 5G is FFS.
8.3.9
Traffic Steering Control

Traffic steering control is triggered by the PCF initiated request and consists of steering the detected service data flows matching application detection filters or service data flow filter(s) in PCC Rules. The traffic steering control consist in:

a) applying a specific (S)Gi-LAN traffic steering policy for the purpose of steering the subscriber´s traffic to appropiated (S)Gi-LAN service functions deployed by the operator or a 3rd party service provider as described in sub-clause 6.1.17 with the clarification that the description of the PCRF and PCEF applies to the PCF and SMF respectively.

b) diverting (locally) some traffic matching traffic filters provided by the PCF, as described in 3GPP TS 23.501 [51] sub-clause 5.6.7.

8.3.10
Event Triggers

The policy related NF (e.g. AMF, SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The event from the related NF shall be reported via their respective service based interface.  

The event triggers described in clause 6.1.4 are reused with the following differences:

· The PCRF is replaced by the PCF.

· The PCEF is replaced by the SMF.

· IP-CAN session corresponds to PDU session. 

· IP-CAN bearer corresponds to QoS flow.

· Following events are not supported: QoS change exceeding authorization, Traffic mapping information change.
Editor’s Note: Whether the event trigger related to NBIFOM, 3GPP PS Data Off, SRVCC and Location change (serving cell) is supported or not is FFS.  
8.3.12
UE Access and Mobility Management Control

To enable the enforcement in the 5GC system of the access and mobility policy decisions made by the PCF, the PCF provides AMC Rules to the AMF to control either the service area restrictions or the RFSP index or both. The functional description of the service area restrictions provided by PCF is described in TS 23.501 [51].
8.3.13
UE Route Selection Policy Control

The PCF may provide URSP to the AMF to provide them to the UE acoording to the procedures described in TS 23.502 [52]. The AMF does not change the URSP provided by the PCF. 

In the case of a roaming UE, the V-PCF may retrieve URSP policies from the H-PCF over N24.
8.4
Access and Mobility Management Control Rule

8.4.1
General
The Access and Mobility Control (AMC) rule comprises information for the control of the service area restrictions and RFSP index the UE camps on. 

Table 8.6.1 lists the information contained in an AMC rule, including the information name, the description and whether the PCF may modify this information in an AMC rule which is installed in the AMF. The Category field indicates if a certain piece of information is mandatory or not for the construction of a AMC rule, i.e. if it is possible to construct a AMC rule without it.
Table 8.4.1: The AMC rule information

	Information name
	Description
	Category
	PCRF permitted to modify for a AMC rule in the AMF

	Rule identifier
	Uniquely identifies the AMC rule, within a UE context in the PCF and the AMF.

It is used between AMC and PCF for referencing AMC rules.
	Mandatory
	no

	Service Area Restrictions (NOTE 1)
	This part defines the service area restrictions to be applied at the AMF
	
	

	Service area identifier 
	A service area identifier.
	Conditional
	No

	Restriction indication
	Indicates if a service area identified by the service area identifier is allowed or not allowed.
	Conditional
	Yes

	Tracking area list
	List of TAs within a service area (NOTE 2)
	Conditional
	Yes

	Maximum number of TAs
	The maximum number of TAs within a service area (NOTE 3) (NOTE 4)
	Conditional
	Yes

	RFSP Index
	This part defines the RFSP index
	
	

	RFSP Index
	Defines the RFSP Index that applies for a UE
	Conditional
	yes

	NOTE 1:
The service area restriction is made up of a list of service area identifier and one or more of the following; restriction indication, tracking area list and maximum number of allowed areas.

NOTE 2:   Up to 16 TA.

NOTE 3:   This attribute is applicable for allowed service areas only. 

NOTE 4:
An 'Allowed' service area description consists either, on the list of TAs for the Service Area Restriction, or on the maximum number of allowed TAs.


The Rule identifier shall be unique for a AMC rule at the AMF. 

The Service area identifier identifies the service area for which the service area restrictions applies. The same Service Area Identifier may occur in more than one AMC Rule.

The Restriction indication indicates if the service area is allowed or not allowed. It is associated to the service area identifier. Its presence is mandatory if the service area restrictions are provided.

The Tracking Area List indicates the list of Tracking Areas within a service area. It may be present for either an allowed or non-allowed service area.

The Maximum number of TAs indicates the maximum number of Tracking Areas within a service area. It may be present for an allowed service area only.

The RFSP Index defines the RFSP Index that applies for a UE.

8.4.2
Access and Mobility Management Control Rule operations

Editor’s Note: This is a placeholder for the AMC Rule operations.
8.5
User Route Selection Policy

8.5.1
General
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:

-
Traffic filter: Information that can be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule.

-
Non-seamless offload: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP access type (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.

-
Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable.
-
Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

Each URSP rule shall include a traffic filter and one or more of the other components, which specify how the matching traffic should be routed.

As an example, the URSP provisioned in the UE may include the following rules:

Table 8.5.1-1: Example of URSP rules

	Example URSP rule
	Comments

	Traffic filter: App=DummyApp

Direct offload: Prohibited

Slice Info: S-NSSAI-a

Continuity Types: SSC Mode 3

DNNs: internet

Access Type: 3GPP access


	This URSP rule associates the traffic of application "DummyApp" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

Traffic of application "DummyApp" should not be directly offloaded to non-3GPP. It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=3GPP access. If the PDU session cannot be established, the traffic of this application cannot be transferred.

	Traffic filter: App=App1, App2

Direct offload: Permitted

Slice Info: S-NSSAI-a

Access Type: Non-3GPP access
	This URSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.

It enforces the following routing policy:

The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session supporting S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access. If the PDU session cannot be established, the traffic of these applications can be directly offloaded to non-3GPP access.

	Traffic filter: App=DummyApp

Direct offload: Permitted (WLAN SSID-a)

Continuity Types: SSC Mode 3


	This URSP rule associates the traffic of application "DummyApp" with SSC Mode 3.

It enforces the following routing policy:

The traffic of application "DummyApp" should be transferred on a PDU session supporting SSC Mode 3. If this PDU session is not established, the UE shall attempt to establish the PDU session over any access type. If the PDU session cannot be established, the traffic can be directly offloaded if the UE is connected to WLAN with SSID-a.

	Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-a, S-NSSAI-b

Continuity type: Type-3

DNN: internet
	This (default) URSP rule associates all traffic not matching any prior rule with S-NSSAI-a (first priority), S-NSSAI-b (second priority), SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

All traffic not matching any prior rule should preferably be offloaded directly to any non-3GPP access. If it cannot be directly offloaded to non-3GPP access, it should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. Alternatively, it can be transferred on a PDU session supporting S-NSSAI-b, SSC Mode 3 and DNN=internet. The PDU sessions can be established over any access type.


If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and DNN. The SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the URSP rules.

Editor's note:
It is FFS if a VPLMN can provide its own URSP rules to a roaming UE. It is also FFS how the UE selects the URSP rules to apply if it is provisioned with VPLMN URSP and HPLMN URSP.

Editor's note:
It is FFS if/how the URSP can be applied in case of multi-homed PDU sessions and in case of multiple PDU sessions to the same DNN.
Editor's note:
It is FFS if/how a UE application can be prevented from using a specific PDU session.

8.6
Access network discovery & selection policy

Editor's note:
The details of the access network discovery & selection policy if FFS. It is also FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

8.6
Policy and Charging Control Rule

8.6.1
General
To enable the enforcement in the 5GC system of the policy decisions made by the PCF for the policy and charging control of a service data flow, the 5GC system shall provide 5G Policy and Charging Control information from the PCF to the SMF. 

The PCC rule information defined in clause 6.3 applies and the additional information needed is described in the table and text below.
Editor's note:
It is FFS whether further additional information applies in 5G PCC information

Editor's note:
It is FFS what other info in PCC rule that do not apply in 5G PCC information

Editor's note:
Further description of applicability of information in the PCC rule and its usage in 5G is FFS.

Table 8.6. Extensions to PCC rule for 5G

	Information name
	Description
	Category
	PCF permitted to modify for dynamically provided information

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	
	

	Service data flow template
	For IP PDU traffic: 

Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic:

Combination of traffic patterns of the Ethernet PDU traffic.
	Mandatory
	no

	Policy control
	This part defines how the SMF shall apply policy control for the service data flow.
	
	

	5G QoS Indicator (5QI)
	Identifier for the authorized QoS parameters, as defined in 3GPP TS 23.501, clause 5.7.2
	Conditional

(NOTE 1)
	Yes

	Priority Level
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional
(NOTE 2)
	Yes

	Packet Delay Budget
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional

(NOTE 2)
	Yes

	Packet Error Rate
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional

(NOTE 2)
	Yes

	Bind to Default QoS Flow
	Indicates the SDF shall always bind to the Default QoS Flow
	Conditional
	Yes

	QoS Notification Control (QNC)
	Indicates a request for notification to RAN for the SDF when the QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. The QNC is the Notification Control 5G QoS parameter defined in 3GPP TS 23.501 clause 5.7.2.
	
	Yes

	Reflective QoS Indication
	Indicates to apply reflective QoS for the service data flow. Reflective QoS is defined in 3GPP TS 23.501 clause 5.7.5.
	
	Yes

	Traffic Steering Enforcement Control
	This part describes identities required for Traffic Steering Enforcement Control, the identifier of the target Data Network access, and the SMF notifications about DNAI change 
	
	

	Data Network Access Identifier
	Identifier of the target Data Network Access. It is defined in 3GPP TS 23.501, clause 5.6.7.
	
	Yes

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification. It is defined in 3GPP TS 23.501, clause 5.6.7
	
	Yes

	NOTE 1:
The 5G QoS Indicator is mandatory for QoS flow binding in the SMF, unless the Bind to Default QoS flow is included.

NOTE 2:
Optional, and applicable only for Dynamic 5QI(s).

NOTE 3:
Mandatory unless the Bind to Default QoS flow indicating QoS Flow binding to default QoS flow is included.


Editor's note:
It is FFS how it is indicated in the PCC rule the AF subscription to SMF notifications.

Editor's note:
The details of charging are specified by SA5, which may require later amendments to the Charging information in the 5G Policy and Charging Control information.
Editor’s note:
What are the traffic patterns used for the detection of the Ethernet PDU traffic is TBD.
The Service data flow template may comprise any number of Service data flow filters or an application identifier for IP PDU traffic as is defined in sub-clause 6.3.2. Additionally, it may also comprise any combination of traffic patterns of the Ethernet PDU traffic.
The 5G QoS Indicator, 5QI, represents the QoS parameters for the service data flow. The SMF maintains the mapping between the 5QI and the QoS concept applied within the specific PDU session.

The Bind to Default QoS Flow indicates that the SDF shall be bound to the default QoS Flow. The presence of the 'Bind to Default QoS flow' parameter attribute causes the 5QI/ARP/QNC of the rule to be ignored by the SMF during the QoS Flow binding. Note that if the default QoS flow is non-GBR, QNC is not relevant.
The QoS Notification Control indicates a request for notification to the access network (RAN) for the SDF when:

-
The QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. If it is set and QoS targets cannot be fulfilled, RAN sends a notification towards SMF, which notifies to PCF or other interested receivers. It is indicated by the QoS Notification Control (QCN) information element, which is equivalent to the Notification Control 5G QoS parameter described in clause 5.7.2 in TS 23.501 [51].

The Reflective QoS Indication indicates to apply reflective QoS for the service data flow. Reflective QoS is defined in 3GPP TS 23.501 clause 5.7.5.
The Traffic Steering Enforcement Control contains:

-
The Target DNAI is a reference to the DNAI the SMF needs to consider for UPF selection/reselection.

-
The Data Network Access Change report parameters (Target DNAI and Indication of early and/or late notification) instruct the SMF about what information to forward to the PCF when DNAI changes at change of the UPF and where to provide the indication.
8.6.2
PDU-Session related policy information

The PCF may provide PDU-session related policy information to the SMF as described in sub-clause 6.4 for an IP-CAN session. In addition, the PDU session information described in table 8.6.2.
Editor's note:
It is FFS what info in IP‑CAN bearer and IP‑CAN session related policy that do not apply in 5G PCC information
Editor's note:
Further description of applicability of information in the IP-CAN bearer and IP-CAN session related policy information and its usage in 5G is FFS

Table 8.6.2: Additional information needed compared to the PDU session related policy information described in table 6.4.
	Attribute
	Description
	PCF permitted to modify for dynamically provided information
	Category
	Scope

	IP Index
	Provided to SMF to assist in determining the IP Address allocation method (e.g. which IP pool to assign from) when a PDU session requires an IP address – as defined in TS 23.501, clause 5.8.1.1


	No
	Optional
	PDU-Session


Editor's note:
It is FFS whether further additional information applies in 5G PDU-Session related information
8.7
Network Functions 

The Network Functions (NF) are listed in clause 8.2. The description in this clause extends the functional description in 23.501 [51] for PCF and SMF. The AMF is described in 23.501 [51]
8.7.1
Policy Control Function (PCF) 

8.7.1.0
General

The PCF enables:

- policy and charging control for a service data flow that consists of information required for service data flow detection and the policy and charging control actions to be enforced as listed in the PCC Rule in sub-clause 8.8.1,

- access and mobility policy control for a UE that consists of the list of service areas restrictions applicable for a particular registered UE and the RFSP for a UE, as listed in the AMC Rule in sub-clause 8.6.1,

- provisioning of to AMF of URSP to instruct the UE how to route traffic flows, the URSP Policies is listed in sub-clause 8.7.1,

- control of the time window for future background traffic requested by the AF.

- PDU session event reporting to the AF.

The PCF provides authorized QoS for a service data flow. The authorization of QoS resources based on AF information described in clause 6.2.1.0 applies with the the clarification that the PCRF functional behaviour applies to the PCF, the subscription information is stored in the UDR, and that the authorized QoS for a service data flow is provided by the PCF to the SMF.

The PCF may support usage monitoring control for a PDU session or per MK. The PCF support for usage monitoring control in sub-clause 6.2.1.2 applies with the clarifications that the PCRF functional behaviour applies to the PCF.

The PCF support access and mobility policy control that consists of control of the services area restrictions for a UE and the RFSP index. For the control of the service area restrictions and RFSP Index for a UE, the PCF behaviour is described in TS 23.501 [51].
The PCF provide UE Route Selection Policies from the PCF to the AMF. 

The PCF provides information for selection of the UPF by the SMF as described in 3GPP TS 23.501[51].
The PCF provides time window and related conditions for future background data transfer as described in sub-clause 6.2.1.3 with the clarification that the PCRF functional behaviour applies to the PCF and the transfer policy is stored in UDR.
The PCF reports PDU session events, e.g. Access Network Information, PLMN identifier where the UE is located. The reporting of events to the AF described in clause 6.2.1.2 applies with the clarification that the PCRF functional behaviour applies to the PCF.

Editor's note:
Reporting is FFS, functions such as 5G RAT, loss of resources and location information need to be included for IMS.
8.7.1.1
Policy Control Subscription information management
The PCF may request subscription information from the UDR at establishment, modification, or termination of a PDU session over N7 reference point, and at UE Context Establishment or termination.

The PCF may provision policy control related information to the UDR.

The PCF may receive notifications from the UDR on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

The UDR may provide the subscription profile information listed in sub-clause 6.2.4, except for User CSG information that is not applicable.
8.7.1.2
Roaming impacts to Policy

For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's policy rules, including (not exhaustive):

-
Mobility policies e.g. RFSP index.
In the case of local breakout, an interface (N24) is supported between the visited V-PCF and H-PCF for providing mobility policy rules from HPLMN to VPLMN.

Editor's note:
It is FFS whether session management policy rules on the roaming interface is needed.
Editor's note:
Whether other types of policy rules, apart from the above list need to be provided by PCF is FFS.

8.8.2
Session Management Function

8.8.2.1
General

The SMF is responsible for the enforcement of the policy decisions related to service flow detection, QoS, charging, gating, traffic usage reporting and traffic steering. The policy and charging enforcement control part is within the SMF. The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions can be distributed among the UPF, RAN and UE depending on the policy type.

8.8.2.2
Service data flow detection

The Service Data Flow detection uses the service data flow template included in a PCC Rule provide by the PCF. The service data flow template defines the data for the service data flow detection as a set of service data flow filters or an application identifier referring to an application detection filter. 

For IP PDU sessions type, the service data flow filters for both UL and DL directions are defined in sub-clause 6.2.2.2. The application detection filters provided to the SMF may be extended with the PFDs provided by the UDR as described in 6.1.20. How the SMF uses the service data flow detection capabilities in the UPF is described in TS 23.501 [x] sub-clause 5.8.2.

Editor’s note:
What are the traffic patterns used for the detection of the Ethernet PDU traffic is TBD.

8.8.2.3
Measurement

For usage monitoring, the PCEF functional description in 6.2.2.3 applies with the considerations that the PCEF functional behaviour is applicable for the SMF, how the SMF interacts with the UPF(s) is out of the scope of this TS. TS. The usage monitoring control for an IP-CAN session applies for the usage monitoring control of a PDU session with the consideration that IP-CAN procedures are PDU session procedures instead.

NOTE:
The UPF to SMF interactions for supporting usage monitoring are described in 3GPP TS 23.501 [51]
8.8.2.4
QoS control

The SMF receives the authorized QoS for a service data flow template in the PCC rule. The SMF calculates the QoS parameters for a QoS flow as described in TS 23.501 sub-clause 5.7.1. In addition, for GBR QoS flows, the SMF should set the QoS flow GBR to the sum of the GBRs of all PCC rules that are bound to that QoS flow and the QoS flow MBR to the sum of the MBRs of all PCC rules that are active and bound to that GBR QoS flow. 
The SMF receives the authorized session AMBR and the default 5QI and default ARP in the PDU session information. The SMF ensures that the authorized Session AMBR for a PDU session is enforced for bandwidth policing at the UPF(s) as described in TS 23.501 sub-clause 5.7.1. For PDU sessions of unstructured type the default 5QI and default ARP is the authorized QoS for all traffic in the PDU session as described in TS 23.501 sub-clause 5.7.1.
8.8.2.5
Reporting application detection

For application detection, the PCEF functional description in 6.2.2.5 applies with the considerations that the PCEF functional behaviour is applicable for the SMF, how the SMF interacts with the UPF(s) for reporting detected applications or how to mute reporting is described outside this TS. 

NOTE:
The UPF to SMF interactions for reporting application detection are described in another 3GPP TS 23.501 [51]
8.8.3
Application Function (AF)

The AF functional description in sub-clause 6.2.3 applies with the clarifications that the AF and the PCF interacts. The PCF may provide UE location and/or UE Timezone, changes of the PLMN id, and PCF interacts to the AF following the same functional description as when provided by the PCRF. 

Editor’s note:
The list of PDU session events may be extended to e.g. change of RAT or loss of resources.
The AF may contact the PCF via the NEF following the same functional description as when the AF contacts the PCRF via the SCEF.
8.8.4
Unified Subscriber Data Repository (UDR)

The UDR is a functional entity described in 3GPP TS 23.501 [51]. The UDR stores subscriber data relevant for policy decisions as defined in 8.8.1.1.

8.8.5
Network Data Analytics Function (NWDAF)

NWDAF represents operator managed network analytics logical function. NWDAF provides slice specific network data analytics to the PCF. NWDAF provides network data analytics to PCF on a network slice level and the NWDAF is not required to be aware of the current subscribers using the slice. NWDAF notifies / publishes slice specific network status analytic information to the PCF(s) that are subscribed to it. PCF(s) can collect directly slice specific network status analytic information from NWDAF. This information is not subscriber specific. PCF uses that data in its policy decisions.

NOTE 1:
NWDAF functionality beyond its support for Nnwda is out of scope of 3GPP.
NOTE 2:
NWDAF functionality for non-slice-specific analytics information is not supported in this release.
Editor's note:
Whether NWDAF NF description should be documented in 23.501 instead is FFS, as the NWDAF services may be consumed by other NFs.
8.8.7
Access and Mobility Function

The policy enforcement control part for access and mobility is included in the AMF. The AMF is responsible for the enforcement control of policy decisions related to Service Area Restrictions and RAT/Frequency Selection Priority. The functional behaviour of the AMF for enforcing service area restrictions provided by the PCF is described in TS 23.501 [51].

Editor's note:
How RFSP Index is adopted in 5G is FFS.
8.9.4
PCF Discovery and Selection

8.9.4.1
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that a PCF may serve only specific DN(s). For example, PCC may be enabled on a per DNN basis.

-
Unique identification of a PDU session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).

8.9.4.2
PCF selection for a UE or PDU session

The AMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. The following factors may be considered during the PCF selection:

-
Local operator policies.

The SMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection.

-
Local operator policies.

-
Selected Data Network Name (DNN).

-
PCF selected by the AMF. This is to select the same PCF for AMF and SMF.

8.9.4.3
Binding an AF request targeting an IP address to the relevant PCF
When multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF for a certain PDU session reaches over N5/Rx the PCF holding the PDU session information. This network functionality has the following characteristics:

-
It has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. It shall receive information when an IP address is allocated or released for a PDU session.
Editor's note:
It is FFS whether the network functionality can select PCF.

-
The functionality determines the selected PCF address according to the information carried by the incoming requests from the AF.

-
This functionality is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.
Editor's note:
It is FFS whether the above functionality is part of an existing NF or described as a standalone function that, in an implementation/deployment, can be colocated with existing NF(s).

Editor's note:
Additional information needed by the network functionality, e.g. for network slicing, is FFS.

* * * * End of Changes * * * * 
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