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1. Overall Description:

SA2 thanks CT3 for the LS on Questions for SDCI. SA2 has discussed the questions listed in the LS and provided the following answers:

Question 1:

TS 23.203 subclause 7.12.2 states:
“This procedure enables the provisioning, modification or removal of PFDs associated with an application identifier in the PCEF/TDF via PFDF. Either the complete list of all PFDs of all application identifiers or a subset of PFDs for individual application identifiers may be managed.”

The above highlight part can be interpreted in different manners:

a) the PFDF can provision the full list of PFDs for a subset of application identifiers.

b) in addition to a), the PFDF can, for some individual application identifier, only provision a subset of modified/added/deleted PFDs (not the full list of PFDs)

CT3 would like to ask if interpretation b) was also intended.

Some concerns were raised that the PFDF would then need to remember for each served PCEF/TDF the last version of the provisioned PFDs to provide an appropriate update and that problems could arise if a PCEF/TDF looses its stored data e.g. after a restart. For instance,the PULL procedure could also require updates to allow a PCEF/TDF to request either full lists of PFDs for application identifiers (e.g. after a restart) or only deltas.

If interpretation b) was intended, SA2 may want to provide guidance how to resolve those issues.
[SA2 answer] SA2 assumes that the above highlight is interpreted in manner b), and the partial PFD provisioning is only for “Push mode”. 
In case of PUSH only mode and PCEF/TDF is down, when PCEF/TDF reboots, PFDF will be notified via maintenance interface and push full PFDs for all available Application Identifiers in that PCEF.
In case of normal operation, PFDF should copy all filtering information from 3rd party and provision them to PCEF/TDF over Gw/Gwn, which means if the 3rd party sends full PFDs per Application Identifier, the PFDF will do full updating. If 3rd party sent partial PFDs, the PFDF may do full update or partial update.
In “Pull mode”, the PCEF/TDF will always retrieve the full list of PFDs for the affected application identifiers, as in manner a).
Question 2:

In TS 23.682, subclause 5.14.1, it states that:

“2.   Based on operator policies, if the 3rd party SCS/AS is not authorized to perform this request (e.g. if the SLA does not allow it due to the Allowed Delay is too short or other reasons), the SCEF performs step 6 and provides a Cause value appropriately indicating the error. Otherwise, the SCEF translates the external Application Identifier to the Application Identifier known at the PFDF and forwards the SCS/AS Identifier and the SP Reference ID as the SCEF ID and the SCEF Reference ID.

3.   The SCEF sends a PFD Management Request message (SCEF ID, SCEF Reference ID(s), Application Identifier, one or more sets of PFDs and PFD operation, Allowed Delay) to the PFDF using the Application Identifier and the SP Reference ID as the SCEF ID and the SCEF Reference ID.”
CT3 would like to seek clarification how the PFDF uses the SCS/AS Identifier and the SP Reference ID as the SCEF ID and the SCEF Reference ID?
Some companies suggested that the SCEF could store those IDs received from the 3rd party and not send them the PFDF, as the application ID could be sufficient to associate the PFD context in Nu, and as only application ID is used on Gw/Gwn interfaces as specified in TS 23.203.
Step 2 expresses that the SCEF will use SCS/AS ID as the SCEF ID while step 3 expresses that the SCEF will use Application ID as the SCEF ID. CT3 kindly asks SA2 to fix the inconsistence between Step 2 and Step 3 indicated by the highlight parts.
[SA2 answer] SA2 agreed the delete the SCS/AS ID and SCEF ID at stage-2 level since we don’t find they are needed. 
It’s up to stage 3 to determine whether to specify those Ids over Nu interface in stage-3 level.
Question 3:
The agreed SA2 CR S2-172849 states:

NOTE 3:
It is assumed that all PCEF(s)/TDF(s) and SCEF(s) in an operator network are configured with the same default caching time value to be applied for all application identifiers.Within one PLMN, "push" mode only, "pull" mode only or a combination of "pull" and "push" mode may be supported if the feature is supported.
When only "pull" mode is supported in one PLMN, if the Allowed Delay is shorter than the caching time value stored for this application identifier, the PFDF sends a response to SCEF with an indication that the Allowed Delay cannot be met. The PFDF may still store the PFD(s). The PFDF shall also include the caching time value to the SCEF and the SCEF shall forward it to the ASP when informing that the Allowed Delay could not be met.

CT3 would like to ask whether the PFDF also needs to check the allowed delay against the default caching time and thus needs knowledge of the configured allowed delay? Or does SA2 assume that this check is performed by the SCEF, and does SA2 assume that application specific caching time are thus always shorter or longer than the default caching time? 
[SA2 answer] 
-      If there is a application specific timer for Application Id, it will be used. Otherwise, the default timer will be used. The value for application specific and default timer shall be left for operator configuration and will not be standardized.
-         SCEF is configured based on the SLAs (for authentication, authorization etc of 3rd parties). SCEF does not need to know whether push or pull is used, and what caching time is used.

-          If the SCEF is configured with a “Minimum allowed delay” based on SLA it can check against the request from the ASP. This could however be optional. 

-          PFDF and PCEF/TDF handles the caching times, pull/push modes etc. They are configured with a default caching time. PFDF can also be configured with application specific caching times for those cases where this is needed. Configuration need to ensure that the caching time is smaller than the minimum allowed delay as agreed in SLA.
2. Actions:

To CT3 group.

ACTION: 
SA2 sincerely asks CT3 to take above answers into account.
3. Date of Next TSG-SA2 Meetings:
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