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	Reason for change:
	In CIoT_Ext, it was concluded that “In order to support reliable data delivery between the UE and the SCEF, Solution 5, Alternative 5a, Option 1, titled "Based on UE - SCEF acknowledgment" in clause 6.5 is the basis for the normative work for providing a mechanism for the UE to determine if the data was successfully delivered to the SCEF and vice versa.” (TR 23.730, Section 8.2). Solution 5, Alternative 5a, Option 1 says that the packets should contain a “Message Type: Identifies if the PDU is a new message that requires no acknowledgement, a new message that requires an acknowledgement, or an acknowledgment.” (TR 23.730, Section 6.5.1.2.1).
At CT1 #103, C1-171621 was approved.  C1-171621 states that “The source port number identifies the application on the originator and the destination port number identifies the application on the receiver.” However, the following note is also included: “It is FFS if the logical link will be identified by a pair of port numbers or a single port number.” However, Solution 5, Alternative 5a, Option 1, from the CIoT_Ext conclusion, describes that the source and destination are identified separately. (TR 23.730, Section 6.5.1.2.1). Identifying the source and destination separately is necessary to support the UE – SCS/AS communication scenarios listed in S2-17xxxx.
It should be stated that RDS information should be captured in CDRs.



	
	

	Summary of change:
	Updated the description of the Reliable Data Service to make it clear that the protocol uses a header to acknowldge delviery, request acknowldfgment, etc.
Added text to say that the header is used to identify the application on the originator and identify the application on the receiver.

Added text to point out that the application identifiers and whether an acknowledgement was requested is to be reflected in SCEF CDRs.
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Stage 2 specifications would not be clear with respect to how the RDS procotol identifies the source and destination.
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*******************************First Change******************************************
4.5.14.3
Reliable Data Service

The Reliable Data Service may be used by the UE and SCEF when using PDN Connection of PDN Type 'Non-IP'. The service provides a mechanism for the SCEF to determine if the data was successfully delivered to the UE and for UE to determine if the data was successfully delivered to the SCEF. When a requested acknowledgement is not received, the service retransmits the packet. The service is enabled or disabled based on APN Configuration per SLA.
NOTE 1: How the service handles retransmissions is left to stage 3.
When the service is enabled, a protocol is used between the end-points of the Non-IP PDN Connection. The protocol uses a packet header to identify if the packet requires no acknowledgement, requires an acknowledgement, or is an acknowledgment and to allow detection and elimination of duplicate PDUs at the receiving endpoint. Port Numbers in the header are used to identify the application on the originator and to identify the application on the receiver. 
5.13.7
Charging Principles

The support of accounting functionality for NIDD via SCEF is optional. Depending on operator configuration the MME, SGSN, SCEF and IWK-SCEF support accounting functionality for NIDD via SCEF.

Accounting information shall be generated for every NIDD request and response message.

Accounting information, e.g. number of successful NIDD Submit Request, number of failed NIDD Submit Request etc is collected by the MME, SGSN, SCEF, and IWK-SCEF for intra-operator use, and also for inter-operator settlements.
In order to enable correlation of SCEF CDRs and SCS/AS charging records, the Reliable Data Service port numbers are included in SCEF CDRs.
NOTE 2:
The details of the required accounting information are outside the scope of this specification.

The NIDD via SCEF feature shall support charging in accordance with TS 32.240 [28]. Interaction with Offline Charging systems shall be supported.

