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Abstract of the contribution: This contribution proposes call flow description of N2 release procedure for untrusted non-3GPP.

Proposal
It is proposed to add the N2 release procedure via N3G in the TS 23.502.
BEGIN CHANGES

4.12.x N2 release procedure via untrusted non-3GPP access
This procedure is used to release the N2 signalling connection and the IKEv2 SA for a UE. The procedure will move the UE from CM-CONNECTED to CM-IDLE in both the UE and AMF, and all UE related context information is deleted in the N3IWF.
Both N3IWF-initiated and AMF-initiated N2 release procedures are shown in Figure 4.12.x-1.
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Figure 4.12.x-1: N2 release procedure via untrusted non-3GPP access 
1.
The UE has already registered in the 5G Core network and may have established one or multiple PDU sessions.
2.
The N3IWF detects that the UE is not reachable or the UE has triggered the release of the IPsec connection.
3.
The N3IWF sends a N2 UE Context Release Request message (Cause) as the step 1b defined in clause 4.2.x to the AMF (N2 Release procedure). The Cause indicates the reason for the release (e.g. liveness check failure, rekeying of IKE SA failure, IPsec released, etc.)
NOTE:
 N2 Release procedure may also be triggered by an AMF internal event and in that case step 2 and step 3 do not take place.
4.
As in Step 2 to 4 defined in clause 4.2.x (N2 release procedure).
5.
The AMF sends N2 UE Context Release Command message with a cause code to the N3IWF, as in step 5 defined in clause 4.2.x. (N2 Release procedure)
6.
If the IKEv2 tunnel has not been released yet in step2, the N3IWF performs the release of the IPsec tunnel as defined in RFC 7296 [3] indicating to release the IKE SA and any child IPSec SA if existing. The N3IWK sends to the UE the indication of the release reason if received in step 5, e.g. reactivate required. 
7.
The UE sends an empty INFORMATIONAL Response message to acknowledge the release of the IKE SA as described in RFC 7296 [y]. The N3IWF deletes the UE's context after receiving the empty INFORMATIONAL Response message.

8.  The N3IWF confirms the release of the UE-associated N2-logical connection by returning N2 UE Release Complete to the AMF as in step 7 defined in clause 4.2.x (N2 Release procedure). The AMF marks the UE as CM_IDLE state via untrusted non-3GPP access. 
END of CHANGES
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