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Abstract of the contribution: This contribution proposes to update AMF functional description to include the URSP forwarding and SMF selection function.
1. Discussion
1. [bookmark: OLE_LINK1]In SA2 meeting #120, the following description is included to TS 23.501 V0.4.0:
URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF does not change the URSP provided by PCF.
This proposal updates the AMF functional description to involve the URSP forwarding function. 
2. Following description is involved in TS 23.501 V0.4.0: 
The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.
Therefore, SMF selection also is one of the AMF functionalities.
2	Proposal
It is proposed to agree on the proposed changes to TS 23.501.

[bookmark: _Toc476030860]*************** Start of changes *********************
[bookmark: _Toc476480203]6.2.1	AMF
The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of a AMF:
-	Termination of RAN CP interface (N2).
-	Termination of NAS (N1), NAS ciphering and integrity protection.
-	Registration management.
-	Connection management.
-	Reachability management.
-	Mobility Management.
-	Lawful intercept (for AMF events and interface to LI System).
-	SMF selection
-	Provide transport for SM messages between UE and SMF.
-	Provide transport for URSP from PCF to UE
-	Access Authentication.
-	Access Authorization.
-  Provide transport for SMS messages between UE and SMSF. 
-	Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.
-	Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
NOTE:	Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.
Editor's note:	When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:
-	Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.
Editor's note:	The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-	Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:	The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-	Support of authentication of UEs connected over N3IWF.
-	Management of mobility and authentication/security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.
-	Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.
-	Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE:	Not all of the functionalities are required to be supported in an instance of a network slice.

*************** End of changes *********************
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