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Abstract of the contribution: This paper proposes the deployment possibilities of the PCF within 5GC and alternative solutions for discovery and selection of PCF.
Discussion

1
Introduction

As described in S2-172497 of SA2 #120, there are a number of deployment possibilities:
· The same PCF can handle both UE level policies and session level policies.  
· Separate PCFs can be deployed to handle UE level policies and session level policies. 
· It is also possible to deploy separate independent PCFs to handle policy and charging domain for different DNNs. For example, PCC may be enabled on a per DNN basis.  
In network slice scenario, there are also different deployment possibilities:
· A unique PCF that is common for all the slices and provides policy decisions for UE level policies and session level policies. 
· Separated PCFs can be provided per slice as isolated and specific resources to provide session level policies and a shared PCF common to all slices to provide UE level policies. 
Since there are a number of deployment possibilities, it needs a resolution mechanism to implement PCF discovery and selection.
Whether there are interactions between different PCFs is FFS in phase 2.
2
Consideration on the Solutions of PCF discovery and selection
If PCF is stateful, the PCF discovery and selection includes two parts:
· Part 1: Allocate a PCF for a N7/N15/N24 session.
· Part 2: Determine the already allocated PCF for a N5 session when N5 session is established to correlate the AF service session information with the right PDU‑CAN session (PCC session binding).
If PCF is stateless, Part 1 is needed and Part 2 is not needed.
For Part 1, considering with the above deployment possibilities, the factors for PCF allocation include:
· Operator’s configuration

· Policy type (UE level or session level)

· DNN

· Slice info

In EPS, it is DRA to implement PCRF discovery and selection. In 5GS, a similar function is needed. There are two possible solutions:
1) A new function is defined to support PCF discovery and selection, which is named PCF Selection Function. 
2) Extending an existing function to support PCF discovery and selection. In 5GS, the NRF is used to discover and select NF instances. So it can extend NRF to implement PCF discovery and selection.
For stateless PCF, the PCF Selection Function or NRF only need to select an appropriate PCF according to the above factors in different scenarios, e.g. select a PCF supporting UE level policy for a N15 session.
For stateful PCF, the PCF Selection Function or NRF does not only select a suitable PCF according to the above factors, but also need to make sure that all messages of a session (e.g. N5/N7/N15) are served by one PCF and select the already allocated PCF for a N5 session to correlate the AF service session information with the right PDU‑CAN session.
It can be seen that if defining a new function to support PCF discovery and selection, part functionalities of the new function (e.g. selecting an appropriate PCF according to the above factors) is similar as the NRF, which will add the redundance of the system, i.e. NRF and PCF Selection Function are both responsible for NF discovery and selection, just for different NF type. However, to guarantee that the same PCF is selected to deal with all the messages of a session, UE related information is needed, which is currently not available for NRF. Therefore, it is proposed to let PCF Selection Function to support PCF discovery and selection. Whether the new NF is an extended NRF is FFS. 
If PCFSF solution is decided to support PCF discovery and selection, besides NF instance selection, the PCFSF needs to support PCC session binding described above. If PCFSF itself is stateful, it needs to save the session binding information locally. Else if the PCFSF is stateless, the PCFSF needs to save the session binding information to a data storage function. When the AF establishes the N5 session, it should get the binding information from the data storage function firstly.
The data storage function can be UDM, SDSF or UDSF. 
If the data storage function is UDM, then in LBO roaming scenario with AF in VPLMN, the vAF would need to visit the UDM to get the session binding information. Since the UDM is located in the HPLMN, when the vAF initiates N5 session, it needs to interact with the UDM in the HPLMN to get the session binding information so as to select the right vPCF. In this case, the visiting path is very redundant.
If the data storage function is SDSF, then every time when NRF selects a PCF for a N7 session, it should store the session binding information to the SDSF via NEF. And when AF initiates a N7 session, it would retrieve the session binding information via NEF. This would introduce unnecessary interactions with the NEF.
If the data storage function is UDSF, which is used to save the unstructured data, it is conflicting with the session binding information, which is structured data and shared by different NFs (SMF and AF).
In a network slicing scenario, the PCFSF can be deployed within a slice to select a PCF, for example for session level policies. The PCFSF can be also deployed out of a slice to select a PCF, for example for UE level policies.
It can be seen that no matter which function the data storage function corresponds to, there are obvious disadvantages. It is proposed that the PCFSF saves the session binding information locally.
Proposal

It is proposed to extend the PCFSF to support PCF discovery and selection and update it to TS 23.501.
* * * First change* * * *
A.4.x

PCF Discovery and Selection

A.4.x.1 
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
A single logical PCF entity may be deployed by means of multiple and separately addressable PCFs.

-
Different deployment options are supported:

-
It shall be possible to deploy a network so that the same PCF can be allocated for all PDU sessions for a UE and for the UE context session established via N15. 
-
It shall be possible to deploy a network so that different PCFs may serve different types of policies or different DNNs or different slices. For example, PCC may be enabled on a per DNN basis. Another example is that a PCF may serve only UE level policies (UE policies and UE access and mobility management policies), or only PDU session policies (Policy and changing control policies). 

Editor’s note: Whether there are interactions between different PCFs and whether the deployment options impact the network architecture are FFS in phase2.

-
The PCF shall be able to correlate the AF service session established over N5 with the right PDU‑CAN session (PCC Session binding) established over N7.
-
The entities interacting with the PCF shall be able to provide different sets of information about the UE and PDU sessions. For example:

-
The AF provides information about UE IP address, DDN and if available, Slice information (i.e. S-NSSAI) and UE identity.
-
The SMF provides information about user identity, the DDN, the UE IP address(es) for a certain PDU session and slice information (i.e. S-NSSAI).
-
The AMF provides information about user identity.

-
The PCFSF(PCF Selection Function) shall be able to store association information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU‑CAN Session.

When the PCFSF firstly receives a request for a certain PDU‑CAN Session (e.g. from the SMF), the PCFSF selects a suitable PCF for the PDU‑CAN Session and stores the PCF address. Subsequently, the PCFSF can retrieve the selected PCF address according to the information carried by the incoming requests from other entities (e.g. the AF).


When the PDU‑CAN Session terminates, the PCFSF shall remove the information about the PDU‑CAN Session. 
-
The PCFSF shall be able to store association information about the user identity and the selected PCF address for a certain UE Context Session.
When the PCFSF firstly receives a request for a certain UE Context Session (e.g. from the AMF), the PCFSF selects a suitable PCF for the UE Context Session and stores the PCF address. 


When the UE Context Session terminates, the PCFSF shall remove the information about the UE Context Session.
Editor’s Note: whether the PCFSF is an extended NRF is FFS.
A.4.x.2 
Solution principles

The PCFSF is used to implement PCF discovery and selection. This resolution mechanism is not required in networks that utilise a single PCF. The PCFSF has the following roles:

-
When deployed, PCFSF needs to be contacted at first interaction point for a given SMF and PDU‑CAN Session.
-
When deployed, PCFSF needs to be contacted at first interaction point for a given AMF and UE Context Session.
-
When deployed, the PCFSF is on the routing path when initiating a session with a PCF over N7, N5, N15 and N24.

-
The PCFSF is involved at PDU‑CAN Session establishment by the SMF.
-
The PCFSF is involved at UE Context Session establishment by the AMF.
-
After PDU‑CAN Session establishment, the PCFSF ensures that the same PCF is contacted for N5 and N7.

-
The PCFSF keeps status of assigned PCF for a certain UE and PDU‑CAN Session.
-
The PCFSF keeps status of assigned PCF for a certain UE and UE Context Session.
-
In roaming scenarios, there is only a single vPCF for PDU‑CAN session and AF sessions belonging to a single PDU session of the UE.

In roaming scenarios, either home routed or local breakout, if the PCFSF is deployed, the vPCF is selected by the PCFSF located in the visited PLMN, and the hPCF is selected by the PCFSF located in the home PLMN.

The parameters available for the PCFSF to be able to determine the already allocated PCF depend on the reference point over which the PCFSF is contacted, as described in clause A.4.x.1.
* * * End of changes* * * *
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