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Abstract of the contribution: This contribution discusses, for the non-3GPP access, when to de-register a UE and whether there is a need for a CM-IDLE state on non-3GPP access. 
Discussion
At SA2#120 meeting, it was agreed that there is no periodic registration over non-3GPP access. It was questioned:
· What are the triggers for de-registering a UE in non-3GPP access;

· What happens for the active PDU sessions when a UE registered in both 3GPP access and non-3GPP access becomes de-registered in non-3GPP access;
· Whether there is a need for an IDLE state for a UE in non-3GPP untrusted access when the UE is in RM-REGISTERED state. 

1) What are the triggers for de-registering a UE in non-3GPP access
Lets' assume that the UE is only registered to non-3GPP access. When the IPsec tunnel is released, the N3IWF releases N2 connection. The AMF should then de-register the UE locally. The only question is whether the AMF should de-register the UE immediately or after a certain time. This is discussed later.
2) What does happen for the active PDU sessions when a UE registered in both 3GPP access and non-3GPP access becomes de-registered in non-3GPP access

If a PDU session is not restricted to non-3GPP access by CN policies, i.e. single AMF for both accesses where the PDU session can use 3GPP access or non-3GPP access, there is no reason to release the PDU session as long as the UE is registered at least on one access. Indeed, 
· releasing the PDU session would prevent the UE to re-activate the PDU session on the 3GPP access;

· the UE can still be paged through the 3GPP access. On this point, several solutions can be envisaged: the UE receiving the paging can re-activate the PDU session over the 3GPP access, or over a specific access determined by UE policies or by a specific paging indication. This does not influence the conclusions of the present paper. It is discussed in another paper (S2-173294). 
However, as soon as the UE becomes de-registered on both 3GPP and non-3GPP accesses, the PDU sessions will be released.
If a PDU session is restricted to non-3GPP access by CN policies, it shall be released when the UE becomes RM-DEREGISTERED on non-3GPP access. In the same way, if a PDU session is restricted to 3GPP access, it shall be released when the UE becomes RM-DEREGISTERED on 3GPP access.
Conclusion 1: When the UE is registered on both 3GPP and non-3GPP accesses, de-registration of a UE on one access:

· does not result in releasing the PDU session(s) that are not restricted to that access;
· implies the release of the PDU session(s) that are restricted to that access (after the implicit detach timer have expired).
3) Whether there is a need for an IDLE state for a UE in non-3GPP untrusted access when the UE is in RM-REGISTERED state
To answer this question, we need to list the scenarios when re-activating a PDU session is needed or desirable. 
Scenario 1: the UE is registered on both 3GPP access and non-3GPP access and has PDU session(s) on non-3GPP access. The UE detects the loss of IPsec tunnel.
In that case, N2 connection is released and, even if the AMF de-registers the UE immediately, the PDU session is not released (it just becomes INACTIVE). The PDU session can be re-activated on the 3GPP access if UE policies allow it. There is no specific need for a CM-IDLE state on non-3GPP access in this scenario. 

Scenario 2: the UE is registered on both 3GPP access and non-3GPP access and has PDU session(s) on 3GPP access. The UE detects the loss of RRC connectivity. 
Obviously, there is no specific need for CM-IDLE state on non-3GPP access in this scenario.
Scenario 3: the UE is only registered on non-3GPP access and has PDU session(s) on non-3GPP access. The UE detects the loss of IPsec tunnel.
In that case, the loss of IPsec tunnel will be detected via the IKEv2 DPD (Dead Peer Detection) timer. Per RFC 3706, "with DPD, each peer's DPD state is largely independent of the other's. A peer is free to request proof of liveliness when it needs it -- not at mandated intervals". This means that the UE may detect the loss of IPsec tunnel before or after the N3IWF.
Let's assume that there is no CM-IDLE state on non-3GPP access: as soon as the IPsec tunnel is detected as lost, the UE is deregistered by the AMF i.e. via N2 Release. If the UE detects the loss of IPsec tunnel some time before the N3IWF does, the UE has some chance to re-authenticate and re-activate the PDU session. But if the UE detects the loss of IPsec tunnel after the N3IWF does, the PDU session will be released before the UE can re-activate the PDU session.
This means that in the two following cases:
· The user is in a building/basement with WLAN coverage only and moves from one WLAN AP to another;

· The user is in a building/basement with WLAN coverage only and temporarily moves to an area with no coverage (3GPP coverage is recovered only after a certain time e.g. entering in the elevator before going outside),

the PDU session(s) will be released and the UE will have to re-establish them. Moreover, as the IP address will be lost, the UE will have to IMS register again.

Hence, we believe that the UE should not be de-registered by the AMF immediately at N2 Release. So the UE should be maintained as RM-REGISTERED for some time after N2 Release. On the other hand, the AMF cannot keep the UE as CM-CONNECTED because the IPsec tunnel is released. This means that the UE should be kept in CM-IDLE state for a certain time T on the non-3GPP access. When timer T expires, the UE is deregistered by the AMF. 

Conclusion 2: When the UE is only registered on non-3GPP access and the N2 connection is released, the UE shall not be de-registered immediately by the AMF on the non-3GPP access. Instead the UE shall be moved to CM-IDLE state and a de-registration timer for the non-3GPP access shall be set. At the expiry of the de-registration timer, the UE is moved to RM-DEREGISTERED state.
4) What happens when the UE is only registered on non-3GPP access and the de-registration timer has not expired (the UE is in CM-IDLE over non-3GPP access)
If the UE wants to re-activate the PDU session over non-3GPP access, it just need to re-establish the IPsec tunnel with the N3IWF (which includes a retrieve of the credentials by the N3IWF from the AMF/SEAF), and to initiate a Service Request procedure to re-activate the PDU session (not a NAS Registration Request procedure because the UE is already registered over non-3GPP access). 
Note that the mechanisms to re-establish the IPsec tunnel and sending NAS signalling can be performed in one procedure (e.g. if NAS request message is sent by the UE via IKEv2) or in two procedures (e.g. if the IKEv2 protocol is only used to re-establish the IPsec tunnel in which the NAS request message is sent by the UE). This is not the goal of this paper to specify this. 

The UE cannot be paged on non-3GPP access, even if it is registered, during the time the de-registration timer is running, so the UE is considered as unreachable as long as the IPsec tunnel has not been re-established by the UE, 
5) What happens when the UE is only registered on non-3GPP access and the de-registration timer has expired (the UE is in RM-DEREGISTERED over non-3GPP access)
On the network side, when the CN de-registration timer expires, the CN releases the PDU sessions. On the UE side, after the UE de-registration timer expires, instead of a Service Request, the UE needs to re-register on the non-3GPP access.

Conclusions 3: Even if the UE is not pageable on non 3GPP access, introducing CM-IDLE state only bring advantages:

-
the UE has been able to re-activate all the PDU sessions;

-
because the IP address of the IMS signalling PDU session is not changed, there is no need for the UE to IMS register again;

-
the CM-IDLE state in non-3GPP access provides more access agnostic design, which is expected to simplify the implementation.
6) Commonalities between UE states in 3GPP access and in non-3GPP access

In both 3GPP and non-3GPP accesses:

· A UE NAS timer (Periodic TAU timer in 3GPP access, and UE Deregistration timer in non-3GPP access) is provided to the UE by the AMF. 

· A Network NAS timer (UE reachable timer followed by the implicit Detach timer in 3GPP access, and AMF Implicit Deregistration timer in non-3GPP access) is configured in the AMF.
· When the N2 interface is released by the (R)AN and the UE is moved to CM-IDLE state, the UE NAS timer starts in the UE and the Network NAS timer starts in the AMF.
· When the Network NAS timer expires, the AMF deregisters the UE.

The differences are:
· In 3GPP access, when the UE NAS timer (Periodic TAU timer) expires, the UE initiates a Periodic Registration procedure so that the UE is not deregistered by the AMF. 
Whereas in non-3GPP access, when the UE NAS timer (non-3GPP Deregistration timer) expires, the UE transitions to RM-DEREGISTERED state. 
This difference does not change the AMF behaviour compared to 3GPP access. 
· In 3GPP access, the UE can be paged (unless it has negotiated MICO mode with the network), whereas in non-3GPP access, the UE cannot be paged.

Conclusion 4: Apart from the paging capability aspects, the AMF behaviour is identical for both 3GPPP and non-3GPP accesses.
Summary for the transitions between RM-DEREGISTERED and CM-IDLE/RM-REGISTERED states over non-3GPP access:

· The NAS MM Registration procedure over non-3GPP access causes the UE to transition from RM-DEREGISTERED state to RM-REGISTERED/CM-IDLE state.

· The IPsec tunnel is released by the UE either explicitly or due to UE IKEv2 DPD timer expiration. This will result in the UE state changes from CM-CONNECTED to CM-IDLE. The UE non-3GPP Deregistration timer, provided by the AMF during the registration procedure, is started when the UE goes to CM-IDLE state. When the UE non-3GPP Deregistration timer expires, the UE state changes to DE-REGISTERED state. 

· The N2 connection is released by the network either explicitly or due to N3IWF IKEv2 DPD timer expiration. This will result in the UE state transition from CM-CONNECTED to CM-IDLE in the AMF. The AMF non-3GPP Implicit Deregistration timer is started when the UE goes to CM-IDLE state. When the AMF non-3GPP Deregistration timer expires, the UE state changes to DE-REGISTERED state in the AMF.
Proposal
Following changes to TS 23.501 are proposed: 
FIRST CHANGE
5.3.2.4
Support of a UE registered over both 3GPP and Non3GPP access

For a given serving PLMN there is one RM context for a UE for each access, e.g. when the UE is consecutively or simultaneously served by a 3GPP access and a Non3GPP access (N3IWF) of this PLMN.

An AMF associates multiple access-specific RM context for an UE with:

-
a Temporary Identifier that is common between 3GPP and Non3GPP. This Temporary Identifier is globally unique.

-
a registration state per access type (3GPP / Non-3GPP)

Editor's note:
It is FFS where it is possible to define an Unique registration state applying to both 3GPP access and Non-3GPP access.

-
a registration areas per access type: one registration area for 3GPP access and another registration areas for non 3GPP access.

-
A periodic registration timer for 3GPP access.

Editor's note:
It is FFS whether a registration timer is used for the registration over Non-3GPP access

Registration areas for the 3GPP access and the non-3GPP access are independent. A UE shall not perform periodic registration update over a non-3GPP access.

The AMF assigns to the UE a single Temporary Identifier that is used over 3GPP and Non-3GPP access. The Temporary Identifier is assigned upon the first successful registration of the UE, and is valid over any of both 3GPP and Non-3GPP access for the UE. Upon performing any initial access over the non-3GPP access or over the 3GPP access, the UE provides the temporary ID it has received in earlier successful registration over any access. This enables the AN to select an AMF that maintains the UE context created at the previous registration procedure, and enables the AMF to correlate the UE request to the existing UE context. The temporary identifier may be assigned or re-assigned over any of the 3GPP and Non-3GPP access.

When the UE is successfully registered to an access (3GPP access or non-3GPP access respectively) and the UE registers via the other access:

-
if the second access is located in the same PLMN (e.g. the UE is registered via a 3GPP access and selects a N3IWF located in the same PLMN), the UE shall use for the registration via the new access the Temporary UE identifier that the UE has been provided at the previous registration in the same PLMN.
-
if the second access is located in a PLMN different from the PLMN of the first access (e.g. the UE is registered to a 3GPP access and selects a N3IWF located in a PLMN different from the PLMN of the 3GPP access, or the UE is registered over non-3GPP and registers to a 3GPP access in a PLMN different from the PLMN of the N3IWF), the UE shall  use for the registration to the new access a Temporary UE identifier only if it has got one that was received from the same PLMN.

When a UE Temporary Identifier assigned during a registration procedure over 3GPP (e.g. the UE registers first over a 3GPP access) is location-specific, e.g. refers to a geographical Group Id, the same UE Temporary Identifier can be re-used over the non-3GPP access when the selected N3IWF function is in the same PLMN as the 3GPP access. When an UE Temporary Identifier is assigned during a registration procedure performed over a Non 3GPP access (e.g. the UE registers first over a non-3GPP access) refers to a non-geographical Group Id, the Temporary Identifier may not be valid for NAS procedures over the non-3GPP access and during a registration procedure over the 3GPP access an AMF relocation is needed.

The deregistration request may be associated with an indication of whether it applies only to the access on which the de-registration procedure is run or to all accesses of the UE (3GPP and Non-3GPP access).

When the UE is registered on 3GPP and non-3GPP access, de-registration of a UE on one access shall not result in releasing PDU session(s) not restricted to that access by CN operator or user policies. If a PDU session is restricted to an access (non-3GPP) by CN operator or user policies, it shall be released when the UE becomes RM-DEREGISTERED on that access.
Registration Management over Non-3GPP access is further defined in clause 5.5.2.

NEXT CHANGE
5.5
Non-3GPP access specific aspects

5.5.1
Registration Management

The UE shall enter RM-DEREGISTERED state on non-3GPP access:

-
after performing an explicit Deregistration procedure;
-
at the AMF, following a non-3GPP N2 Release, after the network non-3GPP Implicit Deregistration timer has expired. This timer is started as described in clause 5.4.1.1, where the non-3GPP mobile reachable timer is set to zero. 
-
at the UE, following a release of the Nwu signalling connection, after the UE non-3GPP Deregistration timer has expired. The UE non-3GPP Deregistration timer value is provided by the AMF during a registration procedure and the UE non-3GPP Deregistration timer is started whenever a UE enters non-3GPP CM-IDLE state.
NOTE: 
This is assumed to leave sufficient time to allow the UE to re-activate PDU sessions over 3GPP or non-3GPP access;


Editor's note:
Scenarios of network triggered re-registration due to N3IWF relocation due to the UE mobility are FFS.

For an UE that is registered over Non-3GPP access, a change of the point of attachment (e.g. change of WLAN AP) shall not lead the UE to perform a registration update procedure.

A UE shall not provide 3GPP-specific parameters (e.g. indicate a preference for MICO mode) during initial registration or registration update over a non-3GPP access.

NEXT CHANGE
5.5.2
Connection Management

A UE that successfully performs a registration procedure and is in RM-REGISTERED over an Untrusted Non-3GPP access transitions to CM-CONNECTED state for the Untrusted Non-3GPP access.

In case of Untrusted Non-3GPP access to 5GC, the release of the Nwu signalling connection between the UE and the N3IWF shall be interpreted as follows:

-
By the N3IWF as a criterion to release the N2 connection;
-
By the UE as a criterion to move to CM-IDLE state. When the UE is moved to CM-IDLE, the non-3GPP Deregistration timer is set by the UE. The non-3GPP Deregistration timer is stopped when the UE moves to CM-CONNECTED state or to the RM-DEREGISTERED state.

NOTE:
When moved to CM-IDLE state, the UE may re-activate the PDU sessions over the non-3GPP access or the 3GPP access, per UE policies and depending on the availability of these access.

In case of Untrusted Non-3GPP access to the 5GC, when the AMF releases the N2 interface, the N3IWF shall release all the resources associated with the UE including the NWu connection with the UE. An UE cannot be paged over Untrusted Non-3GPP access in CM-IDLE state. The UE is only reachable for mobile terminated data or signalling over non-3GPP access when the UE is in CM-CONNECTED mode.
When a UE registered simultaneously over a 3GPP access and a non-3GPP access moves all the PDU sessions to one of the accesses, whether the UE initiates a de-registration in the access that has no PDU sessions is up to the UE implementation. 

Whether the AMF initiates a deregistration procedure towards a UE that has no PDU sessions over the non-3GPP access, depends on network policies.

Editor’s Note: whether this statement applies to both 3GPP and non-3GPP access is FFS.

Release of PDU sessions over the non-3GPP access does not imply the N2 connection release.

END OF CHANGES
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