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Abstract of the contribution: This contribution clarifies that the AMF does not need to store the PDU session state in order to follow the MM-SM separation principle. Releated procedures, including UE Context Release in RAN, Service Request, Session Establishment, are updated. A solution to handle the case that the (R)AN rejects the PDU session establishment request in Service Request procedures is also proposed. 
1. Introduction
In some procedures of TS 23.502, such as UE Context release in the AN and Handover procedures, it is assumed that the AMF stores the PDU session state (activated or deactivated). However, this assumption violates the AMF and SMF separation principle. 

In this contribution, we analyse advantages and disadvantages of storing PDU session state in the AMF. Then alternative solutions that follow to AMF and SMF separation principle is proposed. 

1.1
Analysis of Related Procedures

The pros and cons of storing PDU session state in the AMF are summarized in Table 1. The only major benefit of the AMF to know the PDU session state is to save some messages that may not be needed to be sent to some SMF. However, this benefit come from violating the MM-SM separation principle. There are alternative solutions that does not require the knowledge of PDU session state at the AMF.
Table 1: Pros and cons of current procedures related to storing PDU session state in the AMF

	Procedure/design principle
	AMF knows PDU session state
	AMF does not know PDU session state

	Separation of SMF and AMF
	Violate the separation principle, although the functionalities of AMF and SMF are still fully separated.
	Fully separated.



	Complexity of AMF
	More complex
	Less complex

	Clause 4.2.6, UE Context Release in RAN: Which SMF does AMF need to send PDU session deactivation requests?
	Only the SMFs serving activated PDU sessions
	All SMF



	Clause 4.9.1.1, Handover procedures:

Does Target RAN need to send the list of rejected PDU session to AMF?
	No need

(minor) benefit: saving the size of path switch message 
	Yes

	Clause 4.2.3, Service Request procedures: The SMF needs to send PDU session state to the AMF?
	Yes, 1 additional message, e.g. in step 12 of procedure 4.2.3.2-1.
	No


 
1.2
Propose Solution

It was agreed that the AMF provides "UE Mobility Event Notification" service in clause 5.2.2.2 of TS 23.502. The SMF can subscribe to this service if the SMF serve at least one PDU session of a specific RAT. The SMF can subscribe to this service even if all of PDU sessions it serves are deactivated. Regarding UE Context Release in the AN procedure, the SMF can subscribe to "UE Mobility Event Notification" triggered by CM state change from CONNECTED to IDLE state when the UE request session establishment or session activation. Then the AMF just needs to send “UE Mobility Event Notification(mobility event container)", in which the mobility event container indicates the CM state transitioning to CM-IDLE, to the subscribed SMF. It is up to SMF to decide suitable actions.

Proposal 1: The AMF does not store the PDU session state. The SMF shall subscribe to "UE Mobility Event Notification" service of the AMF in order to get notified the CM state transition to CM-IDLE.

The SMF may subscribe to "UE Mobility Event Notification" service of the AMF in Session Establishment and Service Request procedures.

In the Service Request procedures in TS 23.502, the AMF may reject service activation request. It is also possible that the (R)AN may not have resources to serve the PDU session. The (R)AN may reject the PDU session establishment request.
2. Proposal
The following update is to handle the case if the PDU Session Activation request is not accepted by the (R)AN.

Also, The SMF may subscribe to "UE Mobility Event Notification" in Service Request procedures.
* * * * Start of Changes Changes * * * *
4.2.3.2
UE triggered Service Request in CM-IDLE state
Editor's note:
Procedure includes aspects required to support network slicing.

The Service Request procedure is used by a 5G UE in CM‑IDLE state to request the establishment of a secure connection to an AMF. The UE in CM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or response to a network paging request. After receiving the Service Request message, the AMF may perform authentication, and the AMF shall perform the security procedure. After the establishment of a secure signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU session establishment from UE to the network, or the SMF, via the AMF, may start the User Plane resource establishment for the PDU sessions requested by network and/or indicated in the Service Request message.
Editor's note:
The state names (e.g. CM-IDLE, CM-CONNECTED) of the UE need to be aligned when decided
For any Service Request, the AMF may respond with a Service Response message to synchronize PDU session status between UE and network. The AMF may also respond with Service Reject message to UE, if the Service Request cannot be accepted by network.

For Service Request due to user data, network may take further actions if User Plane resource establishment is not successful.

NOTE:
The procedure in this clause 4.2.3.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane resource is always considered established for an active PDU session.
Editor's note:
The names of N2 message and N11 message are FFS.
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Figure 4.2.3.2-1: UE triggered Service Request procedure
1.
UE to (R)AN: MM NAS Service Request (PDU session ID(s), security parameters, PDU session status).


The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications.

If the Service Request is triggered for user data, the UE includes the PDU session ID(s) in NAS Service Request message to indicate the PDU session(s) that the UE needs to use. If the Service Request is triggered for signalling only,  the UE doesn't include any PDU session ID. When this procedure is triggered for paging response, if the UE needs to use some PDU session(s), the UE includes the PDU session ID(s) in MM NAS Service Request message to indicate the PDU session(s) that the UE needs to use. Otherwise the UE will not include any PDU session ID.

The PDU session status indicates the PDU sessions available in the UE.
Editor's note: It is FFS whether there is need to indicate the user data, signalling or paging response.

2.
(R)AN to AMF: N2 Message(MM NAS Service Request , 5G Temporary ID, Location information, RAT type, RRC establishment cause). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.

5G Temporary ID is obtained in RRC procedure. RAN selects the AMF according to Temporary ID. The Location Information and RAT type relates to the cell in which the UE is camping.


Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.

Editor's note:
The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.

Editor's note:
Procedures for the monitoring events for "Availability after DDN failure" are FFS.

Editor's note:
Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.

3.
If the Service Request was not sent integrity protected or integrity protection is indicated as failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.6.


If the UE triggered the Service Request to establish a signalling connection only, after the security exchange the UE and the network can send signalling and steps 4 and 7 to 12 are skipped.

4a.
[Conditional] AMF to SMF: N11 Message(PDU session ID(s)).


If the MM NAS Service Request message includes PDU session ID(s), or this procedure is triggered by SMF but PDU session IDs from UE correlates to other SMFs than the one triggering the procedure, the AMF sends N11 message to SMF(s) associated with the PDU session ID(s).
4b.
[Conditional] SMF to AMF: N11 Message (N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)) to the AMF.


Upon reception of the N11 Message in 4a, each SMF sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN.
The SMF may send UE Mobility Event Notification subscribe (UE ID, event filter) to the AMF as defined in clause 5.2.2.2. The event filter can be “CM State Change to CM-IDLE”, or “Serving Cell Change”.
5.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept).

RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions".

MM NAS Service Accept includes PDU session status in AMF.

AMF shall include at least one N2 SM information from SMF if the procedure is triggered for PDU session User Plane setup. AMF may send additional N2 SM information from SMFs in separate N2 message(s) (e.g. N2 tunnel setup request), if there is any. Alternatively, if multiple SMFs are involved, the AMF may send one N2 Request message to (R)AN after all the N11 messages from SMFs are received. In such case, the N2 Request message includes the N2 SM information received in each of the N11 messages and information to enable AMF to associate responses to relevant SMF.
6.
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions activated and Data Radio Bearers. The User Plane security is established at this step, which is described in detail in RAN specifications.

The RAN forwards the MM NAS Service Accept to the UE. The UE locally deletes context of PDU sessions that are not available in 5G CN.
7.
After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4.
8.
[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information. This step is described in detail in RAN specifications.

The message may include N2 SM information, e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 5.


If multiple N2 SM information are included in the N2 Request message in step 5, the N2 Request Ack includes multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.

If (R)AN accepts PDU session, the N2 SM information includes RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated.
If (R)AN does not accept PDU session, the N2 SM information includes PDU Session Reject, cause code.
Editor's note:
Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.

9.
[Conditional] AMF to SMF: N11 Message (N2 SM information, RAT Type) per PDU Session to the SMF.

If the AMF received N2 SM information (one or multiple) in step 8, then the AMF shall forward the N2 SM information to the relevant SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
Editor's note:
It is FFS how to handle the non-accepted QoS Flows.
Editor's note:
Procedure to pause charging by SMF is FFS.
10.
[Optional] If the PDU session is accepted, SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.


See clause x.y.z for details.
11a.
[Conditional] If the PDU session is accepted, SMF to UPF: N4 Session Update Request(RAN tunnel info).


If a User Plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
11b.
[Conditional] UPF to SMF: N4 Session Update Response.

See clause x.y.z for more details.


4.2.3.3
UE triggered Service Request in CM-CONNECTED state
Editor's note:
Procedure includes aspects required to support network slicing.

The Service Request procedure is used by a 5G UE in CM-CONNECTED to request establish User Plane resources for the PDU sessions.
Editor's note:
It is FFS how to handle if the not all the PDU session requested by the UE can be accepted by network.
The network may take further actions if User Plane resource establishment is not successful.

NOTE:
The procedure in this clause 4.2.3.3 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane resource is always considered established for an active PDU session.
Editor's note:
The names of N2 message and N11 message are FFS.
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Figure 4.2.3.3-1: UE triggered Service Request procedure in CM-CONNECTED state
1.
UE to (R)AN: MM NAS Service Request (PDU session ID(s)).


The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The MM NAS Service Request message shall be encrypted and integrity protected. The PDU session ID(s) in NAS message Service Request message indicates the PDU session that the UE selects to activate.

2.
(R)AN to AMF: N2 Message(MM NAS Service Request). Details of this step are described in RAN specifications. If the Service Request cannot be handled by the AMF, the AMF reject it.

The (R)AN forwards the MM NAS Service Request message to the AMF based on the existing N2 connection.
3a.
[Conditional] AMF to SMF: N11 Message (PDU session ID(s)).


The AMF sends N11 message to SMF(s) associated with the PDU session ID(s).
3b.
[Conditional]SMF to AMF: N11 Message (N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)) to the AMF.


Upon reception of the N11 Message in step 3a, each SMF sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN.
The SMF may send UE Mobility Event Notification subscribe (UE ID, event filter) to the AMF as defined in clause 5.2.2.2. The event filter can be “CM State Change to CM-IDLE”, or “Serving Cell Change”.
4.
[Conditional]AMF to (R)AN: N2 Request (N2 SM information (QoS profile, CN N3 Tunnel Info) received from SMF, MM NAS Service Accept).

If there are multiple PDU Sessions that involves multiple SMFs, AMF does not need wait for responses from all SMFs in step 3b.
5.
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions and Data Radio Bearers activated.

The RAN forwards the MM NAS Service Accept to the UE.
6.
After the User Plane radio resources for the selected PDU session are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 3b.
7.
[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information. This step is described in detail in RAN specifications.

The message may include N2 SM information, e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response).
If (R)AN accepts PDU session, the N2 SM information includes RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated.
If (R)AN does not accept PDU session, the N2 SM information includes PDU Session Reject, cause code.
Editor's note: Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.
8.
[Conditional] AMF to SMF: N11 Message (N2 SM information) per  PDU Session to the SMF.
Editor's note: It is FFS whether the non accepted QoS Flows exists and how to handle the non-accepted QoS Flows.
Editor's note: Procedure to pause charging by SMF is FFS.
9.
[Optional] If the PDU session is accepted, SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.


See clause x.y.z for details.
10a.
[Conditional] If the PDU session is accepted, SMF to UPF: N4 Session Update Request(RAN tunnel info and List of accepted QoS Flows).

If a User Plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
10b.
[Conditional] UPF to SMF: N4 Session Update Response.

See clause x.y.z for more details.


* * * * End of 1st Changes * * * *

Also, The SMF may subscribe to "UE Mobility Event Notification" in Session Establishment procedures.
* * * * Begin of 2nd Changes * * * *

4.3.2.2.1
Non-roaming and Roaming with Local Breakout
(skip the original text)
16.
SMF to AMF: SM response (Cause).


After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.
The SMF may send UE mobility event notification subscribe (UE ID, event filter) to the AMF as defined in clause 5.2.2.2, the event filter is “CM state change to CM-IDLE”.
Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

(skip the original text)

* * * * End of 2nd Changes * * * *

It is proposed to update UE context release in the AN procedure such that the AMF does not store the PDU session state

* * * * Begin of 3rd Changes * * * *

4.2.6
UE context release in the AN

This procedure is used to release the logical N2-AP signalling connection and the associated N3 User Plane connections.

When the N2-AP signalling connection is lost due to (R)AN or AMF failure, the UE context release in the AN procedure is performed locally by the AMF or the (R)AN as described in the procedure flow below without using or relying on any of the signalling shown between (R)AN and AMF. The UE context release in the AN causes all PDU sessions of the UE to be deactivated.

The initiation of UE context release in the AN procedure may be due to:

-
(R)AN-initiated with cause e.g. O&M Intervention, Unspecified Failure, AN (e.g. Radio) Link Failure, User Inactivity, Release due to UE generated signalling connection release, etc; or

-
AMF-initiated with cause e.g. Unspecified Failure, etc.

Both (R)AN-initiated and AMF-initiated UE context release in the AN procedures are shown in Figure 4.2.X-1.
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Figure 4.2.6-1: UE context release in the AN Procedure

1.
If there is some confirmed AN conditions (e.g. Radio Link Failure) or for other (R)AN internal reason, the (R)AN may decide to initiate the UE context release in the AN. In this case, the (R)AN sends a N2 UE Context Release Request (Cause) message to the AMF. Cause indicates the reason for the release (e.g. AN Link Failure, O&M intervention, unspecified failure, etc.).

The decision to initiate a UE context release in the AN Procedure may also be triggered by an internal AMF event 

2.
[Conditional] For each of the SMF serving PDU sessions that subscribed to UE Mobility Event Notification,  the AMF sends a N11 UE Mobility Event Notification(mobility event container). The mobility event container includes an UE identifier, (R)AN information, and event CM transition to CM-IDLE. 
Editor's note:
The  handling of the GBR QoS flows upon specific Release Causes will be determined as part of QoS discussions .

Editor's note:
It is FFS whether the (R)AN information is needed in case the UE has multiple connections. Alternatively, the mobility event container may contain the list of PDU Session ID(s).


3a
[Conditional] SMF to UPF: N4 Session Modification Request (AN tunnel info to be removed,).


The SMF initiates a N4 Session Modification procedure indicating the need to remove AN Tunnel Info.  Buffering command indicates whether the UPF shall buffer incoming DL PDU.
Editor's note:
It is FFS whether the request contains a Buffering command: If requested by “Buffering command”, the UPF starts buffering downlink PDU received for the UE and initiating the "Network Triggered Service Request" procedure, described in clause 4.2.3.3, if downlink PDU arrives for the PDU session

See clause 4.4 for more details.
3b.
[Conditional] UPF to SMF: N4 Session Modification Response acknowledging the SMF request.

See clause 4.4 for more details.


4.
The AMF sends to the (R)AN a N2 UE Context Release Request. In case the AN is a RAN this step is described in detail in RAN specifications. In case the AN is a N3IWF this step is described in clause 4.12.

NOTE: Step 4 can be performed before, in parallel, or after step 2.
5.
If the AN connection (e.g. RRC connection) with the UE is not already released (step 1), the (R)AN requests the UE to release the AN connection. Upon receiving AN connection release confirmation from the UE, the (R)AN deletes the UE's context.

6.
The (R)AN confirms the N2 Release by returning an N2 UE Context Release Complete () message to the AMF. With this, the signalling connection between the AMF and the (R)AN for that UE is released.
Editor's note:
During this procedure the AN may provide location information to the AMF. Details on the location information (e.g. Cell ID, TAI) provided by the AN e are FFS.

* * * * End of 3rd Changes * * * *
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