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*************** Start of the 1st changes ***************
Restore the original text
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*************** Start of the 2nd changes ***************
5.6.9
Session and Service Continuity

5.6.9.1
General

The support for session and service continuity in 5G system architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G system supports different session and service continuity (SSC) modes defined in this clause. The SSC mode associated with a PDU session anchor does not change during the lifetime of a PDU session. The following three modes are specified with further details provided in the next section:
-
With SSC mode 1, the network preserves the connectivity service provided to the UE. For the case of PDU session of IP type, the IP address is preserved.

-
With SSC mode 2, the network may release the connectivity service delivered to the UE and release the corresponding PDU session. For the case of IP type, the network may release IP address(es) that had been allocated to the UE.
-
With SSC mode 3, changes to the user plane can be visible to the UE, while the network ensures that the UE suffers no loss of connectivity. A connection through new PDU session anchor point is established before the previous connection is terminated in order to allow for better service continuity. For the case of IP type, the IP address is not preserved in this mode during relocation of the anchor.
Editors note:
It is FFS, when UL CL applies to a PDU session and the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, there is no SSC mode related operations associated to these additional PDU session anchors on the secondary branches as they are not visible from the UE (the same source IP address is used for all PDU session anchors).
Editors note:
It is FFS whether SSC mode should be defined per PDU session granularity.
5.6.9.2
SSC mode

Editor's note:
This section needs to be aligned with section 5.6.9.1.
5.6.9.2.1
SSC Mode 1

For a PDU session anchor of SSC mode 1, the UPF acting as PDU session anchor at the establishment of the PDU session is maintained regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network.

In case of a PDU session of IP type, IP continuity is supported regardless of UE mobility events.

In this release, for a multi-homed PDU session where the first PDU session anchor operates in SSC mode 1, the SSC mode 1 applies only to the first Prefix of the PDU session: for such sessions, if the network decides (based on local policies) to allocate additional PDU session anchors / Prefixes to a PDU session established in SSC mode 1, SSC mode 3 applies to these additional Prefixes.

In this release, when UL CL applies to a PDU session where the first PDU session anchor operates in SSC mode 1, the SSC mode 1 applies only to the Prefix/address sent to the UE, If the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, SSC mode 2 applies to these additional PDU session anchors.

SSC mode 1 may apply to any PDU session type and to any access type.

5.6.9.2.2
SSC Mode 2

If a PDU session has a single PDU session anchor of SSC mode 2, the network may trigger the release of the PDU session and instruct the UE to establish a new PDU session to the same data network immediately. At establishment of the new PDU session, a new UPF acting as PDU session anchor can be selected.
Otherwise, if a PDU session has multiple PDU session anchors (i.e., in case of multi-homed PDU sessions or in case UL CL applies to a PDU session where the first PDU session anchor operates in SSC mode 2), SSC mode 2 applies to all PDU session anchors of the PDU session.
SSC mode 2 may apply to any PDU session type and to any access type.
NOTE:
In UL CL mode, the UE is not involved in PDU session anchor relocation procedure, so that the existence of multiple PDU session anchors is not visible to the UE.
5.6.9.2.3
SSC Mode 3

For PDU session of SSC mode 3, the network allows the establishment of UE connectivity via a new PDU session anchor to the same data network before connectivity between the UE and the previous PDU session anchor is released. When trigger conditions apply, the network decides whether to select a PDU session anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).

SSC mode 3 may apply to any PDU session Type and to any access type.

In case of a PDU session of IP Type, during the procedure of change of PDU session anchor,

-
the new IP prefix anchored on the new PDU session anchor may be allocated within the same PDU session (relying on IPv6 multi-homing defined specified in clause 5.6.4) or

-
This may apply to the case of a PDU session set up in SSC mode 3 or to the additional PDU session anchors of a PDU session established in SSC mode 1

-
the new IP address/prefix may be allocated within a new PDU session that the UE is triggered to establish.

-
This may only apply to the case of a PDU session set up in SSC mode 3

After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE and then released.
5.6.9.3
SSC mode selection

The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.

It shall be possible for the operator to provision the UE with SSC mode selection policy. This policy includes one or more SSC mode selection policy rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The policy may include a default SSC mode selection policy rule that matches all applications of the UE.

When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSC mode selection policy; and:

a)  If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

b)  The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSC mode selection policy rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSC mode selection policy rules provided to the UE can be updated by the operator.

The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.

Editor's note:
Whether SSC mode related subscription is related with slicing is FFS.

If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.

If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.
The SMF shall inform the UE of the selected SSC mode for a PDU session.

5.6.10
Tunnelling for Unstructured PDU type data

Different Point-to-Point (PtP) tunnelling techniques may be used to deliver Unstructured PDU type data to the destination (e.g. application server) in the Data Network via N6.

Point-to-point tunnelling based on UDP/IP encapsulation as described below may be used. Other techniques may be supported.
When Point-to-Point tunnelling based on UDP/IPv6 is used, the following considerations apply:

-
IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE.

-
The UPF(s) acts as a transparent forwarding node for the payload between the UE and the destination in the DN.

-
For uplink, the UPF forwards the received Unstructured PDU type data to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation.

-
For downlink, the destination in the data network sends the Unstructured PDU type data using UDP/IPv6 encapsulation with the IPv6 address of the PDU Session and the 3GPP defined UDP port for Unstructured PDU type data. The UPF acting as PDU Session Anchor decapsulates the received data (i.e. removes the UDP/IPv6 headers) and forwards the data identified by the IPv6 prefix of the PDU session for delivery to the UE.

-
The (H-)SMF performs the IPv6 related operations but the IPv6 prefix is not provided to the UE, i.e. Router Advertisements and DHCPv6 are not performed. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.
*************** End of the 2nd changes ****************
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