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Abstract of the contribution: this paper proposes the need for 3GPP to standardize slice types
1. Discussion
It has been agreed that a Slice is identified by a S-NSSAI comprised of a 
· Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services

· Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator (SD).
It is also agreed the SD field is optional, and that there can be standardized or non-standardized values of S-NSSAI.

Typically, the SD information is hardly subject of standardization as it is used indeed for “differentiation” of same type of slices. 
Hence the only field we could standardize(at least until we get indication to the contrary) is the SST field, at least of this stage of our operational experience.

We have first to agree on the need of standardization of SST in 3GPP. 

It has been a constant in our Mobile Networks industry that global standards benefit the industry and facilitate operations of the roaming use case but also across the value chain (End customers, Applications developers, Operating system environments, operators, UE and network vendors). Not only can standardization benefit roaming and non-roaming use cases, but also provide an interoperability basis across vendors of network elements and User Equipment.
Relying on industry organizations to provide support for operators to come together is subject to learning curve, discussions in the industry, potential process issues and may introduce delays in adoption. On the other hand SA1 has conducted a good analysis of main use cases and we have good indication from them about the main use cases, including some performance requirements, that map really smoothly to Slice Service Types. This are the eMBB, the ULLRC, the MIoT and the Critical communication use cases. We propose that we restrict the intial set of Standard SST values to these 4 types of Network slices supporting these use cases
Examples of other 3GPP values that may be subject to standardization are the QCI, ARP etc. In 5G we are standardizing the 5QI values. In these cases it has been agreed that 3GPP should define some standard values and this has served the industry well. Similarly, we could also agree on a small set of standardized slices to start with. The compelling reason to do so is that it is not just a syntactical exercise involving allocating values, but each SST that is standardized is very likely to have technical impact on the implementations the system functions, so it is only appropriate that discussion occurs in the 3GPP technical Working groups. The benefit of having standardized values is particularly evident in roaming case and also for application developers which can rely on the availability of known SST and benefit from these via APIs.
It is our proposal to proceed to standardize an initial small set of SSTs in 3GPP and to align these to the SA1 identified main use cases. These map also to the main use cases that have been identified in the industry so far.

So in principle we propose an initial set of standardized slice like these: indicated in the table here below. Others may be identified in future Releases.
	Slice/Service type
	SST value
	Characteristics.

	eMBB (enhanced Mobile Broadband)


	1
	Slice suitable for the handling of 5G enhanced Mobile broadband, useful, but not limited to the general consumer space mobile broadband applications including streaming of High Quality Video, Fast large file transfers etc. It is expected this SST to aim at supporting High data rates and high traffic densities as outlined in Table 7.1-1 “Performance requirements for high data rate and traffic density scenarios” in TS 22.261[x]

	ULLRC (ultra-low latency and reliable communications)
	2
	Supporting low latency ultra-reliable communications for allocations including augmented (virtual) reality, advanced gaming, industrial automation, tactile interaction, (remote) control systems.

This SST is expected to aim at supporting the requirements in Table 7.2.2-1 “Performance requirements for low-latency and high-reliability services.” in TS 22.261[x]



	mIoT (massive IoT)
	3
	Allowing the support of a large number and high density of IoT devices efficiently and cost effectively.

	Critical Communications
	4
	Devoted to Critical Communications 

	
	
	


Note: like in the case of QCIs, the fact some values are standardized does not mean all networks or all cells support these.

Proposal

It is proposed capture the following TS 23.501. 
>>>Start Changes<<<
5.15.2
Identification and selection of a Network Slice: The S-NSSAI and the NSSAI

An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services; The SST may have standardized or non-standardized (operator specific) values. 
-
A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type. This information is referred to as SD.

The S-NSSAI can have standard values or PLMN-specific values. 
A S-NSSAI is composed of a SST field and a SD field. The SD field is operator-specific to provide further differentiation. So, standardized S-NSSAIs are limited to S-NSSAIs that are just including the SST information, and not the SD information.
S-NSSAIs with PLMN-specific values are associated to the PLMN ID of PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.

Editor's note:
Whether a single value which is a representation of a collection of the S-NSSAIs could also be used as NSSAI is FFS.
The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). Each S-NSSAI assists the network in selecting a particular Network Slice Instance. The CN part of a Network Slice instance(s) serving a UE is selected by CN.
The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides also a Temporary User ID.

Editor's note:
Whether (R)AN uses Requested NSSAI is to be checked with RAN WGs.
When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.

Editor's note:
The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.
When a PDU session for a specific slice instance is established, the CN provides to the (R)AN the S-NSSAI corresponding to the slice instance that this PDU session belongs to enable the RAN to perform access specific functions.

NOTE:
The details of how the RAN uses NSSAI information is described in TS 38.xxx[x].
5.15.2.x
Standardised SST values

Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Type. This also allows to have ways for applications to have a basic set of slices to work from, which are expected, over time, to be widely adopted in most PLMNs, albeit not all of these SST values will be supported at the same time globally. 

The SSTs which are standardised are in the following Table 5.13.2.x

Table 5.13.2.x – Standardised SST values

	Slice/Service type
	SST value
	Characteristics.

	eMBB (enhanced Mobile Broadband)


	1
	Slice suitable for the handling of 5G enhanced Mobile broadband, useful, but not limited to the general consumer space mobile broadband applications including streaming of High Quality Video, Fast large file transfers etc. It is expected this SST to aim at supporting High data rates and high traffic densities as outlined in Table 7.1-1 “Performance requirements for high data rate and traffic density scenarios” in TS 22.261[x]

	URLLC (ultra- reliable low latency communications)
	2
	Supporting ultra-reliable low latency communications for applications including, industrial automation, (remote) control systems.

This SST is expected to aim at supporting the requirements in Table 7.2.2-1 “Performance requirements for low-latency and high-reliability services.” in TS 22.261[x] related to high reliability and low latency scenarios


	MIoT (massive IoT)
	3
	Allowing the support of a large number and high density of IoT devices efficiently and cost effectively.

	Critical Communications
	4
	Devoted to Critical communications 

	
	
	


NOTE 1: The support of all standardised SST values is not required in a PLMN.
Editor’s Note: Whether some of these SSTs are not fully supported in Rel-15 specifications is TBD. Also the Characteristics may be further updated.
>>>End of Changes<<<
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