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1 Discussion
Companion document of 
· Tdoc S2-172919 that is the 23.501 description.
· Tdoc S2-173272 that deals with PCF selection.
1. Updated step 8/9 of first flow

2. Removed note 3

3. Reworded conditions 1 of Figure 4.3.5.X.3-1: Notification of DNAI change as
· 1a.a PDU session anchor in a DNAI identified in the AF subscription request has been established
· 1b. a PDU session anchor in a DNAI identified in the AF subscription request has been released
· 1c. The SMF has received a request for AF notification and the on-going PDU session meets the conditions to notify the AF
Not done yet
4. 2 flows

5. Go via NEF
2
Proposal

It is proposed to adopt the following in TS 23.502. 
Removed NOTE 3: 
In some deployments the AF and NEF roles may be supported by an Edge Computing platform
Step9 put in step 8 (notif) and text reworded

+ Revision marks in 1rst change
This notification may go via the NEF but this transparent to the SMF
* * * * First Change * * * * all text is new
4.3.5
Session continuity, service continuity and UP path management

4.3.5.X

Application Function influence on traffic routing
4.3.5.X.1
General

This section describes the procedures between an Application Function and the SMF to maintain an efficient user plane path for Application Functions that require it.

As described in 3GPP TS 23.501 [2] clause 5.6.7, an Application Function may send requests to influence SMF routeing decisions for User Plane traffic of PDU sessions.  The AF requests may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network . The AF may also provide in its request subscriptions to SMF events.
4.3.5.X.2
Processing AF requests to influence traffic routeing
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Figure 4.3.5.X.2-1: Processing AF requests to influence traffic routeing 
NOTE 1: 
The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non roaming case or VPLMN in case of a PDU session in LBO mode).
Editor’s Note: It is FFS whether AF requests to influence traffic routeing may apply in Home Routed scenarios. If they may apply in HR case, it is FFS whether they would apply to
· routing of traffic at the PDU session anchor in the HPLMN (in which case all elements in the figure are  assumed to be in HPLMN)
· local offload of traffic in the VPLMN (in which case all elements in the figure are  assumed to be in VPLMN)
1. The AF creates an AF Traffic steering request. The content of this request is defined in 23.501 [2] clause 5.6.7.  The request contains also an AF Transaction Id. In case it subscribes to events related with PDU sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).
2. Depending on the deployment, the AF may send its request to the NEF or supports following functionalities assigned to the NEF in this procedure: Information mapping and transfer of the content of the AF request to the PCF. 
When required the NEF authenticates the AF and authorizes the AF request. 
The NEF may ensure the necessary mapping from the information provided by the AF into information needed by the 5GC, e.g. mapping from AF-Service-Identifier into 

· a target DNN and slicing information (S-NSSAI) 

-
a list of DNAI(s) and  routing profile ID(s)
NOTE 2: 
The NEF can only derive a list of DNAI(s) from the AF-Service-Identifier when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically then the AF should explicitly provide DNAI(s) and N6 routing information in its request.

The NEF stores AF notification reporting information received from the AF and maps it to NEF notification reporting information intended for PCF(s).
3. The AF request has to be sent to the relevant PCF(s). 

3a
When the AF request targets an individual UE identified by its IP address, one single PCF needs to be involved i.e. the PCF that serves the corresponding PDU session. The selection of the PCF(s) that will receive the AF request is done by the NEF when a NEF is involved or by the AF itself otherwise. The selection of the PCF is described in 23.501 [2] clause 6.3
Editors’ Note: it is FFS whether the AF Request may correspond to a list IP addresses / IPv6 Prefixed of on-going PDU sessions. If that were the case the request would have to be forked to multiple PCF.
3b 
When the AF request targets multiple UE (i.e. a group of UE or all UE having a PDU session associated with the target DNN and S-NSSAI) it may be needed to involve multiple PCF(s). The way to provide the content of AF request to all potentially impacted PCF(s) is described in 23.501 [2] clause 6.3
4. The PCF (case 3a) / NEF (case 3b) generates  an AF Traffic steering response. 

5. When the AF request is considered as semi-permanent (i.e. does not target an individual IP address / Prefix allocated to an UE) the PCF stores the AF request for usage by future PDU-CAN sessions. 
6. The PCF determines if existing PDU-CAN sessions are impacted by the AF request. For each of these PDU-CAN sessions, the PCF updates the SMF with corresponding new rule(s).

7. The SMF acknowledges the rule(s) received from the PCF

8. When the rule received from the PCF require it, the SMF may take appropriate actions to reconfigure the User plane of the PDU session such as 

· inserting (and configuring) a new UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.2
· Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)

· Updating the UPF in the target DNAI with new traffic steering rules
· notify the application  when the trigger notification have been met. This is further detailed in clause 4.3.5.X.3

4.3.5.X.3
Notification of DNAI change

The SMF may send a notification to the AF if the AF had subscribed to notifications of changes to DNAI (DN Access Identifier) as described in clause 4.3.5.X.2 and in 3GPP TS 23.501 [2] clause 5.6.7.

Following flow depicts the sequence of events that may lead to the SMF sending such a notification.
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 Figure 4.3.5.X.3-1: Notification of DNAI change
1. A condition for an AF notification has been met e.g.

1a.
a PDU session anchor in a DNAI identified in the AF subscription request has been established

1b. a PDU session anchor in a DNAI identified in the AF subscription request has been released

1c. 
The SMF has received a request for AF notification and the on-going PDU session meets the conditions to notify the AF

2. (in case 1c) In case of early notification requested by the AF, the SMF notifies the AF of the target DNAI of the PDU session (identified by the IP @ of the UE). 
3. The SMF enforces the addition / removal  of the UL Classifier  or Branching Point as described in clause 4.3.5.2a / 4.3.5.2b
4. In case of late notification requested by the AF, the SMF notifies the AF of the target DNAI of the PDU session (identified by the IP @ of the UE)

In step 2 and 4 the SMF uses notification reporting information received from PCF to issue the notification: 
NOTE: The notification may go via the NEF or be sent directly to the AF but this transparent to the SMF
***** End of 1st Change *****
***** Begin of 2nd Change *****(change marks)
 4.9.1.2
Xn based inter NG RAN handover with user plane function relocation

This procedure is used to hand over a UE from a Source RAN to a Target RAN using Xn when the AMF is unchanged and the SMF decides that the Source UPF is to be relocated.

Editor's Note: Impact on UL-CL and/or BP functions is FFS.

The Source UPF referred in this clause is the UPF which terminates N3 interface in the NGC. The presence of IP connectivity between the Source UPF and Source RAN, and between the Target UPF and Target RAN, is assumed.

The call flow is shown in figure 4.9.1.2-1.
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Figure 4.9.1.2-1 - Xn based inter NG RAN handover with Source UPF relocation


Steps 1-2 are the same as discussed in clause 4.9.1.1.

3.
The SMF then selects a new Target UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. Target UPF IP address assignment and allocation of downlink and uplink tunnel identifiers are performed by the SMF. An N4 Session Establishment Request (Target RAN address, uplink and downlink tunnel identifiers) message is sent to the Target UPF.

4.
The Target UPF sends an N4 Session Establishment Response message to the SMF. The SMF starts a timer, to be used in step 10.

5.
The SMF sends N4 Session Modification message to the PDU session anchor.

6.
The PDU session anchor responds with the N4 Session Modification Response message. At this point, PDU session anchor starts sending downlink packets to the Target RAN using the address and tunnel identifiers of the Target RAN via Target UPF.


The SMF may send a notification to the AF if the AF had subscribed to notifications of changes to DNAI (DN Access Identifier) as described in clause 4.3.5.X.3
7.
The SMF sends a N11 Message Ack (CN Tunnel Information) to the AMF.

Steps 8-9 are same as steps 7-8 defined in clause 4.9.1.1.

10.
Once the timer has expired after step 4, the SMF initiates Source UPF release procedure by sending an N4 Session Termination Request (Release Cause).

11.
The Source UPF acknowledges with an N4 Session Termination Response message to confirm the release of resources.

* * * * Next Change * * * *
* * * * End of Changes * * * *
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