SA WG2 Meeting #S2-121
S2-173837
29 May– 2 Jun 2017, Hangzhou, China

 (was S2-172919)
Source:
Nokia, Alcatel-Lucent Shanghai Bell, China Mobile, Huawei, HSilicon, AT&T, Samsung, ZTE
Title:
23.501 § 5.6.7: Application Function influence on traffic routing

Document for:
Approval 

Agenda Item:
6.5.3

Work Item / Release:
5GS_Ph1/ Rel15

Abstract of the contribution:. 23.501 § 5.6.7: Application Function influence on traffic routing

1
Discussion
· Appl Id def copied from 23.203 and updated
a. Removed “NOTE1:
The "application identifier" references an application detection filter in the User Plane.”
· Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF (s).
· Bullet  2)
Information about the N6 traffic routing requirements for traffic identified as defined in 1)… last sentence removed
· traffic steering policy ID / traffic steering policy ID
2
Proposal

It is proposed to adopt the following in TS 23.501. 

* * * * First Change * * * *
5.6.7
Application Function influence on traffic routing

Editor's note:
Roaming case is FFS.

An Application Function (AF) may send requests to influence SMF routeing decisions for traffic of PDU sessions.  The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)

The Application Function may issue requests on behalf of applications possibly not owned by the PLMN serving the UE.

If the operator does not allow an Application Function to access the network directly, the Application Function shall use the NEF to interact with the 5GC, as described in clauses 6.2.5 and  6.2.10. 
The Application Function may be in charge of the (re)selection or relocation of the applications within the local DN. Such functionality is not defined. For this purpose the AF may request to get notified about events related with PDU sessions.

The AF requests are sent to the PCF via N5 (in case of requests regarding on-going PDU sessions of individual UEs, for an AF allowed to interact directly with the 5GC NFs) or via the NEF. Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF (s). The PCF(s) transform(s) the AF requests into policies that apply to PDU sessions. When the AF has subscribed to SMF notifications, such notifications are sent directly to the AF (without involving the PCF).
The PCF may also subscribe to such notifications.

Such AF requests may contain at least:

1)
Information to identify the traffic to be routed. The traffic can be identified in the AF request by

-
Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier


When the AF provides an AF-Service-Identifier i.e. an identifier of the Service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)


When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
-
an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application

.
2)
Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided in the form of a list of routing profile IDs, corresponding each to a DNAI. Based on the routing profile IDs the PCF determines traffic steering profiles IDs sent over N7 that each corresponds to a steering behaviour which is preconfigured on the SMF or UPF.

NOTE 1:
The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. They are expected to correspond to local rules configured in the UPFs in order to support traffic steering. The routing profile IDs refer to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering profile ID(s) sent over N7 and e.g. based on time of the day etc
NOTE 2:
The mechanisms enabling traffic steering in the local access to the DN are not defined.
3)
Potential locations of the applications towards which the traffic routing should apply. The potential location of  application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s) . The DNAIs may be used for UPF (re)selection. 

4)
Information on the UE(s) whose traffic is to be routed. This may correspond to 
-
Individual UEs identified using either an External Identifier or a MSISDN or an IP address/Prefix, 
-
 groups of UEs identified by a  Group Identifier 
-
any UE : the request applies to any UE accessing the combination of DNN, S-NSSAI and DNAI(s) targeted by the AF request.


In case of PDU type is IP, when the AF provides an IP address/Prefix this allows the PCF to identify the PDU-CAN session for which this request applies and the AF request applies only to the current PDU-CAN session of an UE., In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU-CAN session.

Otherwise the request shall apply to any future PDU session that matches the parameters in the AF request.


When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU sessions possibly served by multiple SMFs and PCFs.


When the AF request targets a group of UE it provides one or several Group Identifiers in its request. Members of the group have this Group Identifier in their subscription. 
Editor's note:
When the AF request targets a group of UE (corresponding to a Group Identifier), the 5G Core needs to determine the UE members of this group. It is FFS whether the Group Identifier 

· Is stored in UDM, retrieved by SMF over N10 and passed to PCF over N7 at PDU-CAN session set-up) . This alternative allows the Group Identifier to also be provided to the AMF over N8.

or 

· Is stored in the UDR (acting as “SPR”) as a PCF non standard data  

NOTE 3:
A UE can belong to multiple groups

Editor's note:
The term “PDU-CAN session” is to be defined in the PCC related section.
5)
Information on when (temporal validity condition) the traffic routing is to apply. 
NOTE 4: This allows to provide an expiry time for the AF request
6)
Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies.
7)
AF subscription to following events:

-
Notifications about UP path management events : A change of DNAI for the UPF serving the UE. The corresponding notification about a change from source DNAI to target DNAI sent by the SMF to the AF includes the Identity of the target DNAI, the IP address/prefix  of the UE.

Editor's note:
other elements required in the notification are FFS.


The subscription can be for early notification and/or late notification. In case of a subscription for early notification, the SMF sends the notification before executing the UPF (re)selection. In case of a subscription for late notification, the SMF sends the notification when the UPF (re)selection has completed.

An Application Function may send requests to influence SMF routeing decisions, for event subscription or for both.

The PCF, based on information received from the AF, operator's policy, etc. authorizes the request received from the application function and determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering profile IDs configured in SMF. . The traffic steering profile IDs are related to the mechanism enabling traffic steering to the DN.

The DNAIs are related to the information considered by SMF for UPF selection, e.g. for diverting (locally) some traffic matching traffic filters provided by the PCF.
The PCF acknowledges the request to the AF or to the NEF.

For PDU-CAN session that corresponds to the AF request, the PCF provides the SMF with PCC rules that may contain information about the DNAI(s) towards which the traffic routing should apply , and/or a list of traffic steering profile IDs and/or information on AF subscription to SMF events. This is done by providing policies at PDU-CAN session set-up or by initiating a PDU-CAN Session Modification procedure.

The SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions. The SMF is responsible to handle the mapping between the UE location (TAI / Cell-Id) and DNAI(s) associated with UPF and applications. The SMF is responsible of the selection of the UPF(s) that serve a PDU session. This is described in clause 6.3.3.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path (change of DNAI).

* * * * Next Change * * * *
6.2.5
NEF

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g. 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13. In that case the NEF may authenticate, authorize and throttle the Application Functions.
-
It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

Editor's note:
Bullet above needs to be reflected in the figure.

* * * * Next Change * * * *
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a 5G-RAN and/or non-3GPP AN connecting to a 5G Core Network.
5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.
5G QoS Indicator: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
5G-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Editor's note:
The definition will be revisited after RAN decision on 5G-RAN.

5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

application identifier: An identifier referring to a specific application detection rule.

Configured NSSAI: an NSSAI that has been provisioned in the UE.
DN Access Identifier (DNAI): For a DNN, Identifier of a user plane access to the DN.

Forbidden area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.
Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Mobility pattern: Network concept of determining within an NF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.
Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Slice: A logical network that provides specific network capabilities and network characteristics.
Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.
Non-allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.
Non-seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.
PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service. The type of association can be IP, Ethernet or unstructured.
Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

Requested NSSAI: the NSSAI that the UE may provide to the network.
Service based interface: It represents how the set of services provided/exposed by a given NF.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Session Continuity: The continuity of a PDU session. For PDU session of IP type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.
* * * * End of Changes * * * *
