SA WG2 Temporary Document

Page 13

SA WG2 Meeting #S2-121


S2-173627
15 - 19 May 2017, Hangzhou, P. R. China

Source:
Qualcomm Incorporated
Title:
TS 23.502: UE Support for slicing
Document for:
Discussion/Approval
Agenda Item:
6.5.7.2
Work Item / Release:
5G_ph1/Rel-15
Abstract of the contribution: the P-CR discusses the need for mandatory support of slicing in the UE. 
1. Discussion
The behaviour of a UE in MICO mode in terms of paging is defined as “A UE in MICO mode need not listen to paging while in CM-IDLE.” In order to avoid any overhead in the network, paging for a UE in MICO mode should not happen, and extra network signalling should be avoided for PDU sessions for which there is DL data while the UE is in MICO mode.
Specifically, we propose that:

· If an SMF triggers the AMF for DL data notified by the UPF and the UE is in MICO mode, the AMF rejects the request from the SMF. In order to stop the SMF from sending further notifications while the UE is in MICO mode, the AMF may notifies the SMF that the UE is in MICO mode and stores an indication of the SMFs that have been notified.

· The SMF may refrain from sending a notification of DL data to the AMF until notified that the UE is reachable, or may refrain for an implementation dependent time, depending on network policies.

· The SMF may notify the UPF to stop sending DL data notifications, and possibly stop buffering data, depending on network policies.

· When the UE becomes connected, the AMF informs the SMFs that were notified of the UE being in MICO mode that the UE is now reachable
2. Proposal
It is proposed to accept the following changes to TS 23.502.
FIRST CHANGE

4.2.2
Registration procedures
4.2.2.1
General
4.2.2.2
Registration

Editor's note:
Procedure equivalent to Attach procedure and TAU (for all type of triggers) procedure. Procedure includes aspects required to support network slicing, and policy control. Procedure may include e.g. authentication/authorisation, RRM, Capability handling, DRX aspects. Network sharing is considered as part of the procedure description.
4.2.2.2.1
General

A UE needs to register with the network to get authorised to receive services, to enable mobility tracking and to enable reachability. The Registration procedure is used when the UE needs to perform initial registration to the 5G system, mobility registration update upon changing to a new Tracking area (TA) outside the UE's registration area in idle mode, when the UE performs a periodic registration update (due to a predefined time period of inactivity), and additionally when the UE needs to update its capabilities or protocol parameters that are negotiated in Registration procedure.
The General Registration call flow in clause 4.2.2.2.2 applies on all these registration procedures, but the periodic registration need not include all parameters that are used in other registration cases.
Editor's note:
The procedure description based on the NF services will be documented once the applicable components are identified.

Editor's note:
Further details due to network slicing is FFS.
Editor's note:
Aspects related to dual registration in 3GPP and non-3GPP access is FFS.

Editor's note:
The identities needs to be aligned with the agreed identities.

Editor's note:
Enhancements of the normative wording (i.e. adding shall/should/may) is FFS.

During the initial registration the Permanent Equipment Identifier is obtained from the UE. The AMF operator may check the PEI with an EIR. The AMF passes the PEI (IMEISV) to the UDM, to the SMF and the PCF.

4.2.2.2.2
General Registration
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Figure 4.2.2.2.2-1: Registration procedure

1.
UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, Subscriber Permanent Identifier or Temporary User ID, Security parameters, NSSAI, UE 5GCN Capability, PDU session status and MICO mode preference)).

Editor's note:
The required AN parameters is FFS.


In case of 5G-RAN, the AN parameters include e.g. SUPI or the Temporary User ID, the Selected Network and NSSAI.


The Registration type indicates if the UE wants to perform an "initial registration" (i.e. the UE is in non-registered state), a "mobility registration update " (i.e. the UE is in registered state and initiates a Registration procedure due to mobility) or a "periodic registration update" (i.e. the UE is in registered state and initiates a Registration procedure due to the periodic update timer expiry, see clause 4.2.2.2.1). If included, the Temporary User ID indicates the last serving AMF. If the UE is already registered via a non-3GPP access in a PLMN different from the PLMN of the 3GPP access, the UE shall not provide the UE Temporary ID allocated by the AMF during the registration procedure over the non-3GPP access.

The Security parameters are used for Authentication and integrity protection. NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause 5.15 of TS 23.501 [2]. The PDU session status indicates the available (previously established) PDU sessions in the UE.

Editor's note:
The content of the Security parameters is FFS.

Editor's note:
The possibility to piggyback a PDU session Establishment request at the same time as sending a Registration request is FFS.

Editor's note:
Changes required to support "stickiness" is FFS.

Editor's note:
It is FFS if Active flag/bitmap and HO attach indication is to be added.

Editor's note:
It is FFS how UE Radio capabilities are provided.

2.
If a SUPI is included or the Temporary User ID does not indicate a valid AMF the (R)AN, based on (R)AT and NSSAI, if available, selects an AMF.


The (R)AN selects an AMF as described in TS 23.501 [2], clause X.

If the (R)AN cannot select an appropriate AMF, it forwards the Registration Request to an AMF selected according to local policies. If the selected AMF cannot serve the UE, the selected AMF selects an appropriate AMF for the UE. The relocation between the default AMF and selected AMF is described in clause 4.2.2.2.3, where the initial AMF refers to the default AMF, and the target AMF refers to the selected AMF.
3.
(R)AN to new AMF: N2 message (N2 parameters, Registration Request (Registration type, Subscriber Permanent Identifier or Temporary User ID, Security parameters, NSSAI and MICO mode preference)).


When 5G-RAN is used, the N2 parameters include the Location Information, Cell Identity and the RAT type related to the cell in which the UE is camping.

If the Registration type indicated by the UE is periodic registration update, then steps 4 to 17 may be omitted.
4.
[Conditional] new AMF to old AMF: Information Request (complete Registration Request).

If the UE's Temporary User ID was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send Information Request to old AMF including the complete Registration Request IE to request the UE's SUPI and MM Context.

5.
[Conditional] old AMF to new AMF: Information Response (SUPI, MM Context, SMF information).

Old AMF responds with Information Response to new AMF including the UE's SUPI and MM Context.


If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities.

6.
[Conditional] new AMF to UE: Identity Request ().

If the SUPI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE.

7.
[Conditional] UE to new AMF: Identity Response ().

The UE responds with an Identity Response message including the SUPI.

8.
The AMF may decide to invoke an AUSF. In that case, the AMF, shall be based on SUPI, select an AUSF as described in TS 23.501 [2], clause X.

9.
The AUSF shall initiate authentication of the UE and NAS security functions.


The authentication and security are performed as described in clause X.

Editor's note:
It is FFS how UDM is selected in this step.

Editor's note:
It is FFS whether the AUSF or the AMF initiates the authentication.

10.
[Conditional] new AMF to old AMF: Information Acknowledged ().

If the AMF has changed the new AMF acknowledge the transfer of UE MM context.


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends a reject indication to the old AMF. The old AMF continues as if the Information Request was never received.

11.
[Conditional] new AMF to UE: Identity Request ().

If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI.
12.
Optionally the new AMF initiates ME identity check.


The PEI check is performed as described in clause 4.7.
13.
If step 14 is to be performed, the new AMF, based on the SUPI, selects a UDM.


The AMF selects an UDM as described in TS 23.501 [2], clause X.

14.
If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, the new AMF initiates the Update Location procedure. This will include that UDM initiates Cancel Location to old AMF, if any. The old AMF removes the MM context and notifies all possibly associated SMF(s), and the new AMF creates an MM context for the UE after getting the AMF related subscription data from the UDM.


The Update Location procedure is performed as described in clause X.

If network slicing is used, the AMF obtains the Allowed NSSAI based on the Requested NSSAI, UE subscription, and local policies. If the AMF is not suitable for supporting the Allowed NSSAI, the Registration Request is rerouted described in clause 4.2.2.2.3, where the initial AMF refers to the AMF.
Editor's note:
Whether interactions with UDM and PCF includes mobility restriction related information is FFS.

Editor's note:
The PEI is to be provided to the UDM in the Update Location procedure.

Editor's note:
It is FFS how to update the figure with the "UDM initiates Cancel Location to old AMF".

15.
Conditionally the new AMF, based on the SUPI, selects a PCF.


The AMF selects a PCF as described in TS 23.501 [2], clause X.

Editor's note:
It is FFS whether the Permanent User ID is used for PCF selection.

Editor's note:
The conditions when the AMF selects a PCF is FFS.

16.
[Optional] new AMF to PCF: UE Context Establishment Request ().

The AMF request the PCF to apply operator policies for the UE.
17.
PCF to new AMF: UE Context Establishment Acknowledged ().

The PCF acknowledges the UE Context Establishment Request message.

18.
[Conditional] new AMF to SMF: N11 Request ().

The N11 Request is sent in one or both of the following scenarios:

· If the AMF is changed, the new AMF notifies each SMF of the new AMF serving the UE. The AMF verifies PDU session status from the UE with the available SMF information. In case the AMF has changed the available SMF information has been received from the old AMF. The new AMF requests the SMF to release any network resources related to PDU sessions that are not active in the UE. 
· If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that the SMF needs not to send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.
NOTE: the AMF will also notify any other NF that subscribed to UE reachability that the UE is reachable.

Editor's note:
It is FFS whether AMF perform the PDU session status logic or each SMF does it.
19.
SMF to new AMF: N11 Response ().

The SMF may decide to trigger e.g. UPF relocation as described in clause x.

If the Registration type indicated by the UE is periodic registration update, then steps 20 and 21 may be omitted.
Editor's note:
It is FFS how SMFs subscribes to AMF services.

Editor's note:
SMF relocation in relation to a Registration procedure is FFS.
20.
[Conditional] old AMF to PCF: UE Context Termination Request ().

If the old AMF previously requested UE context to be established in the PCF, the old AMF terminates the UE context in the PCF.

21.
PCF to old AMF: UE Context Termination Acknowledged ().
22.
New AMF to UE: Registration Accept (Temporary User ID, Registration area. Mobility restrictions, PDU session status, NSSAI, Periodic registration update timer, LADN Information and accepted MICO mode).

The AMF sends a Registration Accept message to the UE indicating that the registration has been accepted. Temporary User ID is included if the AMF allocates a new Temporary User ID. Mobility restrictions is included in case mobility restrictions applies for the UE. The AMF indicates the PDU session status to the UE. The UE removes any internal resources related to PDU sessions that are not marked active in the received PDU session status. If the PDU session status information was in the Registration Request, the AMF shall indicate the PDU session status to the UE. The NSSAI includes the Allowed S-NSSAIs. If the UE subscription data includes subscribed LADN identification information, the AMF shall include in the Registration Accept message the LADN Information for LADNs, defined in TS 23.501 [2] clause 5.6.5, that are available within the Registration area determined by the AMF for the UE. If the UE included MICO mode in the request, then AMF responds whether MICO mode should be used.
Editor's note:
It is FFS whether NSSAI is provided to RAN by AMF.
Editor's note:
It is FFS whether LADN subscription information (i.e. information which indicates whether the UE subscribes the LADN service) is included in UE subscription data or is managed by policy information by PCF.
23.
[Conditional] UE to new AMF: Registration Complete ().

The UE sends a Registration Complete message to the AMF to acknowledge if a new Temporary User ID was assigned.
Editor's note:
Details of N2 interaction is FFS.

NEXT CHANGE

4.2.3.2
UE triggered Service Request in CM-IDLE state
Editor's note:
Procedure includes aspects required to support network slicing.

The Service Request procedure is used by a 5G UE in CM‑IDLE state to request the establishment of a secure connection to an AMF. The UE in CM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or response to a network paging request. After receiving the Service Request message, the AMF may perform authentication, and the AMF shall perform the security procedure. After the establishment of a secure signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU session establishment from UE to the network, or the SMF, via the AMF, may start the User Plane resource establishment for the PDU sessions requested by network and/or indicated in the Service Request message.
Editor's note:
The state names (e.g. CM-IDLE, CM-CONNECTED) of the UE need to be aligned when decided
For any Service Request, the AMF may respond with a Service Response message to synchronize PDU session status between UE and network. The AMF may also respond with Service Reject message to UE, if the Service Request cannot be accepted by network.

For Service Request due to user data, network may take further actions if User Plane resource establishment is not successful.

NOTE:
The procedure in this clause 4.2.3.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane resource is always considered established for an active PDU session.
Editor's note:
The names of N2 message and N11 message are FFS.
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Figure 4.2.3.2-1: UE triggered Service Request procedure
1.
UE to (R)AN: MM NAS Service Request (PDU session ID(s), security parameters, PDU session status).


The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications.

If the Service Request is triggered for user data, the UE includes the PDU session ID(s) in NAS Service Request message to indicate the PDU session(s) that the UE needs to use. If the Service Request is triggered for signalling only,  the UE doesn't include any PDU session ID. When this procedure is triggered for paging response, if the UE needs to use some PDU session(s), the UE includes the PDU session ID(s) in MM NAS Service Request message to indicate the PDU session(s) that the UE needs to use. Otherwise the UE will not include any PDU session ID.

The PDU session status indicates the PDU sessions available in the UE.
Editor's note: It is FFS whether there is need to indicate the user data, signalling or paging response.

2.
(R)AN to AMF: N2 Message(MM NAS Service Request , 5G Temporary ID, Location information, RAT type, RRC establishment cause). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.

5G Temporary ID is obtained in RRC procedure. RAN selects the AMF according to Temporary ID. The Location Information and RAT type relates to the cell in which the UE is camping.


Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.

Editor's note:
The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.

Editor's note:
Procedures for the monitoring events for "Availability after DDN failure" are FFS.

Editor's note:
Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.

3.
If the Service Request was not sent integrity protected or integrity protection is indicated as failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.6.


If the UE triggered the Service Request to establish a signalling connection only, after the security exchange the UE and the network can send signalling and steps 4 and 7 to 12 are skipped.

4a.
[Conditional] AMF to SMF: N11 Message(PDU session ID(s), Cause(s)).


The N11 message is sent in one or more of the following scenarios:

· If the MM NAS Service Request message includes PDU session ID(s), or this procedure is triggered by SMF but PDU session IDs from UE correlates to other SMFs than the one triggering the procedure, the AMF sends N11 message to SMF(s) associated with the PDU session ID(s) with Cause set to indicate “establishment of user plane resources” for a PDU session. 
· If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that SMF needs not send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.
NOTE: the AMF will also notify any other NF that subscribed to UE reachability that the UE is reachable.
4b.
[Conditional] SMF to AMF: N11 Message (N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)) to the AMF.


Upon reception of the N11 Message in 4a with cause including “establishment of user plane resources”, each SMF sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN.
Upon reception an indication that the UE is reachable, if the SMF has pending DL data the SMF sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions, otherwise the SMF resumes sending DL data notifications to the AMF in case of DL data.
5.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept).

RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions".

MM NAS Service Accept includes PDU session status in AMF.

AMF shall include at least one N2 SM information from SMF if the procedure is triggered for PDU session User Plane setup. AMF may send additional N2 SM information from SMFs in separate N2 message(s) (e.g. N2 tunnel setup request), if there is any. Alternatively, if multiple SMFs are involved, the AMF may send one N2 Request message to (R)AN after all the N11 messages from SMFs are received. In such case, the N2 Request message includes the N2 SM information received in each of the N11 messages and information to enable AMF to associate responses to relevant SMF.
6.
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions activated and Data Radio Bearers. The User Plane security is established at this step, which is described in detail in RAN specifications.

The RAN forwards the MM NAS Service Accept to the UE. The UE locally deletes context of PDU sessions that are not available in 5G CN.

7.
After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4.
8.
[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information (RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated). This step is described in detail in RAN specifications.

The message may include N2 SM information(s), e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 5.

If multiple N2 SM information are included in the N2 Request message in step 5, the N2 Request Ack includes multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.
Editor's note:
Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.

9.
[Conditional] AMF to SMF: N11 Message (N2 SM information (RAN Tunnel info), RAT Type) per accepted PDU Session to the SMF.

If the AMF received N2 SM information (one or multiple) in step 8, then the AMF shall forward the N2 SM information to the relevant SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
Editor's note:
It is FFS how to handle the non-accepted QoS Flows.
Editor's note:
Procedure to pause charging by SMF is FFS.
10.
[Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.


See clause x.y.z for details.
11a.
[Conditional] SMF to UPF: N4 Session Update Request(RAN tunnel info).


If a User Plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
11b.
[Conditional] UPF to SMF: N4 Session Update Response.

See clause x.y.z for more details.
12.
[Conditional] SMF to AMF: N11 Message ACK.

Editor's note:
It is FFS whether this message is needed.
NEXT CHANGE

4.2.3.4
Network triggered Service Request

Editor's note:
Procedure includes aspects required to support network slicing, and should include notification from UPF upon MT UP data arrival.

This procedure is used when the network needs to signal (e.g. N1 signalling to UE, Mobile-terminated SMS, PDU session User Plane resource establishment to deliver mobile terminating user data) with a UE. If the UE is in CM‑IDLE state or CM-CONNECTED state, the network initiates a network triggered Service Request procedure. If the UE is in CM-IDLE state, and asynchronous type communication is not activated, the network sends a Paging Request to (R)AN/UE. The Paging Request triggers the Service Request procedure in the UE. If asynchronous type communication is activated, the network stores the received message and forward the message to the (R)AN and/or the UE (i.e. synchronizes the context with the (R)AN and/or the UE) when the UE enters CM-CONNECTED state.
Editor's note:
The name of SM message between AMF and SMF is FFS.
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Figure 4.2.3.4-1: Network Triggered Service Request
1.
When UPF receives downlink data of a PDU session and there is no (R)AN tunnel information stored in UPF for the PDU session, the UPF buffers the downlink data, unless the UPF has previously been notified by the SMF to not buffer the downlink data.
2a.
UPF to SMF: Data Notification (PDU session ID, Priority).

-
On arrival of the first downlink data packet, the UPF shall send Data Notification message to the SMF, if the SMF has not previously notified the UPF to not send the Data Notification to the SMF (in which case the next steps are skipped)..
-
If the UPF receives additional downlink data packets for a QoS Flow in the same PDU Session with the same or a lower priority than used in any previous Data Notification for this PDU session, the UPF buffers these downlink data packets without sending a new Data Notification.
Editor's note:
If the UPF receives additional downlink data packets for a QoS Flow in the same PDU Session with a higher priority than used in any previous Data Notification for this PDU Session, the UPF shall send a Data Notification message to the SMF indicating the higher priority.
-
If the Paging Policy Differentiation feature (as specified in TS 23.501 [2] clause 5.2.X) is supported by the UPF and if it is activated by the SMF for this N4 session, the UPF shall also include the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the downlink data packet.

-
If the SMF, while waiting for the User Plane to be established in UPF, receives N11 message notifying the new AMF serving the UE from the new AMF, the SMF re-sends the Data Notification message only to the new AMF.
2b.
SMF to UPF: Data Notification Ack.

Editor's note:
It is FFS whether this message is needed or not.
3a.
SMF to AMF: N11 message (UE Permanent ID, PDU session ID, N2 SM information (QoS profile, CN N3 Tunnel Info), Priority).


Unless the SMF was previously notified that the UE is unreachable, upon reception of a Data Notification message, the SMF determines the AMF and sends an N11 message (UE Permanent ID, PDU session ID, N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI), Priority, Paging Policy Indication) to the AMF including the Priority and PDU Session ID received in the Data Notification message as part of step 2a.


If the SMF, while waiting for the User Plane Connection to be activated, receives any additional Data Notification message for the same PDU session but with higher priority than indicated in any previous Data Notification for this PDU session, the SMF sends a new N11 message indicating the higher priority and PDU Session ID to the AMF.

If the SMF, while waiting for the User Plane to be activated, receives an N11 message response from an AMF other than the one to which the SMF sent an N11 message, the SMF sends the N11 message to this AMF.


When supporting Paging Policy Differentiation, the SMF indicates in the N11 message the Paging Policy Indication related to the downlink data that triggered the Data Notification message, as described in TS 23.501 [2] clause 5.2.X.
NOTE 1:
AMF may receive request message(s) from other network functions which leads to signalling towards UE/RAN, e.g. network initiated detach, SMF initiated PDU session modification. If the UE is in CM-CONNECTED state and the AMF only delivers N1 message towards UE, the flow continues in step 7 below.

Editor's note:
Procedures for the extended buffering time are FFS.
Editor's note:
Procedures for the monitoring events for "Availability after DDN failure" are FFS.
Editor's note:
It is FFS whether this message carry QoS profile and N3 tunnel information of the PDU session.

3b.
[conditional] The AMF responds to the SMF.

If the UE is in CM-IDLE state, and the AMF determines that the UE is not reachable for paging, the AMF shall either send an N11 message to the SMF, or other network functions from which AMF received the request message in step 3a, indicating the UE is not reachable, or the AMF performs asynchronous type  communication and store the N11 message. If asynchronous type communication is invoked and the AMF stored an N11 message, the AMF initiates communication with the UE and (R)AN when the UE is reachable e.g. when the UE enters CM-CONNECTED state. 

If the UE is in MICO mode, the AMF rejects the request from the SMF and may notify the SMF that the UE is unreachable (in case the SMF had not subscribed to the UE reachability) with an indication that the SMF needs not send DL data notifications to the AMF. The AMF stores an indication that the SMF has been informed that the UE is unreachable.
Editor's note:
It is FFS whether the SMF should be able to include an asynchronous indication to notify AMF whether asynchronous type communication can be used for the N11 message. The relation between asynchronous type communication and the reachability procedures in clause 4.2.5 is FFS.

If the Registration procedure with AMF change is in progress when the old AMF receives a N11 message, the old AMF may reject N11 message with an indication that the N11 message has been temporarily rejected.
Editor's note:
It is FFS whether further signalling optimization is to be considered in case of SMFs associated with the AMF for a given UE.
3c.
[Conditional] SMF responds to the UPF


SMF may notify the UPF about the User Plane setup failure. 
If the SMF receives an indication from the AMF that the UE is unreachable the SMF may, based on network policies, either: 
· indicate to the UPF to stop sending Data Notifications and/or to stop buffering DL data or apply extended buffering, or 
· refrains from sending further N11 messages for DL data to the AMF while the UE is in MICO mode.

Upon receiving the information that the N11 message requested from an SMF has been temporarily rejected, and receiving the Downlink Data Notification from UPF, the SMF may request the UPF to apply extended buffering.
4.
[Conditional] AMF sends Paging message to (R)AN node.

If the UE is in CM-CONNECTED state, the AMF performs step 5 to 12 in UE triggered Service Request procedure (see clause 4.2.3.2) to activate the User Plane Connection for this PDU session (i.e. establish the radio resources and N3 tunnel). The rest of this procedure is omitted.

4.
If the UE is in RM-REGISTERED state and CM-IDLE and reachable, the AMF sends a Paging message (NAS ID for paging, Registration Area list, Paging DRX length, Paging Priority indication,) to (R)AN node(s) belonging to the Registration Area(s) in which the UE is registered, see TS [37.nnn].

When supporting Paging Policy Differentiation, the AMF may include Paging Policy Indication in Paging Request message as described in TS 23.501 [2] clause 5.2.X

Paging strategies may be configured in the AMF for different combinations of DNN, Paging Policy Indication, PDU Session IDs from SMF when available (see clause 4.9) and other PDU Session context information identified by PDU Session ID received in N11 message.


Paging strategies may include:

-
paging retransmission scheme (e.g. how frequently the paging is repeated or with what time interval);

-
determining whether to send the Paging message to the (R)AN nodes during certain AMF high load conditions;

-
whether to apply sub-area based paging (e.g. first page in the last known cell-id or TA and retransmission in all registered TAs).


The AMF and the (R)AN may support further paging optimisations in order to reduce the signalling load and the network resources used to successfully page a UE by one or several of the following means:

-
by the AMF implementing specific paging strategies (e.g. the N2 Paging message is sent to the (R)AN nodes that served the UE last);

-
by the AMF considering Information On Recommended Cells And RAN nodes provided by the (R)AN at transition to CM-IDLE state. The AMF takes the (R)AN nodes related part of this information into account to determine the (R)AN nodes to be paged, and provides the information on recommended cells within the N2 Paging message to each of these (R)AN nodes;

-
by the (R)AN considering the Paging Attempt Count Information provided by the AMF at paging.


If the UE Radio Capability for Paging Information is available in the AMF, the AMF adds the UE Radio Capability for Paging Information in the N2 Paging message to the (R)AN nodes.


If the Information On Recommended Cells And (R)AN nodes For Paging is available in the AMF, the AMF shall take that information into account to determine the (R)AN nodes for paging and, when paging a (R)AN node, the AMF may transparently convey the information on recommended cells to the (R)AN node.


The AMF may include in the N2 Paging message(s) the paging attempt count information. The paging attempt count information shall be the same for all (R)AN nodes selected by the AMF for paging.

Editor's note:
Procedures for enhanced coverage are FFS
Editor's note:
Procedures and parameters for extended DRX are FFS.

Editor's note:
Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.
Editor's note:
The need to send Paging Cause to (R)AN and UE is FFS.

5.
[Conditional]The (R)AN node pages the UE.


If (R)AN nodes receive paging messages from the AMF, the UE is paged by the (R)AN node, see TS [37.331].
6.
[Conditional] AMF to SMF: N11 message ACK.

The AMF supervises the paging procedure with a timer. If the AMF receives no response from the UE to the Paging Request message, the AMF may apply further paging according to any applicable paging strategy described in step 3.

If the AMF receives no response from the UE, the AMF considers the UE as unreachable and the SM N2 message cannot be routed to the (R)AN, so the AMF shall return an "N11 message Reject" with an appropriate "failure cause", e.g. UE unreachability, to SMF or other network functions to indicate the failure of "message routing service", unless the AMF is aware of an ongoing MM procedure that prevents the UE from responding, i.e. the AMF receives an N14 Context Request message indicating that the UE performs Registration procedure with another AMF.

Editor's note:
Inter-system procedures e.g. EPC to 5G CN are FFS.


When an "N11 message Reject" is received, SMF informs the UPF.

Editor's note:
Procedure to pause of charging by SMF is FFS.
7.
When UE is in the CM-IDLE state, upon reception of paging request, the UE initiates the UE triggered Service Request procedure (clause 4.2.3.2). In step 4a of clause 4.2.3.2, the AMF sends N11 message to SMF(s) associated with the PDU session identified by PDU session ID(s) in MM NAS Service Request message if there is any, but not to SMF(s) from which it receives the N11 message in step 3a.

8.
The UPF transmits the buffered downlink data toward UE via (R)AN node which performed the Service Request procedure.


Network sends downlink signalling if the procedure is triggered due to request from other network entities described in step 3a.
END OF CHANGES
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