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Abstract of the contribution:  this P-CR proposes redrafting the device trigger service in clause 5.2.6 of 23.502. 
Discussion

23.502 specifies “Device Triggering” as a NEF service. During conference calls and email discussions, it has been pointed out that the “Device Triggering” is actually an optional system procedure that encompasses many different NF services in different network functions.

This contribution proposes reducing the “Device Triggering” NEF service to be a request-response service consumed by a 3rd party, and moves the complete flow in 5.2.6 to the system procedures in clause 4.13 “Specific Services”.

Proposal
It is proposed to make the following changes to TS 23.502 v0.3.0
*** First Change ***

4.13.7
Location services
Editor's note:
Placeholder for procedures to support Location services ((in case such aspects are not fully covered by other procedures), e.g. including high level procedures with minimum procedure description and refer elsewhere for details).
4.13.x
Device Triggering
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Figure 4.13.8-1: Device Trigger Procedure
1.
The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.


The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.

2.
The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.

3.
The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.

4.
The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.


The corresponding response message is send back to the AMF to confirm the receiving the request message.

5.
The NEF receive the Device Trigger Response from the AMF.

Editor's note:
It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.

6.
The NEF sends the Device Trigger Response to the Application Server.
*** Next Change ***

5.2.2.x
Device Trigger

5.2.2.x.1
Description
	Service Name
	Namf_device_trigger

	Description
	This service allows an authorised consumer to send information to trigger the UE to perform application specific actions that include initiating communication. 

	Notes
	(1) This service implies a number of actions to be performed by different Network Functions in the system, resulting in similar capabilities being offered in many other Network Functions
(2) While not shown explicitly, the service may be consumed by other authenticated and authorized parties.

	Produced By
	AMF.
	

	Consumed By
	NEF.
	

	Applicable Reference Point(s)
	XXX
	


5.2.6.1.2
Operations

	Operations
	Used in
	Input
	Output

	Device_trigger_request
	4.13.8 (AMF)
	UE permanent ID, NAS Container
	Ack


*** Next Change ***

5.2.6
NEF Services
5.2.6.1
Device Trigger
5.2.6.1.1
Description
	Service Name
	Nnef_device_trigger

	Description
	This service allows an authorised consumer to send information via the 3GPP network to trigger the UE to perform application specific actions that include initiating communication. 

	Notes
	(1) This service implies a number of actions to be performed by different Network Functions in the system, resulting in similar capabilities being offered in many other Network Functions
(2) NEF is also a consumer of the device trigger capability offered by the AMF

	Produced By
	NEF.
	

	Consumed By
	AF.
	

	Applicable Reference Point(s)
	XXX
	


5.2.6.1.2
Operations

	Operations
	Used in
	Input
	Output

	Device_trigger_initiation
	4.13.8 (NEF)
	External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload
	Ack


















*** End of Changes ***
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