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Abstract of the contribution: This paper proposes a way to handle the topic of NSI selection and function selection in a unified manner
Discussion
One of the outstanding issues in the context of the standardization of network slicing is the handling of the concept of Network Slice Instance.

When a Network Slice is deployed, Network Functions are instantiated or (if already Instantiated) referenced, to form a Network Slice Instance (NSI). Network functions that belong to a Network Slice Instance are configured with a Network Slice Instance ID (NSI-ID). The concept of NSI is defined in detail in SA5. We also support the assumption the NRF is also performing NSI selection. The text below proposes a way forward
Proposal

It is proposed capture the following text in TS 23.501. 
>>>Start Changes<<<
6.2.6
NRF
The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.
-
Maintains the information of available NF instances and their supported services and to which Network Slice instance(s) a NF belongs to.
-
The NRF also supports Network Slice Instance Selection functionality:
-
When a NF Discovery Request from NF instance includes the S-NSSAI of a Network slice but no Network Slice instance identification, it also triggers selection of which Network Slice instance to use if more than one Network Slice instance is associated to the S-NSSAI in the network where the NRF is deployed. This Network Slice instance is identified by the NSI-ID. The NRF then provides in the NF Discovery Response only Network Functions that belong to the Network Slice instance related to the selected NSI-ID.
-
When a NF Discovery Request from NF instance includes the NSI-ID, the NRF provides in the NF Discovery Response only Network Functions that belong to the Network Slice instance related to this NSI-ID.

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

Editor's note:
Whether NRF is used only for NF instance discovery or both NF discovery and selection is FFS.

Editor's note:
Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.
>>>MORE Changes<<<
5.15.x
NSI and Network Function Selection 
When a Network Slice is deployed, Network Functions are instantiated, or (if already instantiated) referenced, to form a Network Slice Instance (NSI). Network functions that belong to a Network Slice Instance are configured with a Network Slice Instance ID (NSI-ID). The concept of NSI is defined in detail in [SA5 SPEC].

In different networks and/or administrative domains a NRF belongs to, different choices can be made in the NSI-ID numerical assignments and the number of NSI to be used with a S-NSSAI value for which service is to be provided. Thus it is assumed that an S-NSSAI value can map to multiple NSI-ID values. The process of assigning a UE to a certain NSI is as follows:

· When the UE registers with the network (whether for attach, mobility or reachability management), the RAN selects the AMF to which it forwards the registration request. 
· The AMF that receives the Registration request has a context for the UE and the UE context includes the same NSSAI value as received from the UE, the AMF is the serving AMF (i.e the Allowed NSSAI is not changing upon UE request). No further steps are needed for NSI selection as the AMF UE context has already a NSI-ID value mapped to each S-NSSAI in the NSSAI it has received from the UE in the Registration Request. However, if the UE context is not available, or the Requested NSSAI included in the Registration request is different from the Allowed NSSAI in the UE context, the AMF first checks the UE subscription data and determines which the new Allowed NSSAI value should be, then it queries the NRF with the (new) allowed NSSAI.
· The NRF determines the list of candidate AMF that should serve the UE based on the received information from the AMF, and as part of this process which NSI-ID should be associated to each S-NSSAI for all the AMFs in this list (i.e. all the AMFs are part of the same NSIs). 
· The NRF then passes the list of AMFs and a mapping of each S-NSSAI in the NSSAI to a NSI-ID to the AMF that issued the query.

· The AMF then determines if it is part of the list of AMFs returned and if so the UE context is stored including the NSI-IDs the UE is associated to for each S-NSSAI in the NSSAI.
· If the AMF detects it is not in the list of candidate AMFs it will select the new AMF for the UE and cause the UE Registration to be rerouted to the new AMF(as described in 3GPP TS 23.502 section 4.2.2.2.3), and the new AMF gets from the old AMF the mapping of S-NSSAIs to NSI-IDs in the process so it can store this in the UE context. The AMF and NSI selection process is then considered completed in the serving PLMN.

NOTE: The step of NSI selection for an AMF may be skipped if the AMF is configured to support optimally the S-NSSAI set in the NSSAI for the UE and a static association to NSI-IDs to S-NSSAIs is pre-provisioned in the AMF

When an SMF needs to be selected in the serving AMF same administrative domain (e.g. based on DNN and S-NSSAI configuration) to handle a PDU session for the UE in a certain slice instance, the, the AMF queries the NRF of the PLMN to obtain a candidate list of SMFs in the slice instance for the PDU session by also including the NSI-ID of the slice alongside the DNN of the PDU Session. 

If the AMF has no slice instance information as the SMF is in a different administrative domain, the AMF does not include the NSI-ID and just includes the S-NSSAI in the query to the NRF in its administrative domain. This NRF routes the request to the right NRF in the right administrative domain based on S-NSSAI and DDN in the NF Discovery Request message. The NRF in the different administrative domain returns the right candidate list of SMFs and the NSI-ID for these SMFs. The NSI ID may be used in subsequent queries to the same S-NNSAI for the same UE.
In particular, when an SMF needs to be selected in H-PLMN of the UE for a UE that is roaming to handle a PDU session for the UE , the AMF shall query the NRF in HPLM via the NRF of its PLMN administrative domain to obtain a candidate list of SMFs for the PDU session by including the S-NSSAI of the slice alongside the DNN of the PDU Session but no NSI-ID. The NRF in the HPLMN returns the right candidate list of SMFs and the NSI-ID for these SMFs. The NSI ID may be used to implement subsequent queries to the same HPLMN for the same S-NNSAI for the same UE.
The NRF shall have visibility on the network functions deployed in the Network Slice instance part(s) (also known as Subnetwork Slice instance) they serve. When a Network Slice Instance is made of a concatenation of Subnetwork Slice instances belonging to different administrative domains, each domain deploys its own NRF. When a Network function performs a NRF query across domains for a UE, it shall omit the NSI-ID unless the NRF had already performed NSI selection for the UE in that domain in previous queries.
To select functions in the same NSI, the requesting function shall include the NSI-ID of an NSI it belongs to, alongside the S-NSSAI. When a requesting network function does not know the NSI-ID mapping to the S-NSSAI of the functions it has to discover, it shall omit it and the NRF will perform any necessary NSI selection. 
>>>End of Changes<<<
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