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Abstract of the contribution: This paper proposes a way to handle the coexistence among network slices for a UE
Discussion
A UE may access at any time several Network Slices simultaneously. When this is the case, the UE has gotten from the AMF an Allowed NSSAI that includes S-NSSAIs that are mutually compatible amongst them (i.e. they can share the AMF, and is part of allowed configurations by the network for the UE).
So far, however, we have not defined a scheme by which a UE can understand the compatibility among Network Slices’ S-NSSAIs it may have been configured with. Nor have we defined a way by which an AMF can understand whether certain combinations are allowed for a UE.

We therefore propose that in a PLMN a UE may use Network Slices according to coexistence rules that are PLMN specific (and apply to all UEs in the PLMN) or UE specific (and are related to subscription information).

These are the main coexistence cases for an S-NSSAI: 

· S-NSSAIs that are associated to Network Slices which can share an AMF with any other S-NSSAI of any other Network Slice

· S-NSSAIs that are associated to Network Slices which can only share an AMF with any other S-NSSAI with the same SD value

· S-NSSAIs that require a dedicated AMF for the related Network Slice.

· S-NSSAIs that are associated to Network Slices which can only share an AMF with any other S-NSSAI with the same SST value

By default, all slices can share the AMF.

A PLMN may have some configured coexistence rules linked to the local deployment choices that may apply to coexistence among S-NSSAIs with certain SST values. As stated, these are not subscription related and apply to all UEs. The AMFs in the PLMN are configured with and enforce these rules.
The Subscription information shall also include coexistence information so the AMF knows whether a Requested NSSAI from a UE can be accepted on the grounds of coexistence rules.

An AMF will apply the most restrictive coexistence rules resulting from the combination of the UE- specific and PLMN specific rules.

The UE configuration shall include information that allows a UE to assess whether a Requested NSSAI meets the coexistence rules outlined above for the S-NSSAI values it comprises. This configuration may be result of a combination of the UE specific and PLMN specific rules.

If the coexistence rules are not met by a Requested NSSAI in a Registration Request message, the AMF that received the Requested NSSAI returns an error code in a Registration Reject message, and includes the coexistence information for each S-NSSAI Subscribed S-NSSAIs in the PLMN (or the PLMN specific S-NSSAI values that map to these and are allowed in the VPLMN for the UE according to roaming agreements), as it results from the combination of PLMN specific and subscription specific rules recorded in subscription data. The UE then stores this new coexistence information for the PLMN in the event its local configuration was no longer up to date. The UE then based on local decision shall attempt another registration by indicating in the Registration Request only compatible Network Slices’ S-NSSAIs in a new Requested NSSAI, based on normal UE operating rules that lead to the formulation of a Requested NSSAI.

In some Discussions, it has been observed that the UE may also indicate a relative priority among the slices in the REQUESTED NSSAI. While this may deserve merit before we conclude on this we ought to assess in detail how the relative precedence is determined (i.e. is it left to UE vendors, user input, application level indications, or operator control?). So before agreeing to this we ought to have a good understanding of the framework for the setting of priorities among slices. Also this is not strictly a topic of coexistence, but more in scope of prioritization among otherwise compatible slices. The UE should not in any event provide to the network a list of slices that are considered incompatible based on configured information or information obtained by the network.
Proposal

It is proposed capture the following text in TS 23.501. 
>>>Start Changes<<<
5.15.x
Coexistence among Network Slices for a UE
In a PLMN a UE may access Network Slices according to coexistence rules that are PLMN specific (and apply to all UEs in the PLMN) or UE specific (and are related to subscription information). 

These are the main coexistence cases for an S-NSSAI: 

· S-NSSAIs that are associated to Network Slice instances which can share an AMF with any other S-NSSAI of any other Network Slice instance

· S-NSSAIs that are associated to Network Slice instances which can only share an AMF with any other S-NSSAI with the same SD value

· S-NSSAIs that require a dedicated AMF for the related Network Slice instance.

· S-NSSAIs that are associated to Network Slice instances which can only share an AMF with any other S-NSSAI with the same SST value

A PLMN may have some configured coexistence rules linked to the local deployment choices that may apply to coexistence among S-NSSAIs with certain SST values. These are not subscription related and apply to all UEs. The AMFs in the PLMN are configured with and enforce these rules.
The Subscription information shall also include coexistence information so the AMF knows whether a Requested NSSAI from a UE can be accepted on the grounds of coexistence rules.

An AMF Shall apply the most restrictive coexistence rules resulting from the combination of the UE specific and PLMN specific rules.

The UE configuration shall include information that allows a UE to assess whether a Requested NSSAI meets the coexistence rules outlined above for the S-NSSAI values it comprises. This configuration may be result of a combination of the UE specific and PLMN specific rules.

If the coexistence rules are not met by a Requested NSSAI in a Registration Request message, the AMF that received the Requested NSSAI returns an error code in a Registration Reject message, and includes the coexistence information for each Subscribed S-NSSAIs in the PLMN (or the PLMN specific S-NSSAI values that map to these and are allowed in the VPLMN for the UE according to roaming agreements), as it results from the combination of PLMN specific and subscription specific rules recorded in subscription data. The UE then stores this new coexistence information for the PLMN in the event its local configuration was no longer up to date. The UE then based on local decision shall attempt another registration by indicating in the Registration Request only compatible S-NSSAIs in a new Requested NSSAI, based on normal UE operating rules that lead to the formulation of a Requested NSSAI.

Editor’s note: Whether the UE should also provide to the network a preference or prioritization among the S-NSSAI(s) in the Requested NSSAI is FFS.

>>>End of Changes<<<
[image: image1.png]



3GPP

SA WG2 TD


