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Abstract of the contribution: This contribution discusses the Reliable Data Service Unacknowledged Mode Transfer in relation to the LS from CT1 (S2-172899/C1-171966).
1 Discussion
In S2-172899/C1-171966: “CT1 kindly asks SA2 if unacknowledged mode data transfer needs to be specified as part of reliable data delivery service.”

This discussion paper covers some background information on the topic of unacknowledged mode data transfer and proposes a response to CT1.

When the Reliable Data Service is enabled, it is not efficient to require that every packet be acknowledged.  For example, consider the case where a sensor in an industrial setting wishes to periodically send measurements in a “fire-and-forget” manner and then quickly return to a deep sleep state.  However, when a measurement enters some critical range, possibly indicating equipment failure, the sensor may want to send packets with increased reliability and require that the recipient acknowledge the packet. In such a scenario, it would be inefficient to require all packets be acknowledged in order to increase the reliability of the emergency packets.
The ability to indicate whether a packet needs to be acknowledged or not when using the Reliable Data Service was considered and discussed in the FS_CIoT_Ext study.

The FS_CIoT_Ext study concluded that “In order to support reliable data delivery between the UE and the SCEF, Solution 5, Alternative 5a, Option 1, titled "Based on UE - SCEF acknowledgment" in clause 6.5 is the basis for the normative work for providing a mechanism for the UE to determine if the data was successfully delivered to the SCEF and vice versa.” (TR 23.730, Section 8.2).
Solution 5, Alternative 5a, Option 1 says that the packets should contain a “Message Type: Identifies if the PDU is a new message that requires no acknowledgement, a new message that requires an acknowledgement, or an acknowledgment.” (TR 23.730, Section 6.5.1.2.1).

Furthermore, the evaluation of Solution 5, Alternative 5a, Option 1 points out that the solution requires acknowledgements “only if the application indicates that an ACK is desired for the packet.” (TR 23.730, Section 7.2).

The ability to indicate whether a packet needs to be acknowledged or not when using the Reliable Data Service was also included in the normative text that was added in the CIoT_Ext work item. The Reliable Data Service description in TS 23.682 states that “The protocol is used to acknowledge the delivery of the data, to request acknowledgement of data, and to allow detection and elimination of duplicate PDUs at the receiving endpoint.” (TS 23.682, Section 4.5.14.3).

2 Conclusions

Unacknowledged mode was part of the Reliable Data Service that was selected for normative work in the conclusion of the FS_CIoT_Ext study and it is included in the normative text in TS 23.682. Thus, it is proposed that SA2 respond to CT1 indicating that unacknowledged mode data transfer should be supported. An LS Response is proposed in S2-173089.
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