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Abstract of the contribution: In this contribution, the SMF services identified are updated in section 7.2.3 of TS23.501, based on the evaluation of existing 23.502 SMF services.
1. Introduction
The PCR S2-173028 identified the SMF services and SMF service operations. This PCR is to update TS 23.501 accordingly.
It is also proposed to clarify the Session event report in the functionality description of SMF.
* * * First Change * * *
6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Session event report and Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Session event report and Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE:
Not all of the functionalities are required to be supported in a instance of a network slice.

Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
* * *Second Change * * *
7.2.3
SMF Services

The following NF services are specified for SMF:
Table 7.2.3-1: NF Services provided by SMF

	Service Name
	Description
	Service Operations
	Reference in TS 23.502 [3]
	Example Consumer

	Nsmf_SessionEvent
	Enables other NFs to subscribe and get notified of session event for a certain PDU session of the UE, e.g., start/stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit 

	Nsmf_SessionEvent_Report
	5.2.8.1.1
	PCF, NEF

	Nsmf_SessionManagement
	Manage the PDU sessions and their associated policy and charging rules at the SMF.
	Nsmf_SessionManagement_Create
	5.2.8.2.1
	V-SMF

	
	
	Nsmf_SessionManagement_Update
	5.2.8.2.2
	V-SMF

	
	
	Nsmf_SessionManagement_Release
	5.2.8.2.3
	V-SMF


* * * End of Changes * * *
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