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Abstract of the contribution: This contribution evaluates SMF services based on agreed criteria and identities the SMF service and SMF service operations.
1. Discussion
Based on the NF service definition (23.501):
NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.

Proposal 1: The evaluation shall determine the SMF service and SMF service operation.
1.1 Evaluation Criteria Analysis
In SA2#119 and SA2#120, a set of NF service definition and criteria have been approved and captured in 23.501 in Section 7.1.1. 
Those criteria provides some guidance on evaluate existing NF service documented in 23.502 clause 5 and identifies NF services. The analysis of the criteria are the following:
“An NF service is one type of capability exposed by an NF (NF Service Producer) to other NF (NF Service Consumer) through a service-based interface. Network Function may expose one or more NF services. 
[Comments 1]: this is the basic NF service definition and applies to all NF services.
“-
NF services are derived from the information flows that describe end to end functionality, where applicable (see 3GPP TS 23.502 [3], Annex B drafting rules).”
[Comments 2]: current NF services listed in clause 5 of 23.502 are all derived from the information flows. Therefore, all NF services meet with this criteria.

“-
Complete end to end message flows can be described by a sequence of NF service invocations.”
[Comments 3]: NF services in clause 5 of 23.502 can be invoked in the information flows. Certain CP flows are not covered by those NF services shall be realized by define new NF services/service operations.

“-
There are two elementary operations that NFs provide their services through a service-based interface:

-
"Request-response"…
-
"Subscribe-Notify"....”
[Comments 4]: Those two elementary operations will be used to determine the proper granularity between NF services and NF service operations.

Besides above criteria, there is also a description of the characteristics of NF services in clause 7.2.1 of TS 23.501 as below:

“Each of the NF services offered by a Network Function shall be self-contained, reusable and use management schemes independently of other NF services offered by the same Network Function (e.g. for scaling, healing, etc).”

The understanding of the author on the above statement are:
[Comments 5]: To be self-contained, each NF service shall maintain certain “Context” independent with other NF services. The Context is only operated by the corresponding NF service operations.
[Comments 6]: To be reusable, a NF service shall be specified independent of the type of NF service consumer. The output of a NF service is only determined by the input parameter/information.
[Comments 7]: For “use management schemes independently of other NF services”, NF services are loosely-coupled with each other due to the “self-contained” property. This allows management schemes (to be discussed in e.g., SA5) to manage individual services independently (e.g. scale in/out with minimal impact to other services).  
Proposal 2: the analysis of SMF services shall consider both the criteria identified above, as well as the SMF functionalities.
2. Evaluate SMF Services
2.1 Identifies the Context in SMF
The SMF functionalities listed in 3GPP TS 23.501 section 6.2.2 are analysed in the following table on their CONTEXT management and related interface:

	SMF Functionalities
	Related Context
	Exhibit Service Interface in R15 (Y/ N)

	Session establishment, modify and release
	Connection Management Context (e.g. UE SUPI, RAN IP, AMF ID)
	Y (across N11 and interaction with AMF)

	UE IP address allocation & management
	Connection Management Context (e.g. UE SUPI, RAN IP, AMF ID)
	Y (across N11 interaction with UE via AMF)

	Selection and control of UP function
	UP Context (e.g. UP IP)
	N (Internal functionality)

	Configures traffic steering at UPF to route traffic to proper destination
	Session Policy Context (e.g. Traffic Routing Policy)
	N (across N4 interaction with UP )

	Control part of policy enforcement and QoS
	Session Policy Context (e.g. QoS Policy)
	N (Internal functionality)

	Lawful intercept (for SM events and interface to LI System)
	Connection Management Context& LI Context
	N (Interaction with LI system)

	Termination of SM parts of NAS messages.
	Connection Management Context
(e.g. UE SUPI, SM Message Container related info )
	N (Internal functionality)

	Downlink Data Notification
	Connection Management Context
(e.g. SMF ID)
	N (across N4 interaction with UP)

	Initiator of AN specific SM information, sent via AMF over N2 to AN
	Connection Management Context
	Y (across N11 interaction with RAN via AMF)

	Determine SSC mode of a session
	Session Policy Context
	N (Internal functionality)

	Roaming functionality 
-Handle local enforcement to apply QoS SLAs (VPLMN)
	Session Policy Context (e.g.  QoS)
	N (across N4 interaction with UP)

	Roaming functionality 
-Charging data collection and charging interface (VPLMN)
	Charging Data Context (e.g. Charging data)
	N (across N4 interaction with UP or interaction with Charging system)

	Roaming functionality 
-Lawful intercept (in VPLMN for SM events and interface to LI System)
	LI Context
	N  (interaction with LI system)

	Roaming functionality 
-Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN
	Connection Management Context
	N (across N4 interaction with outside DN via UP)


Observation 1: Based on the above analysis, there are 5 types of Context in SMF: 
C1: Connection Management Context (e.g. UE SUPI, RAN IP, AMF ID)
C2: UP Context (e.g. UP IP)

C3: Session Policy Context (e.g. Traffic Routing Policy)

C4: Charging Data Context (e.g., Charging data)

C5: Session Event/LI Context
2.2 Relations between SMF services and SMF Functionalities
The NF services of SMF listed in clause 5.2.8, 23.502 are the following:

1. PDU Session Event Report

2. Session Stats Event Notification

3. Nsmf_PDUSession_Activate

4. Nsmf_Session_Create service

5. Nsmf_Session_Update

6. Nsmf_Session_Release
The SMF functionalities shall be supported by SMF services or functions of SMF not listed as Services. The analysis is the following:

	SMF functionalities listed in 23.501
Section 6.2.2
	1. PDU Session Event Report
	2. Session Stats Event Notification
	3. PDU Session Activate
	4. Session Create 
	5. Session Update
	6. Session Release
	NO Corresponding 23.502 SMF Service

	1. Session Management

Session establishment, modify and release, including tunnel maintain between UPF and AN node
	
	
	X
	X
	X
	X
	

	2. UE IP address allocation & management
	
	
	
	X
	
	
	

	3. Selection and control of UP function
	
	
	
	X
	X
	
	

	4. Configures traffic steering at UPF to route traffic to proper destination 
	
	
	
	X
	X
	
	

	5. Termination of interfaces towards Policy control functions
	
	
	
	
	
	
	X
Invoke PCF service

	6. Control part of policy enforcement and QoS
	
	
	
	X
	X
	
	 

	7. Lawful intercept (for SM events and interface to LI System)
	X
	X
	
	
	
	
	

	8. Termination of SM parts of NAS messages
	
	
	
	
	
	
	X
N1Message service operations

	9. Downlink Data Notification
	
	
	
	
	
	
	X
Invoke AMF service

	10. Initiator of AN specific SM information, sent via AMF over N2 to AN
	X
	
	
	
	
	
	

	11. Determine SSC mode of a session
	
	
	
	X
	X
	
	

	12. Roaming functionality
	
	
	
	
	
	
	X
UP handling over N4/Charging/LI/N4 related


Observation 2: one SMF functionality may be executed in several existing SMF services/Operation. 
Some functionalities are not covered in these SMF services. Such functionalities are related operation as consumer of other NF Services.
2.3 Suggested SMF services

	Current SMF Service in 23.502 section 5.2.8
	Evaluation
	Identified Services

	5.2.8.1: PDU Session Event Report
	“Session Event” Service Operation
	SMF Service 1 –Session Event

Maintain context: C5 (listed in section 2.2)

	5.2.8.2: Session Stats Event Notification
	Merge with 5.2.8.1
	

	5.2.8.3: Nsmf_PDUSession_Activate
	Redundant and suggested to remove

SMF can use AMF “UE Mobility event” specific parameter list to carry the list of PDU sessions requested to be activated. 
	SMF Service 1 –Session Management

Maintain contexts: C1, C2, C3, C4 (listed in section 2.2)


	5.2.8.4: Nsmf_Session_Create service
	“Session Management” Service Operation
	

	5.2.8.5: "Nsmf_Session_Update" service
	“Session Management” Service Operation
	

	5.2.8.6 "Nsmf_Session_Release" service
	“Session Management” Service Operation
	


3. Conclusion and Proposal
Conclusion 
1. It is suggested to classify the existing SMF services in 23.502 clause 5 as service operations of two SMF services: Session Management, and Session Event Report. Based on this, it is proposed to update TS 23.502 and TS 23.501 accordingly.
2. Whether there are other SMF services, e.g., related with LI or non-3GPP are FFS.
4. Changes to 23.502

. 

* * * First Change * * *
5.2.8 SMF services
5.2.8.1 Nsmf_SessionEvent Service
5.2.8.1.0 General Description

The service operations exposed by this service allows other NFs to get notified of events happening on the PDU session. 
5.2.8.1.1 Nsmf_SessionEvent_Report Operation

5.2.8.1.1.1 Service operation description 
Report UE PDU session related event(s) to Requester NF which has subscribed to the event report service. The events that will be reported by this service includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Editor's note:
To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.
Known NF Consumers: NEF, PCF
Input: UE ID, PDU Session ID, Event Trigger, Reporting options (e.g. event based reporting)
Output: the requester is notified of the events it subscribed to.

5.2.8.1.1.2 Service operation information flow
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Figure 5.2.8.1.2-1: PDU Session Event Report Service

1.
The requester NF subscribe to event report by sending PDU Session event Report Subscribe (UE ID, PDU Session ID, event trigger) to SMF. The UE ID is a unique UE identity, e.g. the UE SUPI or UE IP address + DNN, the PDU session ID identifies the PDU session that the requester NF is interested with, and the event trigger identifies the events that the requester NF is interested with. If the PDU Session event Report subscription is authorized by the SMF, the SMF record the association of the event trigger and the requester identity. The subscription to event report may be implicit, when the subscription is implicit, this step is skipped.
2.
The SMF detects one or more events that the requester NF has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends PDU Session event Report (session event container), which includes the type of session event and related information, to the Requester.
















5.2.8.2
Nsmf_ SessionManagement Service
5.2.8.2.0 General Description

This service manages the PDU sessions and their associated policy and charging rules at the SMF. 


























5.2.8.2.1
Nsmf_SessionManagement_Create operation
5.2.8.2.1.1
Service operation description

Create a new PDU session in core network.
Known NF Consumers: V-SMF.
Concurrent use: Yes, the Nudm_SubscriptionData_Get service and the Npcf_UEPolicy_Get service need be invoked during this process.
Pre-requisite conditions: None
Post conditions: One new PDU session in core network is established.

Inputs, Required: User Location, PDU Session Request Container (DNN, S-NSSAI, PDU type, Protocol Configuration Options).
Inputs, Optional: UE location information, AN type.
Outputs, Required: Result Indication.
Outputs, Optional: None.
NOTE:
The information required in Inputs and Outputs may be updated when the new system procedures related to session management is identified in Section 4.
5.2.8.2.1.2
Service operation information flow
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Figure 5.2.8.2.1-1: Nsmf_SessionManagement_Create operation
1.
The NF consumer sends Create Session Request (User Location, PDU Session Request Container) message to SMF. For example, V-SMF as NF consumer requests SMF in HPLMN to create PDU session for the UE.

2.
If the SMF has not yet retrieved the SM-related subscription data for the UE, the SMF requests this subscription data from UDM via Nudm_SubscriptionData_Get service.
3.
The SMF performs PCF selection.
4.
The SMF requests PCF to get the PCC Rules for the Session via Npcf_UEPolicy_Get service.
5.
SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3.
6.
SMF initiates an N4 Session Establishment procedure with the UPF.
7.
The UPF provides a N4 Session Establishment Response to the SMF.

8.
The SMF sends Session Create Response message including Authorized QoS Rule, SSC mode, (optional) H-CN Tunnel Info to the NF consumer.

5.2.8.2.2
Nsmf_SessionManagement_Update operation
5.2.8.2.2.1
Service operation description

update the active PDU session path, e.g. Xn based handover.
Known NF Consumers: AMF, V-SMF.
Concurrent use: No.
Pre-requisite conditions: None
Post conditions: the PDU session data path is updated.

Inputs, Required: PDU session ID, AN tunnel information .
Inputs, Optional: UE location information, AN type.
Outputs, Required: CN tunnel information.
Outputs, Optional: None.
5.2.8.2.2.2
Service operation information flow
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Figure 5.2.8.2.2-1: Nsmf_SessionManagement_Update operation procedure without UPF change
1.
The Requester sends the Update Session Request (PDU session ID, AN tunnel information) message to SMF to update the data path of the indicated PDU session. The SMF determines the existing UPF can continue to serve the UE.
2-3. The SMF requests UPF to modify the session.
4.
The SMF provides the CN Tunnel Information to the Requester.
In case SMF determines the UPF need be reallocated, i.e. the UPF connected to the RAN need be reallocated, the procedures that SMF handles the session update is described in Figure 5.2.8.5.2-2.
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Figure 5.2.8.2.2-2: Nsmf_SessionManagement_Update operation procedure with UPF change
The difference of this process comparing to the case without UPF change is as below:

2. The SMF determines the existing UPF which is connected to the RAN need be reallocated.
3-4. The SMF requests Target UPF to establish the session.
5-6. The SMF requests UPF (Session Anchor) to modify the session.
8-9. The SMF requests source UPF to release the session.
5.2.8.2.3
Nsmf_SessionManagement_Release service operation
5.2.8.2.3.1
Service operation description


Release the indicated session of the UE.
Known NF Consumers:  V-SMF. When the SMF receive the PDU session release message from the UE, it invokes the PDU session release service operation.
Concurrent use: Yes, in the home routed case the Nsmf_SessionManagement_Release operation provided by H-SMF need be invoked during this process.
Pre-requisite conditions: None
Post conditions: the session of the UE is released.

Inputs, Required: PDU session ID.
Inputs, Optional: UE location information, AN type.
Outputs, Required: Result Indication.
Outputs, Optional: None.
5.2.8.2.3.2
Service operation information flow
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Figure 5.2.8.2.3-1: Nsmf_SessionManagement_Release operation procedure in non-roaming scenario
1.
The Requester sends the Release Session Request (PDU session ID) message to SMF to release the PDU session for the UE.
2-3. The SMF requests UPF as session anchor to terminate the UE's session.

4-5. The SMF requests UPF to terminate the UE's session.
Editor's note: the interaction with PCF and the related NF service is FFS.
6.
The SMF responds to the NF consumer the UE's session is released.
In case that the session to be released is home routed PDU session, the service operation process is described in Figure 5.2.8.6.2-2:
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Figure 5.2.8.2.3-2: Nsmf_SessionManagement_Release operation procedure in home-routed scenario
The difference of this process comparing to the case non roaming PDU session release is as below:

2.
The SMF requests Nsmf_SessionManagement_Release service operation from H-SMF to release the session in HPLMN.
3-4. The SMF requests V-UPF to release the session.
Editor's note:
The interaction with PCF and the related NF service is FFS.
* * * End of Changes * * *
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