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Abstract of the contribution: Discusses the use of DNN vrs APN in 5GS and proposes text to 23.501 to resolve editor’s note on the subject.
Discussion

Clause 5.6.1 of 23.501 currently has an editor’s note regarding the whether the DNN or APN is used to identify the network to which the 5GC will ultimately route the UE’s traffic to/from.  This document examines how to resolve this question and suggests text to the specification accordingly.

In earlier releases, the 3GPP core systems (GRPS, UMTS, EPC) have used an APN to separate traffic to/from a UE’s traffic related to different networks connected to the 3GPP core.  In several cases specific versions have entered common or standardized use (e.g. Internet APN, IMS APN) to ease the support of global service while roaming – the identifier used in 5GS should enable re-use of these “well know” values.

It is also anticipated that 5G devices may connect to earlier cores, either in a HPLMN (prior to ubiquitous 5G service) or in a VPLMN that has no 5G service (or non-where the user is trying to connect) – the identifier used in 5GS should provide simple reference to the existing usage.

While both these two aspects can be served by simply using the APN as the DNN and changing the references in the specification to APN, there are other aspects of the 5GC that need to be addressed – these include

· 5GC uses PDU sessions not PDN bearers

· 5GC has more flexible user plane topology capabilities
· Legacy systems have index limitations
· IMSI based differentiation are not scalable

One of the major differences separating 5GC from EPC and earlier packet networks is that 5GC uses PDU sessions to convey traffic between the data network and the UE instead of PDU bearer.  The result of this is that there may be several PDU similar PDU sessions where earlier devices would have used a single bearer – both the network and the UE will need to differentiate onto which PDU session traffic is to be sent. The identifier used should therefore help the UE and network assign traffic between PDU session.
Secondly, the 5GC provides many more flexible options for the topological placement of the functions related to the user plane (aka UPF) to meet the needs of diverse services and subscription types.  A clear example of this is the deployment of a UPF adjacent to the RAN node to provide local internet access for some traffic while a centralized UPF is used internet access for different traffic.  The identifier used should be able to assist in differentiating the traffic types.
Lastly the use of APN is often limited by the capabilities of earlier network implementations that may no longer be relevant for 5G services – one of specific note is that APN is translated to a “PDN index” which MAP limits to 50 values.  The identifier used should avoid implicit linkage to earlier limitations.
To include these diverse requirements a hybrid approach is necessary, preserving the best of the old alongside the needs of the new.  Therefore, it is proposed that DNN consists of two parts, one part consisting of the familiar APN, and a second part providing additional data network differentiation.

It is proposed that the EN be removed, text added to clarify DNN and describe the two parts.
Proposal
It is proposed to update the text to TS 23.501 with the following:-

*** First Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5QI
5G QoS Indicator

5G-RAN
5G Radio Access Network

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

CP
Control Plane

DL
Downlink

DN
Data Network
DNN
Data Network Name
FQDN
Fully Qualified Domain Name
GFBR
Guaranteed Flow Bit Rate

MFBR
Maximum Flow Bit Rate
MICO
Mobile Initiated Connection Only

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function

PCF
Policy Control Function

QFI
QoS Flow Identity
PFDF
Packet Flow Description Function

QoE
Quality of Experience

SA NR
Standalone New Radio

SDSF
Structured Data Storage Function

SMF
Session Management Function

UDSF
Unstructured Data Storage Function

UL
Uplink

UPF
User Plane Function

*** Second Change ***
5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.


Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G system).

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to establish a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to  insert an UL CL or a Branching Point for a PDU session towards this DNN..

This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN  (consisting of the APN and a DN differentiator)
-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN 
	No
	(Note 1)(Note 2)(Note3)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.
NOTE 3:
DNN consists of both the APN and DN Differentiator


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
The DN differentiator of the DNN may be used to assist in selecting the appropriate UPF during session establishment.
*** End of Changes ***
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