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Abstract: This paper proposes to dedicate PDU sessions for traffic associated to Edge Computing applications and add requirements on N6 interface for local Data Network in Edge Computing.
Discussion
When an Edge Computing application has mobility, the address of the application in the PDU header may not be the same as the address of the location where the application is hosted. This is because application relocation is a network behaviour not necessarily known to the UE. Since PDU header cannot be used for routing (over the N6 interface) in this case, it is equivalent to unstructured PDU in the UL. In addition to this, use of unstructured PDU is application dependent and may actually happen to any Edge Computing application. Hence, this paper proposes to treat Edge Computing application traffic as unstructured PDU to have a unified Edge Computing framework. 
The UE requests for dedicated PDU sessions for traffic associated to Edge Computing applications. Such a dedicated PDU session may be used for a single Edge Computing application or shared by multiple Edge Computing applications, up to UE’s decision. If the UE decides to use it for a single Edge Computing application, it indicates the application to the SMF during the PDU session establishment procedure. The local DN is responsible for routing application traffic between PDU session anchors and traffic-handling AFs. In other words, the local DN shall implement the N6 interface properly to ensure session and service continuity in the presence of UE/application mobility. 

Proposal

 It is proposed to make the following changes to the TS 23.501.
***** Begin of 1st Change *****
5
High level features

5.13
Support for Edge Computing

Edge computing enables operator and 3rd party services to be hosted in the local Data Networks, close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.
The UE requests for dedicated PDU sessions for traffic associated to Edge Computing applications. Such a dedicated PDU session may be used for a single Edge Computing application or shared by multiple Edge Computing applications, up to UE’s decision. If the UE decides to use it for a single Edge Computing application, it indicates the application to the SMF during the PDU session establishment procedure. 

Editor’s note:
It is FFS how the UE is aware of the Edge Computing applications.
The 5G core network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. This may be based on the UE's subscription data, location, policy or other related traffic rules.

Due to user or Application Function mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.
The local Data Networks are responsible for proper implementation of the N6 interface to ensure service or session continuity in the presence of UE mobility and/or Application Function mobility and provides N6 related traffic routing information to the network.
The 5G core network may expose network information and capabilities to an Edge Computing Application Function.
NOTE:
Depending on the operator deployment, certain Application Functions can be allowed to interact directly with the Control Plane Network Functions with which they need to interact, while the other Application Functions need to use the external exposure framework via the NEF (see clause 6.2.10 for details).

The functionality supporting for edge computing includes:
-
Local Routing: the 5G core network selects UPF to route the user traffic to the local Data Network and configures the UPFs with N6-related traffic routing information.

-
Traffic Steering: the 5G core network selects the traffic to be routed to the Application Functions in the local Data Network.

-
Session and service continuity to enable UE and Application Function mobility.

-
User plane selection and reselection ,e.g. based on input from Application Function.

-
Network capability exposure: 5G core network and Application Function to provide information to each other via NEF as described in clause 7.4 or directly as described in clause 7.3.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

***** End of 1st Change *****
***** Begin of 2nd Change *****
5
High level features

5.6
Session Management

5.6.7
Application Function influence on traffic routing

Editor's note:
Roaming case is FFS.

An Application Function may send requests to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network
Such requests may contain at least:

-
Information to identify the traffic to be routed. The traffic can be identified by the DNN, and an application identifier or traffic filtering information.
Editor's note:
Mapping between the information provided by the Application Function and the information used in the Core Network, if needed, is FFS.

-
Information on where to route the traffic.

-
Potential locations of the Application Functions to where the traffic routing should apply. The potential locations of the AFs may e.g. by used for UPF selection.
Editor's note:
The normative phase will determine the nature of the Location Information exchanged with the application environment.
-
N6-related traffic routing information to be configured in UPFs.

Editor’s Note: The information can include the address of the end of N6 interface in the local DN and the protocol parameters used for the N6 interface. The content and how it is used by the UPFs is FFS.
-
Information on the UE(s) whose traffic is to be routed. Individual UEs identified using either External Identifer or MSISDN, all UEs, or groups of UEs.
Editor's note:
It is FFS How a group of UEs can be identified in the request

-
Information on when (time indication) the traffic routing is to apply.
The Application Function issuing such requests is assumed to belong to the PLMN serving the UE. The Application Function may issue requests on behalf of other Application Functions not owned by the PLMN serving the UE.

SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path.
Editor's note:
The normative phase will determine how the application function request is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.

An Application Function may request to get notified about the Location Information of UE(s).

Editor's note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.
***** End of 2nd Change *****
