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Abstract of the contribution: This contribution discusses UPF service area and PDU session service area, text were proposed to be added into TS 23.501.
1 Introduction
1.1
Connection between RAN and CN NF
In 4G, it has been agreed that the full mesh network between the eNBs and SGW-U is not guaranteed. See the following text from TS23.214:

“it cannot be assured that there is "full mesh" IP connectivity between the eNBs and the SGW-U function outside the SGW-U Service Area”
The main reason which may forbid full IP connectivity is that for one PLMN the RAN network may be planed as several isolated autonomous domains due to the amount of RAN node. This does have some benefit, e.g. the RAN node IP address allocation and management. In 5G network the amount of gNB should be at the same level or more than the eNB due to its smaller coverage. As such similar network plan should be considered.   
Also it is still required that E-UTRAN should be able to connect to 5GC (option 7). So the existing E-UTRAN network deployment design need be supported.
Per above consideration, we see the same assumption in 5G network stands, i.e. the full mesh IP connectivity between 5G RANs and CN NFs is not mandatory. The related CN NFs includes the AMF and UPF. 

For the SSC mode 1/3, the anchor UPF needs to be kept for a short time or always when the UE moves. As such one intermediate UPF, which have IP connectivity to the RAN node, can be inserted into the data path for the connection between the RAN node and anchor UPF. 
The connection between the AMF and SMF should be full mesh IP connectivity. As the interface between the SMF and RAN always go via the AMF, the connectivity between the RAN and SMF can be full mesh except the restriction of the operator’s policy. 
Proposal 1: For the AMF and UPF, the IP connectivity between the RAN node and them is not assured to be "full mesh". When UE moves, the AMF may need be reallocated.
Proposal 2: For the SSC mode 1/3, to keep the anchor UPF one intermediate UPF need be inserted into the data path to bridge the RAN node and anchor UPF. 
Proposal 3: The IP connectivity between the AMF and SMF should be "full mesh". With the help of the AMF, the RAN node can connect to any SMF except the restriction due to operator’s policy, e.g. across PLMN connectivity restriction. 
1.2
Service area of CN NF
The serving area of CN NF is the area within which the CN NF can provide the service to the UE without change to other CN NF. 

For the anchor UPF it can be divided into below types: 

· For normal PDU connection, the anchor UPF should always be accessible from any area where UE can move, e.g. the whole PLMN. When there are no IP connectivity to the RAN node UE camped, an intermediate UPF can be inserted to bridge them.  
· For local PDU connection, the anchor UPF may only be accessed in some limited area, e.g. in some specific TA list. When the UE move out of that area, the PDU connection can be released.   
For the AMF and UPF which have direct connection to the RAN node, it is not required to always provide the service when the UE moves out of that connected RAN area, i.e. they can be reallocated. Their service area may be limited. 

For the SMF per proposal 3, the SMF do not have any service area restriction.

1.3
Relation between PDU session service area and AMF service area
When the UE registered to the network, the AMF allocates one TA lists to the UE. This allocated TA list must be in the AMF service area. When one PDU session is established, the related PDU session service area also determined within the area where the anchor UPF can be accessed. From the discussion in 1.2, the service area of one PDU session may be limited to partial of the network, e.g. a list of TAIs. So what is the relation between these two service areas, i.e. the MM service area and SM service area? Should the AMF allocate the TA list need take the PDU session service area into account?
It has been decided that the MM/SM should be decoupled, it should avoid to link the TA list used for SM procedure with the one used for MM procedure. 
For example with the introduction of local DN, the PDU session service area of local DN may be as small as a cell. If the TA list is adjusted according to PDU session service area, it will make the TA list allocated to UE too small, and cause too much signalling due to mobility.
As the SMF can always be accessed from any RAN node, the anchor SMF can easily control how to handle the PDU session if the UE move out of the service area, e.g. PDU session deletion or reestablishment if it needs. The issue of the PDU session can not be released when UE move out of the service area does not exist.  
Proposal 4: The allocated TA list from the AMF is independent with the any established PDU session.
2 Proposal
It is proposed to discuss the above proposals, and agree on the proposed changes to TS 23.501:

*************** Start of changes *********************
4.2.1
General

This specification describes the architecture for the 5G system. The interaction between network functions is represented in two ways.
-
A service-based representation, where network functions (e.g. AMF) within the control plane enables other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, focusing on the interactions between pairs of network functions described by point-to-point reference point (e.g. N11) between any two network functions (e.g. AMF and SMF) is depicted when some interaction exists between these two network functions.

Service-based interfaces are listed in clause 4.2.4. Reference points are listed in clause 4.2.6.

Network functions within the 5G Core Control shall exhibit service-based interfaces for services that can be used by other authorized network functions, unless explicitly stated otherwise.

Editor's note 1:
This will be evaluated on a case by case basis when specifying the procedure.
Editor's note 2:
The above two statements will be revisited when the work on system procedure is stable.

The IP connectivity between the RAN node, and AMF or UPF, is not assured to be "full mesh". 
*************** 2nd of changes *********************
5.3.2.3
Registration Area management

Registration Area management comprises the functions to allocate and reallocate a Tracking Area Identity List to a UE. The allocated Tracking Area Identity list is independent of the established PDU session. All the tracking areas in a TAI List to which a UE is registered are served by the same serving AMF.
When a UE registers with the network, the AMF allocates a set of tracking areas in TAI List to the UE. When the AMF allocates registration area, i.e. the set of tracking areas in TAI List, to the UE it may take into account various information (e.g. Mobility Pattern and Allowed/Non-allowed area (refer to 5.3.4.1)).

The 5G system shall support allocating a TAI List over different 5G-RATs in a single TAI List.
*************** 3rd of changes *********************
5.8.2
User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in sub-clause 5.6.4.
When UE moves, the target RAN may not have direct IP connectivity to the anchor UPF that serves a PDU session. To support the connection to the anchor UPF, the UPF which connects to RAN may be relocated. The UPF relocation includes the scenario of UPF addition and UPF removal from the user plane path of the PDU session.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging)

-
QoS enforcement

-
traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing)

The UPF traffic detection capabilities may detect traffic based on traffic pattern for mapping at least any combination of:

-
PDU session.
-
5QI.
-
802.1q header (in case of PDU session Type Ethernet).
-
Source/destination IP address or IPv6 network prefix.
-
Source / destination port.
-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.
-
protocol ID of the protocol above IP.
-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
In the pattern:

-
a value left unspecified in a filter matches any value of the corresponding information in a packet.
-
an IP address or Prefix may be combined with a prefix mask.
-
port numbers may be specified as port ranges.

UPF selection is described in clause 6.2.
*************** End of changes *********************
3GPP

SA WG2 TD


