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Introduction

It has been agreed as part of TR 23.799, that an “application function” can interact with the SMF to influence traffic routing and may also request to be informed about UE location information. This has also been transferred to TS 23.501 in clause 5.6.7. It is still an open issue how this interaction is done, as captured in an EN in 23.501, clause 5.6.7: 

Editor's note: The normative phase will determine how the request of the application function is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.

The following information may be provided by the AF request:

-
Information to identify the traffic to be routed. The traffic can be identified by the DNN, and an application identifier or traffic filtering information.

Editor's note:
Mapping between the information provided by the Application Function and the information used in the Core Network, if needed, is FFS.

-
Information on where to route the traffic.

-
Potential locations of the Application Functions to where the traffic routing should apply. The potential locations of the AFs may e.g. by used for UPF selection.

Editor's note:
The normative phase will determine the nature of the Location Information exchanged with the application environment.

-
Information on the UE(s) whose traffic is to be routed. Individual UEs identified using either External Identifer or MSISDN, all UEs, or groups of UEs.

Editor's note:
It is FFS How a group of UEs can be identified in the request

-
Information on when (time indication) the traffic routing is to apply.
This proposal is arguing for a solution based on PCF.
Discussion

To be able to discuss how the NGC is to interact with an application function (e.g. in an edge computing infrastructure), the first thing to settle is the ownership of the interfaces in the solution.

With different deployment options in the radio network, it is crucial to request a QoS profile that matches the requirements for the application. E.g. if the application (as represented by the application function) needs low latency (i.e. small packet delay budget), that needs to be signalled so that such QoS requirement is available in the network. To be able to match traffic to that QoS profile, TFTs (Traffic Flow Templates) need to be signalled. These are in NGC connected to the 5G QoS Indicator (5QI), which, at least for B-type QoS flows, can be signalled between the UE and the SMF in parallel with the QoS signalling between SMF and RAN (and finally to the UE). The required 5QIs and QoS profiles are typically defined from the dynamic PCC Rules (N7) and are derived from the signalling made for applications on N5 interface towards the PCF.

Additionally, the PCF provides the proper charging information for the application traffic. 
One observation is that it is needed to differentiate per subscriber the QoS and charging to be applied for an application according to the subscription profile. It is also needed to differentiate per subscriber the appropriated routing for the traffic, e.g. depending on the subscription it is allowed to use a local data access to a Data Network to have a determined QoE. The PCF allows the operator to build subscription-based policies that consider the subscriber profile and inputs from other entities (e.g. user subscription, user's current RAT, network load status, time of day, UE location, APN …). 
When a PCF is used, it needs to be able to decide how the policies are applied and that means that the PCF must have the full picture of the policies applied in the network, i.e. QoS, charging, traffic steering. This implies that if a PCF is used the interface from the application to the SMF should go via that function. The Application Function may send requests to the PCF to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network.  
The functionality on the EPC Rx interface towards the PCRF is including most of the needed aspects that the application function needs. Enhancements can be considered for the information that is not included according to the following analysis.
1. Information to identify the traffic to be routed. The traffic can be identified by the DNN, and an application identifier or traffic filtering information.

The AF may include the DNN to identify the traffic of a PDU Session, the Application Identifier to indicate a particular service. In case of IP traffic, if specific flows of an application shall be considered, it is possible to include traffic filtering information.
2. Information on where to route the traffic.

The AF may provide an indication about the routing requirements for the traffic. This can be in the form of a routing profile identifier. This is an enhancement of Rx data.

3. Potential locations of the Application Functions to where the traffic routing should apply. The potential locations of the AFs may e.g. by used for UPF selection.

This information is implicit in the routing profile identifier.

4. Information on the UE(s) whose traffic is to be routed. Individual UEs identified using either External Identifer or MSISDN, all UEs, or groups of UEs.

For this point, it is needed to distinguish the following scenarios:

a. application influences traffic routing for a UE with an ongoing PDU session.

b. application influences traffic routing for a UE or group of UEs independently if they have ongoing sessions. 

For the former scenario (a), the info in next paragraph applies, the latter (b) is discussed further below in dedicated chapter.

For UEs with an ongoing session, the AF shall provide information to identify the UE. In case of PDU type is IP, the AF shall provide either  an IPv4 address or IPv6 prefix  containing the full IP address applicable to an IP flow or IP flows towards the UE. Additional information as the UE identity, DNN and the domain identity may be provided if the information is not sufficient for the PCF to identiy the correct PDU-CAN session.

5. Information on when (time indication) the traffic routing is to apply.
The AF may provide information about the time when the traffic routing is applied. 
The AF may send an Application Location Notification message to the  PCF that authorizes or rejects the AF request based on the input from the AF, operator’s policy and inputs from other entities (user subscription, quota status, user's current RAT, network load status, time of day, UE location, APN …).

When authorized, the PCF also determines the traffic traffic steering policy based on the info mentioned previously.
The PCF provides the SMF with policy and charging rule that contains the traffic steering policy for the traffic and additional information, e.g.the corresponding QoS and charging information applicable.
The SMF (by configuration) is aware of the UPFs that provide traffic steering according to the traffic steering policy so it can make the UPF(s) selection as explained in chapter 5.6.4 of the TS 23.501.
Notification

The AF, in the Applciation Location Notification,  may request the PCF to be notified about UP path management events (change of traffic steering). 
In such case, the PCF initiates a PDU-CAN session modification procedure and includes in the corresponding rule to the SMF an indication that a notification is required when traffic routing is changed. 
When there is such a change, the SMF notifies the PCF in PDU-CAN session modification procedure. The SMF provides information to identify the traffic that is impacted and the new traffc steering profile ID applied..
At reception of the notification from the SMF about the UP path management event, the PCF may update the policies that are applicable according to the new traffic steering profile provided by the network, e.g. specific charging or QoS information.The PCF then notifies the AF about the change in traffic routing.

The notification to the AF conveys the following information: information about traffic for which routing is changed, cause of the notification (change of traffic steering) and routing profile ID applied. The PCF performs a mapping between traffic steering profile ID and routing profile ID.
Handling of UE or group of UEs independently of sessions. 
The AF may contact the PCF via the NEF to influence traffic routing for a group of UEs independently of the ongoing sessions of the UEs, i.e. this interaction is not to influence on a specific session. The AF request shall contain information to identify the traffic to be routed, information on where to route the traffic, information on when (time indication) the traffic routing is applicable and may also contain subscription request for notification about UP path management events (change of traffic steering). This information is the same as the information provided by N5 interface above. Addionally, information to identify the group of UEs for which the traffic routing policy is applicable shall be provided. 
To identify a group of UEs, the PCF is configured with the Extenal Group Identifier the UE belongs to.  This information is stored in the UDR. 

The AF, via the NEF sends an Application Location Notification request for application influence on traffic routing, including the information to identify the traffic, information on where to route the traffic, information on when the traffic routing is to apply, subscription to be notified about UP path management events (changes to traffic steering), the Extenal Group Identifier and AF identifier.
The NEF sends an Application Location Notification Request (Extenal Group Identifier, traffic to route, where to route the traffic, time, subscription to notification, AF identifier) over Nt interface to each PCF in the operator´s network. 

The PCF updates its policy information to get properly configured to route the traffic for the affected UEs according to the request from the NEF and sends an Application Location Notification Response message to the NEF.
The NEF  sends an answer to the AF. 

Each PCF finds each UE that has the External Group Identifier associated to it and then:

-
For each UE that has a PDU-CAN session established, the PCF initiated-PDU CAN session modification procedure is triggered to the SMF. This procedure includes policy and charging rule with the traffic steering policy for the traffic and an indication if a notification is required when traffic routing is changed for the affected traffic. The PCF stored the NEF address to report notification for this group when traffic routing is changed..

-
If the PCF has no PDU-CAN session for any UE within the External group, no procedure is initiated in the PCF.

-
the SMF applies the traffic steering policy provided by the PCF and, when requseted, notifies the PCF if there is a change in traffic routing.

-
the PCF sends a notification to the NEF reporting the change in traffic routing received from the SMF. The PCF incudes in the notification the UE identifier, the Extenal Group Identifier, the cause of the notification, the information about the affected traffic, the routing profile ID and the AF reference Id.
-
the NEF sends notifications to the AF including AF reference Id, UE identifier, the Extenal Group Identifier, the cause of the notification, the information about the affected traffic and the routing profile ID. 
Conclusions

As the PCF needs to be involved in the setup of the rules for the applications in order to control QoS and charging, it is reasonable to have the application function communicate via the PCF also for handling influence on traffic routing.

As the existing Rx interface to a large extent already supports the functionality needed by the application function, and it is expected that N5 will have similar functionality in 5GC, it is reasonable to base the interface between NGC and the application function on the N5 interface. 

To handle additional cases not related to specific ongoing sessions, that affect a group of UEs, the NEF can request the PCF specific routing request using a new message in Nt interface.

Proposal

It is proposed to update TR 23.501 as follows 

**** First Change ****
5.6.7
Application Function influence on traffic routing
5.6.7.X
General
Editor's note:
Roaming case is FFS.

An Application Function may send requests to the PCF via N5 to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network
The Application Function may also contact the PCF via the NEF. Then the NEF contacts the PCF by N5 inteface and behaves as an AF. The AF can send an Application Location Notification message to the PCF.
Such requests may contain at least:

-
Information to identify the traffic to be routed. The traffic can be identified by the DNN, and an application identifier or traffic filtering information. The DNN can be used to identify the traffic of a PDU Session, the Application Identifier to indicate a particular service of a PDU Session. In case of IP traffic, it is possible to include traffic filtering information.
Editor's note:
Mapping between the information provided by the Application Function and the information used in the Core Network, if needed, is FFS.

-
Information on where to route the traffic. The AF may provide information about the routing requirements for the traffic. This can be in the form of a routing profile ID. The routing profile ID refers to a traffic forwarding behaviour that is preconfigured on the PCF.  The PCF can convert the routing profile ID into a traffic sttering profile ID that corresponds to a steering behaviour which is preconfigured on the SMF.

-
Potential locations of the Application Functions to where the traffic routing should apply. The potential locations of the AFs may e.g. by used for UPF selection. This information is implicit in the routing profile ID mentioned above.

-
Information on the UE(s) whose traffic is to be routed. Individual UEs identified using either External Identifer or MSISDN, all UEs, or groups of UEs. In case of PDU type is IP, to allow the PCF to identify the PDU-CAN session for which this request applies, the AF shall provide either  an IPv4 address or IPv6 prefix  containing the full IP address applicable to an IP flow or IP flows towards the UE. Additional information as the UE identity, DNN and the domain identity may be provided if the information is not sufficient for the PCF to identiy the correct PDU-CAN session.

-
Information on when (time indication) the traffic routing is to apply. This data is not needed in the request from the AF via N5 reference point as the application location notification request shall apply immediately. This data may be used in the procedure to request application traffic routing for a group of UEs that is explained in chater 5.6.7.2.

-
Subscription to be notified about UP path management events (change in traffic steering).
The Application Function issuing such requests is assumed to belong to the PLMN serving the UE. The Application Function (or the NEF) via N5  may issue requests on behalf of other Application Functions not owned by the PLMN serving the UE.

The PCF, based on information received from the AF in Application Location Notification, operator’s policy and inputs from other entities (e.g. user subscription, user’s quota, user's current RAT, network load status, time of day, UE location, APN …), authorizes the request received from the application function and determines the traffic steering policy.
The PCF acknowledges the request sending the Application Location Notification Ack to the AF.

Then, the PCF provides the SMF with policy and charging rule with the traffic steering profile ID for the traffic by initiating a PDU-CAN Session Modification procedure. Additionally, provides info about subscription to be notified about UP path management events (change in traffic steering).
The SMF (by configuration) is aware of the UPFs that provide traffic steering according to the traffic steering profile ID.
Then, SMF may take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path.

An Application Function may request to get notified about the Location Information of UE(s).

Editor's note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.

5.6.7.X
Notification
The AF may request the PCF to be notified about UP path management events (change of traffic steering). In such case, the PCF includes in the corresponding rule to the SMF an indication that a notification is required when traffic steering is changed.

When there is such a change, the SMF notifies the PCF in PDU-CAN session modification procedure. The SMF provides information to identify the traffic,  and traffic steering profile ID). It is assumed that the traffic steering profile ID describes the correlation between the UPF and the application. 

At reception of the notification from the SMF about the UP path management event, the PCF may update the policies that are applicable according to the new traffic steering provided by the network, e.g. specific charging or QoS information.

The PCF then notifies with Application Routing Notification message the AF about the change in traffic steering . The AF acknowledges the notification message in Application Routing Notification repsonse.

The notification to the AF conveys the following information: information to identify the traffic traffic for which traffic steering is changedcause of notification (traffic steering change) and routing profile ID. The PCF derives the routing profile ID from the traffic steering profile ID applied by the SMF.
5.6.7.Y
Application influence on traffic routing for a group of UEs
An AF may contact the PCF via the NEF to influence traffic routing for a group of UEs independently of the ongoing sessions of the UEs, i.e. this interaction is not to influence on a specific session. 

The AF request may contain information to identify the traffic to be routed, information on where to route the traffic, information on when (time indication) the traffic routing is to apply and subscription to be notified about UP path management events (change of traffic steering). This information is the same as the information explained in 5.6.7. Addionally, information to identify the group of UEs for which the traffic routing policy is applicable shall be provided and the AF Identifier. 

To identify a group of UEs, the PCF is configured with the Extenal Group Identifier the UE belongs to.  This information is stored in the UDR. 

The AF, via the NEF sends an Application Location Notification for application influence on traffic routing, including the information to identify the traffic, information on where to route the traffic, information on when the traffic routing is to apply, subscription to be notified about UP path management events (change of traffic steering), AF identifier and the Extenal Group Identifier. The NEF forwards the Application Location Notification (Extenal Group Identifier, traffic to route, where to route the traffic, time, subscription to notification, AF Identifier) over Nt interface to each PCF in the operator´s network. 

The PCF updates its policy information to get properly configured to provide traffic steering policies for the affected UEs according to the request from the NEF and sends an Application Location Notification Ack to the NEF.

The NEF then sends an answer to the AF. 

Each PCF finds each UE that has the Extenal Group Identifier associated to it and then:

-
For each UE that has a PDU-CAN session established, the PCF initiated-PDU CAN session modification procedure is triggered to the SMF. This procedure includes policy and charging rule with the traffic steering profile ID for the traffic and an indication if a notification is required when traffic routing is changed for the affected traffic. The PCF stored the NEF address to report notification for this group when traffic steering is changed.

-
If the PCF has no PDU-CAN session for any UE within the External group, no procedure is initiated in the PCF.

-
the SMF applies the traffic steering profile ID provided by the PCF and, when requseted, notifies the PCF if there is a change in traffic steering.

-
the PCF sends a notification to the NEF reporting the change in traffic routing received from the SMF. The PCF incudes in the notification the UE identifier, the Extenal Group Identifier, the cause of the notification and information to identify the traffic, AF identifier. 
-
the NEF sends notifications to the AF including UE identifier, the Extenal Group Identifier, the cause of the notification and information to identify the traffic. 
**** Next Change ****
5.13
Support for Edge Computing

Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

The 5G core network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. This may be based on the UE's subscription data, location, policy or other related traffic rules.

Due to user or Application Function mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.
The 5G core network may expose network information and capabilities to an Edge Computing Application Function.
NOTE:
Depending on the operator deployment, certain Application Functions can be allowed to interact directly with the Control Plane Network Functions with which they need to interact, while the other Application Functions need to use the external exposure framework via the NEF (see clause 6.2.X for details).

The functionality supporting for edge computing includes:
-
Local Routing: the 5G core network selects UPF to route the user traffic to the local Data Network.

-
Traffic Steering: the 5G core network selects the traffic to be routed to the Application Functions in the local Data Network.

-
Session and service continuity to enable UE and Application Function mobility.

-
User plane selection and reselection ,e.g. based on input from Application Function.
- 
An Edge Computing application may influence UPF selection and traffic routing by exchanging information via the PCF as described on 5.6.7.
-
Network capability exposure: 5G core network and Application Function to provide information to each other via NEF as described in clause 7.4 or directly as described in clause 7.3.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

**** Next Change ****
A.2
Architecture model and reference points

A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), the Policy Control Enforcement Function (PCEF), the Access and Mobility Policy Enforcement Function (AMPEF), the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

Editor's note:
The reference point PUd and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS.

**** Next Change ****
A.2.2
Reference points

A.2.2
Reference points

A.2.2.1
N5 reference point

The N5 reference point resides between the AF and the PCF.

The N5 reference point enables transport of application level session information from AF to PCF.

The N5 reference point enables the AF to get information about IP-CAN session events.

The N5 reference point enables to include information to influence on application traffic in the form of a routing profile ID. It also enables to subscribe notifications from PCF be notified about UP path management events (change of traffic steering).

**** Next Change ****
A.2.2.6
N23 reference point
The N23 reference point resides between the Network Data Analytics (NWDA) and the PCF. The N23 reference point, enables the PCF to subscribe to and be notified on network status analytics e.g. congestion information for a specific slice. NWDA provides slice specific network data analytics. The subscription to NWDA by PCF therefore is on a network slice level and the NWDA is not required to know about the current subscribers using the slice. NWDA notifies / publishes slice specific network status analytic information to the PCF(s) that are subscribed to it. This information is not subscriber specific. PCF uses that data in its policy decisions. The PCF, the slice and NWDA in question are always in the serving network.

NOTE:  NWDA functionality beyond its support for N23 is out of scope of 3GPP.
Editor's note:
The actual parameter notified to the PCF is FFS.
Editor's note:
Applicability of slicing in PCF architecture is FFS.

A.2.2.x
Nt reference point
The Nt reference point resides between the Network Exposure Function (NEF) and the PCF. 

The Nt reference point enables the negotiation between the NEF and the PCF about the recommended time window(s) and the related conditions for future background data transfer. 

It also enables the NEF to provide information to the PCF to influence application traffic routing for a group of UEs and to subscriber to notifications when traffic routing is changed.
NOTE: 
This interaction between the NEF and the PCF over the Nt reference point is not related to any PDU-CAN session.

**** Next Change ****
A.3.1.4
Policy Control Subscription information management

The PCF may request subscription information from the UDR at establishment, modification, or termination of a PDU-CAN session, and at UE Context Establishment or termination.

The PCF may provision policy control related information to the UDR.

The PCF may receive notifications from the UDR on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the PCEF and/or the AMPEF if needed.

The UDR may provide the following subscription profile information:

-
Subscriber's allowed services;

-
Information on subscriber's allowed QoS;

-
Subscriber's charging related information;

-
Subscriber category;

-
Subscriber's usage monitoring related information;

-
MPS EPS Priority, MPS Priority Level, and IMS Signalling Priority;

-
Subscriber's profile configuration indicating whether application detection and control can be enabled.

-
Spending limits profile information;

-
Sponsored data connectivity profiles;

-
Service area restrictions;

-
RAT Frequency Selection Priority (RFSP) information.
-   External Groud Identifier
Editor's note:
The list above covers subscription profile information for policy control functionality that is addressed in the document so far. Additional policy-related subscription data is to be added when the related functionality is agreed.
A.3.1.x
Traffic steering information
The PCF may provide traffic steering routing information to the SMF in the PCC rules for the purpose of steering the subscriber's traffic appropriatedly, e.g. diverting (locally) some traffic matching traffic filters provided by the PCF.

The routing information consists of a traffic steering profile ID.

**** End of Changes ****
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