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FIRST CHANGE
6.6
Solution 6 to Key Issue #4: Using WLCP bearers for sending TFTs to UE for trusted WLAN
6.6.1
Description
This solution is related to key issue #4 (UE Determination of the QoS to apply to an uplink IP packet for trusted WLAN). 
In this solution it is assumed that the user plane solution is according to 6.7 (QoS differentiation for trusted WLAN based on WLCP bearer).

User plane solution mimic 3GPP behaviour by using bearers between UE and TWAG and then there is a one-to-one relationship in TWAG between the S2a bearers and WLCP bearers.

The control plane to setup the WLCP bearers is similar to how DRBs are setup in LTE. A per-UE unique user plane connection ID (MAC address) is assigned for each WLCP bearer.

6.6.2
Procedures

6.6.2.1
UE Initiated PDN connectivity request procedure in multi-connection mode

The UE initiated PDN connectivity request procedure in multi-connection mode is depicted in figure 6.X.2.1-1
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Figure 6.6.2.1-1: Dedicated S2a Bearer Activation Procedure with GTP on S2a

The UE initiated PDN connectivity request procedure in multi-connection mode is as described in TS 23.402 [2] clause 16.8.1 with the following differences
1.
The UE sends WLCP PDN connection Request which include a capability indicator for multiple WLCP bearers per PDN conneciton. 

7.
The TWAN sends WLCP PDN connection Response which includes Bearer ID and QoS for the default bearer. 
6.6.2.2
Dedicated bearer activation in WLAN on GTP S2a

The dedicated bearer activation procedure for GTP based S2a is depicted in figure 6.X.2.2-1.
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Figure 6.X.2.2-1: Dedicated S2a Bearer Activation Procedure with GTP on S2a

The Dedicated Bearer Activation procedure is as described in TS 23.402 [2] clause 16.5 with the following differences:

3.
The TWAN sends new WLCP message Bearer Creation Request (PDN connection ID, Bearer ID, TFT, Bearer QoS with associated QCI, User plane connection ID) to the UE if UE is capable of multiple WLCP bearers per PDN connection. The user plane connection ID is assigned by the TWAG and shall be unique among all WLCP bearers for that UE. The UE stores the information on the new WLCP bearer and responds with WLCP Bearer Creation Response to the TWAN. For uplink packets that match bearer TFT according to same principles as for 3GPP access, the UE applies Bearer QoS and send packet on that bearer i.e., on the user plane connection ID (MAC address) associated with the bearer. A TWAN specific resource allocation/modification procedure may be executed in this step. The details of this step are out of the scope of 3GPP.
WLCP Bearer Creation Request and Response are new messages.
6.6.2.3
PDN GW Initiated Bearer Modification

The PDN GW initiated bearer modification procedure for a GTP based S2a is depicted in figure 6.X.2.3-1.
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Figure 6.X.2.3-1: PDN GW-initiated S2a Bearer Modification Procedure with GTP on S2a

The PDN GW Initiated Bearer Modification procedure is as described in TS 23.402 [2] clause 16.6.1 with the following differences:

3.
The TWAN sends WLCP Bearer Update Request with a list of modified bearers {Bearer ID, [TFT], [Bearer QoS]} to the UE if such a bearer exists. The UE stores and uses the updated TFT or Bearer QoS for each bearer id.
WLCP Bearer Update Request and Response are new messages.
6.6.2.4
PDN GW initiated Resource Allocation Deactivation
The PDN GW initiated Resource Allocation Deactivation for a GTP based S2a is depicted in figure 6.X.2.4-1.
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Figure 6.X.2.4-1: PDN GW initiated Resource Allocation Deactivation with GTP on S2a

The PDN GW Initiated Bearer Modification procedure is as described in TS 23.402 [2] clause 16.6.1 with the following differences:

3.
In case the default bearer is marked for deletion in step 2, the TWAN sends WLCP PDN Disconnection request.

4
In case a dedicated bearer is marked for deletion in step 2 and the bearer exists, the TWAN sends a new WLCP Bearer Delete message with a list of bearer identities to be deleted.

WLCP Bearer Delete Request and Response are new messages.

6.6.2.5
Handover between 3GPP access and Trusted non-3GPP

Handover from trusted non-3GPP to E-UTRAN will be done as legacy and all bearers on LTE access will be re-created.

Note that the PGW performs a delete of the default bearer on non-3GPP after handover to LTE is complete and that will implicitly also remove the WLCP bearers.

For handover from E-UTRAN to trusted non-3GPP when there are dedicated bearers active in the E-UTRAN access, the WLCP bearers corresponding to the dedicated bearers will be explicitly created as described in 6.6.2.2. The UE is not expected to re-use any dedicated bearer information from the old access.
6.6.3
Impacts on existing nodes and functionality

TWAG:

-
the TWAG is modified to setup dedicated WLCP bearer by assigning a unique (per UE) user plane connection ID to the dedicated bearer, send new WLCP message Bearer Creation Request and receive reply from UE. 
-
the TWAG is modified to be able to delete WLCP bearer or disconnect WLCP PDN connection at PDN GW initiated Resource Allocation Deactivation
UE:

-
the UE shall support the WLCP Bearer activation, deactivation and modification procedure.

6.6.4
Solution evaluation
Solution 6 supports QoS differentiation for IMS media IP flows.

Solution 6 supports Update/modification of uplink QoS policies.

Control Plane Impacts

-
The TWAG and UE must support the updated WLCP procedures

-
The TWAG must translate and bind information elements to be exchanged between S2a and WLCP. The UE must, based on input from WLCP procedures, provision the uplink QoS flows in the user plane.

-
Additionally, the TWAG and UE must support multiple WLCP bearers per PDN connection.

User Plane Impacts

-
The TWAG will relay packets between WLCP bearer and GTP tunnel for all EPS bearers. For UEs that don't support this feature, the TWAG will need to follow the legacy function and use uplink TFTs to determine what uplink S2a bearer to use.

-
The UE will need to route packets to the correct WLCP bearer based on the uplink TFTs. This is a similar function as used on 3GPP access to determine uplink DRB.
END of CHANGES
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