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Abstract of the contribution: This paper proposes the deployment possibilities of the PCF within a 5G core network.
Discussion

1
Introduction

This paper proposes how to deploy the PCF in the 5G core network.
2
Consideration on the policies provided by PCF
The Policy Control Function (PCF) defined in 3GPP TS 23.501 is one logical function that allows to provide policy decisions to the enforcement functions in two different and separate domains:
· One domain handles policy decisions applicable to the UE, i.e. UE level policies. This includes UE Access and Mobility Management control and UE policies. PCF provides policy and rules information via N15 interface.

· The other domain handles policy and charging decisions applicable per session, i.e. session level policies. PCF provides policy and charging rules information via N7 interface.

Considering these two different and separate domains, there are a number of deployment possibilities:

· the same PCF can handle both separate domains 
· separate PCFs can be deployed to handle each domain
· it is also possible to deploy separate independent PCFs to handle policy and charging domain for different DNNs. For example, PCC may be enabled on a per DNN basis.
In a 5G core network one relevant scenario to consider is a UE connected to multiple slices. This scenario allows different deployments for the PCF:
· A unique PCF that is common for all the slices and provides policy decisions for the two domains.

· Separated PCFs can be provided per slice as isolated and specific resources. In this scenario, it is worthy to analyse the two separate policy domains, i.e. UE level policies and session level policies. 
The UE is served by a unique AMF when registered in the network. The AMF is a resource shared by the different slices. Therefore, what is more reasonable is that a unique PCF handles the UE level policies that are provided via N15 interface to the AMF.
The UE may be connected to different slices through different PDU sessions. The sessions may be served by different slice specific SMFs. Therefore, what is more reasonable is that there are slice specific PCFs. These PCFs provide the slice specific SMFs with the session level policies.

So, it shall be possible to deploy a shared PCF common to all slices to provide UE level policies to the AMF and separated slice specific PCFs that provides session level policies to the slice’s SMFs.

The following pictures show the two scenarios mentioned above in which a UE can connect to multiple slices. 
Note: The PCF interfaces shown in the pictures are those included in the 23.501 TS, Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation

[image: image1]
Figure 1: PCF deployed in common core network instance for UE level policies and session level policies

[image: image2]
Figure 2: PCF for UE level policies in common core network instance and slice specific PCF for session level policies.
2
Proposal

The following solution is proposed to be updated to TS 23.501 to specify the slicing in the PCF architecture.
* * * First change* * * *
A.2.1.1

PCF Discovery and Selection

A.2.1.1.1 
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
A single logical PCF entity may be deployed by means of multiple and separately addressable PCFs.

-
Different deployment options are supported:

-
It shall also be possible to deploy a network so that the same PCF can be allocated for all PDU sessions for a UE and for the UE context session established via N15. This option can be used if there is a correlation need in PCF between different types of policies, e.g. access and mobility management policies and session level policies. 
-
It shall be possible to deploy a network so that different PCFs may serve different types of policies or different DNNs or different slices. For example, PCC may be enabled on a per DNN basis. Another example is that a PCF may serve only UE level policies (UE policies and UE access and mobility management policies), or only PDU session policies (Policy and changing control policies). This assumes that there is no dynamic correlation need between PCFs. 
-
The deployment options do not impact the network architecture.
Editor’s note: How these deployment variants impact PCF discovery and selection is FFS

-
The PCF must be able to correlate the AF service session established over N5 with the right PDU‑CAN session (PCC Session binding) established over N7.
* * * End of changes* * * *
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