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Abstract of the contribution: This paper proposes how describe the Policy and Charging Function (PCEF) in 5GC.
Introduction
While there is an agreement about the distribution of responsibilities for the policy enforcement of the access and mobility policies, and a new function, the Access and Mobility Policy Enforcement Function (AMPEF) is defined in the Policy Framework, there are some uncertainties about the network function(s) that provides the functions in the evolved 3GPP TS 23.203 PCEF.
This contribution analyses how the policy and charging enforcement is distributed in the 5GS and proposes a way forward to allocate the PCEF functionality into the 3GPP TS 23.501. 
Distribution of the Policy and Charging Enforcement Function in 5GC
The PCEF before 5GC 

The PCEF is defined in 3GPP TS 23.203 as the PCC function that comprises the Policy and Charging Function, and it is allocated in the Gateway node implementing the IP access to the PDN. 
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Figure 1. Overall PCC logical architecture (non-roaming) when SPR is used

As a result of the CUPS work, the responsibilities of the gateway node providing IP access to a DN are split between the CP and the UP. The PCEF is not depicted in the 3GPP TS 23.214 architecture model, and instead, it is explicitly specified:

“PGW-C and PGW-U jointly provide functionality equivalent to the functionality provided by PGW as defined by the TS 23.401 [2] and TS 23.402 [4], and the PCEF as defined by the TS 23.203 [3].”
And for the PGW control plane function, describes:

“The PGW control plane function (PGW-C) provides the functionality of the PGW as defined by TS 23.401 [2] and TS 23.402 [4], and the PCEF as defined by the TS 23.203 [3] except for the functions that are performed by the PGW-U as described in table 4.3.2-2.”

The TS 23.203 does not include any user plane reference points, like Gn, Gp, S5 or S8 for the PCEF. Thus, the PCEF has all its reference points in the control plane and by that in the CP part of the CUPS architecture. Furthermore, even though CUPS specifies the functionality of PGW-C and PGW-U, it does not describe specifically the distribution of PCEF functionality into control and user plane but lets the user plane get all its (a) instructions for the traffic handling and (b) triggers for reporting from the control plane. In other words, CUPS defines an interface (Sx) between CP and UP that is not covered by PCC or PCEF (e.g. it is used also when PCC is not deployed) but supports functionality that allows the CP and UP functions to together fulfil the total functionality of a PCEF.
The PGW-C is responsible for the control of the PCC PCEF interfaces for IP-CAN session control, co-responsible of the enforcement for certain PCC PCEF functionality as usage reporting, charging etc., and responsible for instructing PGW-U about the enforcement to carry out by PGW-U. 
Policy and Charging Enforcement Function in 5GC
The separation between CP (SMF) and UP (UPF) is described in the 5G CN reference architecture in the main body of TS 23.501, and thus a similar relation to PCEF as with CUPS can be applied also for 5GCN:

· The N4 interface is the interface between the SMF and UPF for the SMF to instruct the user plane about traffic detection, traffic forwarding behaviour, etc. This interface is not part of the policy architecture but is general and applicable also without the policy framework. 
· The control interfaces for PDU session management, service data flow control and policy enforcement information distribution to applicable NFs are allocated into the SMF,  

Therefore, it can be concluded that the above basic criteria to distribute functionality between SMF and UPF can also be applied to the discussion about PCEF functionality distribution between the SMF and UPF. The TS 23.203 PCEF in 5GC becomes therefore a functional entity distributed in:

· The SMF, responsible for the control of PCEF interfaces for PDU session control, co-responsible of the enforcement of certain PCEF functionality as usage reporting, charging, etc., and responsible of instructing UPF about the actual PCEF enforcement to perform for specific SFDs. 

· The UPF, responsible for the traffic detection and forwarding according to the SDF treatment as well as enforcement (measurements, QoS, traffic steering, etc.) instructed by the SMF.  

In line with how PCEF was handled for CUPS, it is therefore proposed that the PCEF functionality defined in TS 23.203 is not explicitly illustrated in the CP-UP separated architecture, but rather kept as a logical set of functionality that can be distributed between SMF and UPF per the main body of 23.501. Furthermore, with the introduction of local breakout solutions in 5GS, e.g. based on UL-CL, the PCEF functionality may be distributed between SMF and multiple UPFs, further illustrating the difficulty to illustrate in a simple figure how PCEF maps to the 5G CN architecture. The Policy Reference Architecture in the Annex of 23.501 should thus only illustrate the relation to the 5G CN architecture without attempting to pictorially represent the PCEF (see Figure below). How the PCEF functionality is distributed between SMF and UPF would then be described separately (see Table below the Figure). To stay consistent for all enforcement points, also AMPEF is not illustrated in the figure but only AMF.
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Figure 2: Overall non-roaming 5G Policy Framework architecture – PCEF allocation
The PCEF functionality is distributed between the SMF and UPF as shown in the table below:

	Main PCEF functionality
	PCEF Sub-functionality
	SMF
	UPF
	Comments

	PDU session/DNN policing
	1. UL/DL Session AMBR enforcement
	 
	X
	

	PCF related functions
	1. Service detection, per SDF traffic matching (DPI, IP-5-tuple)
	 
	X
	 

	
	2. Service QoS to QoS Flow QoS mapping
	X
	 
	 

	
	3. UL traffic flow to QoS flow allocation verification and mapping of DL traffic to corresponding QoS flow
	 
	X
	 

	
	4. UL and DL SDF level gating 
	 
	X
	 

	
	5. UL and DL SDF level MBR enforcement
	 
	X
	 

	
	6. UL and DL SDF level GBR enforcement
	 
	X
	 

	
	7. UL and DL SDF level charging (online & offline, per charging key)
	X
	X
	 

	
	8. Usage monitoring
	X
	X
	 

	
	9. Event reporting (including application detection)
	X
	X
	 

	
	10. Redirection
	X
	X
	

	
	13. Predefined PCC/ADC rules activation and deactivation
	X
	X
	

	 
	14. PCC support for SDCI
	X
	X
	


The PCEF functionality allocated in the SMF controls the PDU session and service data flow enforcement to perform in the SMF and UPF enforcement functions according to the Policy and Charging rules received from the PCF. The SMF controls enforcement in the UPF(s) via the N4 interface. 
Whether the SMF allocates separate UPF for different dataflows or the SMF allocates a single UPF depends on the scenario, e.g. in case an UL-CL is used different SDFs would be routed via different N6 interfaces and may be enforced in different UPFs while belonging to a single PDU-CAN Session.  
This implies that the logical architecture representation would only require a single logical UPF (non-roaming scenarios) but as described on TS 23.501, clause 5.8.2, this representation also allows that several UPFs can be chained for a given PDU Session.

Summary
This contribution proposes to clarify the distribution of the evolved 3GPP TS 23.203 PCEF functionality into the SMF and the UPF. 

To illustrate this PCEF functional distribution, the PCEF functionality distributed between the SMF and the UPF is introduced in the Policy Reference Architecture depicted in chapter A.2.1

The contribution also proposes where, in 3GPP TS 23.501 v.0.3.1, the distributed PCEF functionality should be specified. 
Proposal

The following updates are proposed to 3GPP TS 23.501 v.0.3.1.
**** First Change ****

A.2
Architecture model and reference points

A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), policy and charging enforcement functionality supported by SMF and UPF, the Access and Mobility Policy Enforcement Function (AMPEF), the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

Editor's note:
The reference point PUd and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS.

The PCEF functionality defined in TS 23.203 [4] is distributed between the SMF and the UPF as described in chapter A.3.1.x (Policy and Charging Control).
In the 5GC Policy Framework, interfaces corresponding to the PCEF interfaces defined in TS 23.203 [4], , such as the N7 interface with the PCF, are supported by the SMF.

Editor's note: 5GC interfaces corresponding to the PCEF interfaces towards charging system are FFS.
NOTE: 
The N4 interface is defined in clause 4.2. The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness. 

Figure A.2.1-2 shows the roaming policy framework architecture (local breakout scenario with AF in VPLMN) in 5G:
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Figure A.2.1-2: Overall roaming policy framework architecture - local breakout scenario with AF in VPLMN
Figure A.2.1-3 shows the roaming policy framework architecture (local breakout scenario with AF in HPLMN) in 5G:
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Figure A.2.1-3: Overall roaming policy framework architecture - local breakout scenario with AF in HPLMN
Editor's note:
The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA.
Figure A.2.1-4 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure A.2.1-4: Overall roaming policy framework architecture - home routed scenario

**** Next Change ****

A.3
Functional description

A.3.1
Overall description
A.3.1.1
Distribution of the Enforcement of Policy Decisions

The table below summarizes the distribution of the enforcement functionality, indicating type of policy enforcement functions and the associated reference points. 
Table A.3.1.1-1: Type of Polices versus Policy Enforcement

	Type of Policies
	Receiver of policy rules from PCF
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Service Steering & Service Chaining
	FFS
	FFS
	FFS

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	FFS
	UE, FFS
	FFS


NOTE: 
Credit management and reporting are to be defined in SA WG5 specification.  Charging control and relevant information is provided by SMF towards charging system.
Editor's note: Enforcement for Service Steering and Service Chaining, Congestion Management, Access Network Discovery and Selection Policy, SSC Mode Selection, and Network Slice Selection Policy in the 5GS is FFS. Additional policy requirements are FFS.
A.3.1.x     Policy and Charging Control

The Policy and Charging control comprises the PCF provisioning of policy rules over N7 to the SMF for the enforcement of policy and charging control in the SMF and UPF.

The functionality of the SMF is described in clause 6.2.2 and the functionality of UPF is described e.g. in clauses 5.7.1, 5.8.2 and 6.2.3. The functional distribution of the policy enforcement of the policy and charging rules between the SMF and the UPF is described in table A.3.1.x 
Table A.3.1.x: Functional distribution of policy enforcement functionality in the SMF and the UPF
	Main enforcement functionality
	Sub-functionality
	SMF
	UPF
	Comments

	PDU session policing
	1. UL/DL Session AMBR enforcement
	 
	X
	

	Policy Framework related functions
	1. Service detection, per SDF traffic matching (DPI, IP-5-tuple)
	 
	X
	 

	
	2. SDF QoS to QoS Flow QoS mapping
	X
	 
	 

	
	3. UL QFI to QoS flow mapping verification and mapping of DL traffic to corresponding QoS flow
	 
	X
	 

	
	4. UL and DL SDF level gating 
	 
	X
	 

	
	5. UL and DL SDF level MBR enforcement
	 
	X
	 

	
	6. UL and DL SDF level GBR enforcement
	 
	X
	 

	
	7. UL and DL SDF level charging (online & offline, per charging key)
	X
	X
	 

	
	8. Usage monitoring
	X
	X
	 

	
	9. Event reporting (including application detection)
	X
	X
	 

	
	10. Redirection
	X
	X
	

	
	11. Predefined PCC rules activation and deactivation
	X
	X
	

	 
	12. PCC support for SDCI
	X
	X
	


A.3.1.x.1     Policy and Charging control in SMF

Termination of interfaces towards Policy control functions is located in the SMF.
Editor's note: Further 5G aspects of Policy and Charging control in SMF are FFS.

**** End of Changes ****
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