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Abstract of the contribution: This PCR provides the overall evaluation and conclusions for both trusted and untrusted WLAN.
Proposal

It is proposed to modify the following text of TR 23.751 as follows: 
* * * * First Change * * * *
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Overall evaluation

Editor's Note: This clause will contain the evaluation of the identified solutions for every key issue. 

For untrusted WLAN, the set of solutions #1 and #3:
-
allows end-to-end QoS differentiation via using separate IPsec Security Associations and via

-
for the downlink, the mapping between the QCI over S2b, the IP packet DSCP and the IPsec Security Association;

-
for the uplink, the mapping between an IP flow and an S2b bearer, using the UL TFT in the ePDG.
-
the mapping between the outer IP header DSCP of the IPsec SA to the EDCA class on WLAN radio.
-
allows to establish one IPsec SA per S2b bearer.
-
supports QoS differentiation for bidirectional or unidirectional IMS media IP flows.

-
supports update/modification of uplink QoS policies at any point of time.
Whereas, even if the set of solutions #1 and #2 allows end-to-end QoS differentiation via using separate IPsec Security Associations:
-
it cannot provide QoS differentiation for unidirectional and non-symmetrical uplink flows;

-
it is restricted to a single IPsec SA per DSCP: it cannot be used if the ePDG sets an IPsec SA per bearer, where several bearers have the same QCI.
-
It only supports update/modification of uplink QoS policy for an uplink IP flow whenever there is a downlink packet of the counterpart downlink flow.
For trusted WLAN, the set of solutions #6 and #7:
-
allows end-to-end QoS differentiation via 

-
for the downlink, the mapping between the QCI over S2a, the IP packet DSCP and the EDCA on the radio;

-
for the uplink, the mapping between the IP packet DSCP and the EDCA on the radio (using UL TFT sent via WLCP signalling), and between the IP packet DSCP and the S2a bearer (using a one to one mapping between a DSCP and a S2a bearer).

-
supports QoS differentiation for bidirectional or unidirectional IMS media IP flows.

-
supports update/modification of uplink QoS policies at any point of time.

Whereas, even if the set of solutions #4 and #5 has the same characteristics, it uses the TWAG UL TFT provided by the PGW over S2a instead of using an explicit signalling of the one to one mapping between DSCP and S2a bearer. 
8
Conclusions

Editor's Note: This clause is intended to list conclusions, which are agreed during the course of the study item activities.

For untrusted WLAN, the set of solutions #1 and #3 with one to one mapping between IPsec child SA and S2b bearer (using explicit signalling) is recommended for normative specification work.
For trusted WLAN, the set of solutions #6 and #7 with one to one mapping between WLCP bearer and S2a bearer (using explicit signalling) is recommended for normative specification work.
* * * * End of Changes * * * *
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