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Abstract of the contribution: This contribution proposes evaluation and conclusion for the FS_IOPS_LB in TR 23.798.
Discussion
This is a new solution to FS_IOPS_LB were the limited backhaul is used for authentication only.
***************** Start of changes **********************

7
Overall evaluation

Editor's note:
This clause will contain the evaluation of the identified solutions for every key issue.

7.1
Overall evaluation for Key Issue #1
For Key Issue #1 three solutions are proposed in the TR:

Solution 1: IOPS network using the backhaul for authentication only.
This solution uses a new type of MME, called a Proxy MME (P-MME) which shall be used for authentication and mobility. For the authentication the P-MME is seen to be in the secure domain and contacts HSSs outside the IOPS area and the IOPS network is seen as being an un-secure domain. 
Using the P-MME for mobility is not valid as no mobility is possible if the UE moves from the IOPS area to the macro area or between two IOPS areas as the connection to the PDN GW/L-GW will be lost in all these cases. The result will be that the UE is detached and will then perform an attach in the new area. This is also needed to ensure that the right IOPS services are available through the right GWs.
It is also specified that the GUTI for the UE is allocated by the P-MME. This will make e.g. Periodic TAU and Service Request fail as the eNB in the IOPS Area has no access to the P-MME. The eNB in the IOPS area has only access to the L-MME and the L-MME must allocate the GUTI for the UE to make it work.
Solution 2: IOPS network using the backhaul only for authentication of unknown UEs.
This solution uses external HSS for authentication of IOPS UEs not known in the L-HSS but do not discuss any issue with secure domain (external HSS access) and unsecure domain (IOPS network) as solution 1 and 3 are discussing. This solution discuss the use of “IOPS identifier” and “L-HSS ID” which needs to be resolved by SA3 for the case with IOPS limited backhaul. 
Solution 3: Limited backhaul for authentication only.

This solution introduces the use of a AAA Proxy/DRE to resolve the issue with the secure domain for the external HSSs and the IOPS network as seen as being in an unsecure domain. No new procedures are needed and the Attach procedure will handle the IOPS UEs not known in the IOPS area as roaming UEs.
Summary

Solution #1 introduces a new type of MME i.e. Proxy MME but the main issue with this solution is the allocation of GUTI in the P-MME which will have the result that e.g. periodic TAU and Service Request procedures will fail.

Solution #2 does not handle the question related to the secure/unsecure domain but handles the details that needs to be resolved by SA3.
Solution #3 has the same principles as in solution #1 for authentication with HSS and operates within a secure domain, but using a deployment solution i.e. not a new type of MME as proposed in solution #1. Same as for solution #1 SA3 security aspects of this solution need to be investigated by SA3 and a new S6a’ may be needed. Not new procedures or normative work is needed.  
7.2. Overall evaluation of Key Issue #2
No solutions for Key Issue #2 is proposed in the TR and it can be questioned if any solutions are needed as the existing solutions in Annex K in TS 23.401 can be used.
For the case the IOPS network goes from limited backhaul to full isolation all UEs needs to have or have to switch to subscriptions configured in the local HSS i.e. same as described in Annex K in TS23.401.
For the case the IOPS network goes from fully isolated to limited backhaul, IOPS UEs not known in the IOPS network can be used but no specific procedures are needed.
8
Conclusions


8.1 
Conclusion for Key Issue #1
It is concluded that the solution for Key Issue #1 shall be based on solution #3 in clause 6.3. The solution will be captured as a deployment solution and integrated in Annex K in TS23.401. SA3 may need to evaluate further capabilities for meeting the security requirements for authentication via external HSS and domain security.
8.2
Conclusion for Key Issue #2
No new solutions are needed for Key Issue #2.
***************** End of changes **********************
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