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Abstract of the contribution: The paper describes the changes to the general Registration procedure and the PDU session establishment procedure needed to support idle-mode mobility from EPC to NGC for single registration and dual registration mode UE.
1. Introduction
This document introduces updates to the general Registration procedure described in TS 23.502 clause 4.2.2.2.2 in order to handle inter-system mobility for:

- UE in idle mode in single registration mode, and 

- UE in dual registration mode 
with and without Nx interface.
Additionally, it updates the PDU session establishment procedure in TS 23.502 clause 4.3.2.2.1 to support a Request Type “inter-system handover”. This indication is used by both single registration mode UE in idle mode and dual registration mode UE when moving from EPC to NGC.

The flows here are based on the following assumption:

Assumption 1: When the UE is in EPC, the UE is not provided indication whether the network supports “single-registration” mode or “dual-registration” mode. Hence, the behaviour of the UE when it performs registration in 5GC is the same.

1.1 Short description of the procedure
After camping on NR, the UE initiates a Registration procedure with mobility indication. The UE whether in single registration mode or dual registration mode will provided a mapped 5G GUTI and native 5G GUTI if it has any.. The UE provides an indication of preference of single registration or dual registration mode.
The registration procedure is used to setup the MM context: either by getting the MM context from the MME if Nx exists or via new registration in 5GS. The SM context is not synchronized during the registration procedure. However, the SMF address is obtained by the AMF during this procedure either from the MME if the Nx interface exists or provided by the HHS+UDM if there is no Nx interface.

The UE then subsequently performs PDU session establishment with “handover” flag. The “handover” flag ensures that the AMF selects SMF provided by either the MME (if Nx interface exists) or from the HSS+UDM (if Nx interface does not exist).
1.3
Handling of MME and AMF registrations in the HSS+UDM
The main issue is whether the HSS keeps both MME and AMF registered in the HSS+UDM on inter-system mobility or only the latest node is registered in the HSS.
===

Background of 3G and 4G registration in HSS

In 29.272, S4-SGSN and MME are both registered in the HSS. 


Here is the overall behaviour in HSS on receiving location registration update (from TS 23.272 and TS 23.401):

-
LRU from MME always cancels old MME registration

-
LRU from SGSN always cancels old SGSN registration

-
LRU from MME with “initial-attach-indication” cancels old SGSN registration

-
LRU from SGSN with “initial-attach-indication” cancels old MME registration.

-
LRU from MME with “Single-registration-indication” cancels old SGSN registration.

This is done to cancel old Gn/Gp SGSN registration ONLY (annex D in 23.401). 

-
LRU from SGSN does not use “single-registration-indication”. Hence, 4G -> 3G mobility registration from SGSN does not cancel MME registration.
===
The pros of keeping both the MME and AMF registered in the HSS is that every time the UE moves between EPC and NGC, the new node does not need to get re-register and get subscription from the HSS/UDM. Also, the HSS/UDM does not need to send cancel-location to the old node.

The cons of having both MME and AMF registered in the HSS is additional complexity in the HSS. However, one should note that for networks supporting 3G and 4G, both S4-SGSN and MME are able to be registered in the HSS. For subscription changes the HSS may need to provide updates to both MME and AMF; though this may not always be the case since 4G subscription changes can be made to the MME and 5G subscription changes to the AMF. Though if NR will be used on both EPC (Option 3) and NGC (Option 2/4 or 5/7) then probably subscription changes will need to be made to both sides. Also, for SMS delivery the MSC/VLR will need to attempt to deliver the SMS both via the MME and the AMF. Again, the MSC/VLR is able to handle this situation for 3G and 4G already.
Given the significant advantage in the reduction of signalling between HSS/UDM and MME/AMF whenever the UE changes between NGC and EPC, it is proposed that both AMF and MME continue to be registered in HSS on inter-system mobility. 


Proposal 1: (a) For mobility from EPC to NGC: The HSS does not send cancel location to old MME when UE performs “mobility registration” update in the AMF. (b) For mobility from NGC to EPC: The HSS does not send cancel location to old AMF when UE performs TAU with MME.

Note that in order to clean up the system, the HSS should delete the old node of the other type whenever the UE performs initial attach either in EPC or NGC. (This is inline with HSS behaviour also for 3G and 4G).

1.4
Retrieval of PGW-C/SMF address from the HSS

There are two questions to be answered:
1.
Is the PGW-C/SMF address always stored in UDM/HSS?
2.
How does the HSS know to provide the PGW-C/SMF address to the AMF/MME?
If there is an Nx interface then the AMF (4G->5G mobility), can obtain the PGW-C+AMF address from the MME. Otherwise, it needs to get this address from the HSS/UDM. Hence, for networks that do not support an Nx interface, the AMF needs get the PGW-C address from the HSS. Also, this information should not be just part of the SM context in the HSS/UDM, but MM part of context in HSS/UDM especially for 5GC where the AMF and SMF are separated. The PGW-C/SMF address helps the AMF select SMF, which is an AMF function.

Proposal 2: The PGW-C+SMF address is optionally stored in the HSS+UDM, eg. for networks that do not support Nx. The AMF (for 5GC) and MME (for EPC), updates the SMF and PGW-C addresses respectively in the HSS+UDM whenever one such is selected for a UE’s PDU/PDN session. 
Another point to note is that based on Proposal 1, the AMF will not always perform registration update with the HSS+UDM when the UE moves from EPC to NGC. Hence, in such cases if the PGW-C+SMF address is removed or changed in the HSS+UDM, the HSS+UDM should inform the registered MME and AMF, such that on subsequent inter system mobility the AMF and MME are able to select the appropriate PGW-C+SMF.  
Proposal 3: Whenever the PGW-C+SMF address is updated in the HSS+UDM, the HSS+UDM informs the CN node of the other core-network of this new PGW-C+SMF address.
Now, to question 2), how does the HSS+UDM know to provide SMF+PGW-C to the AMF or MME? Should the MME or AMF request for this by providing a special flag in the Location update message, e.g. “Handover indication” or if such information is available in the HSS+UDM, it should always be provided in all non “initial registration” location updates? Initial registration or initial attach is an indication to start from scratch, hence no HO is performed. All old context should be cleaned up in the system including HSS.
Providing a “handover indication” to the HSS does not make too much sense. If the PGW-C+AMF address is being registered in the HSS, the HSS should provide this indication to the other CN node.

Proposal 4: If the PGW-C+SMF address is stored in the HSS, the HSS provides this information to the AMF at every location updated from the AMF. AMF does not provide any “handover indication” flag to the HSS+UDM.
NOTE: The PGW-C+AMF address is provided to MME as part of APN information if network supports mobility with non-3GPP access and UE is allowed to have such mobility as part of subscription information.
2. Change proposals

######################### TEXT PROPOSAL FOR TS 23.502 ###########################

4.2.2.2.2
General Registration



[image: image2]
Figure 4.2.2.2.2-1: Registration procedure
1.
UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, Subscriber Permanent Identifier or Temporary User ID, Security parameters, NSSAI, UE 5GCN Capability, PDU session status)).

Editor's note:
The required AN parameters is FFS.


In case of 5G-RAN, the AN parameters include e.g. SUPI or the Temporary User ID, the Selected Network and NSSAI.


The Registration type indicates if the UE wants to perform an "initial registration" (i.e. the UE is in non-registered state), a "mobility registration update " (i.e. the UE is in registered state and initiates a Registration procedure due to mobility), a "periodic registration update" (i.e. the UE is in registered state and initiates a Registration procedure due to the periodic update timer expiry, see clause 4.2.2.2.1). If included, the Temporary User ID indicates the last serving AMF. If the UE is already registered via a non-3GPP access in a PLMN different from the PLMN of the 3GPP access, the UE shall not provide the UE Temporary ID allocated by the AMF during the registration procedure over the non-3GPP access. If the UE is already registered in EPC the UE indicates this is a “mobility registration update” and the UE shall provide a UE Temporary ID mapped from the GUTI (see clause 5.17.2.2: 5G-GUTI mapped from 4G-GUTI). The UE may also provide an additional native 5G GUTI, if one is available at the UE. 

The Security parameters are used for Authentication and integrity protection. NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause 5.15 of TS 23.501 [2]. The PDU session status indicates the available (previously established) PDU sessions in the UE. If this Registration is the first one from idle mode performed for inter-system mobility from EPC, the UE does not provide any PDU session status. The UE also provides an indication if it prefers single-registration or dual-registration mode. 
Editor's note:
The content of the Security parameters is FFS.

Editor's note:
The possibility to piggyback a PDU session Establishment request at the same time as sending a Registration request is FFS.

Editor's note:
Changes required to support "stickiness" is FFS.

Editor's note:
It is FFS if Active flag/bitmap and HO attach indication is to be added.

Editor's note:
It is FFS how UE Radio capabilities are provided.
Editor’s note: 
In case of inter-system mobility, mapping of EPS Security parameters to 5G security parameters is FFS 
2.
If a SUPI is included or the Temporary User ID does not indicate a valid AMF the (R)AN, based on (R)AT and NSSAI, if available, selects an AMF.


The (R)AN selects an AMF as described in TS 23.501 [2], clause X.

If the (R)AN cannot select an AMF, it forwards the Registration Request to a default AMF. The default AMF is responsible for selecting an appropriate AMF for the UE. The relocation between the default AMF and selected AMF is described in clause 4.2.2.2.3, where the initial AMF refers to the default AMF, and the target AMF refers to the selected AMF.
3.
(R)AN to AMF: N2 message (N2 parameters, Registration Request (Registration type, Subscriber Permanent Identifier or Temporary User ID, Security parameters, NSSAI)).


When 5G-RAN is used, the N2 parameters include the Location Information, Cell Identity and the RAT type related to the cell in which the UE is camping.

If the Registration type indicated by the UE is periodic registration update, then steps 4 to 17 may be omitted.
4.
The new AMF differentiates the type of the old node, i.e. AMF or MME, as specified in clause x.y.z and uses the 5G GUTI received from the UE to derive the old AMF/MME address
4a.
[conditional] new AMF to old AMF: Information Request (complete Registration Request).

If the UE's Temporary User ID was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send Information Request to old AMF including the complete Registration Request IE to request the UE's SUPI and MM Context.
4b. [conditional] new AMF to old MME: Context Request

If an Nx interface exists between AMF and MME and the UE provided 5G GUTI in Step 1 points to an MME, the AMF performs an Information Request to the MME in the form of a Context Request as per TS 23.401 clause 5.3.3.1 (Tracking Area Update with Serving GW change): Context Request (4G GUTI, complete Registration Request message, AMF Address, UE validated). The 4G GUTI is mapped from the Temporary User ID. UE Validated indicates that the new AMF has validated the integrity protection of the TAU message.
Editor’s Note: The details of security handling of the Registration Request message between AMF and MME will be specified by SA3. 
5a.
[conditional] old AMF to new AMF: Information Response (SUPI, MM Context, SMF information).

Old AMF responds with Information Response to new AMF including the UE's SUPI and MM Context.


If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities.
5b. [conditional] old MME to new AMF: Context Response

As a response to the Context Request, the MME replies with a Context Response as per TS 23.401, including UE’s MM Context and EPS Bearer Context(s). The EPS Bearer context includes the common SMF/PGW-C address and the APN. The AMF may use internal mapping tables or reverse DNS to locate the SMF collocated with the PGW-C. The AMF stores the SM context.
6.
[conditional] AMF to UE: Identity Request ().

If the SUPI is not provided by the UE nor retrieved from the old AMF or the old MME, the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE.

7.
[conditional] UE to AMF: Identity Response ().

The UE responds with an Identity Response message including the SUPI.

8.
The AMF may decide to invoke an AUSF. In that case, the AMF, shall based on SUPI, select an AUSF as described in TS 23.501 [2], clause X.

9.
The AUSF shall initiate authentication of the UE and NAS security functions.


The authentication and security are performed as described in clause X.

Editor's note:
It is FFS how UDM is selected in this step.

Editor's note:
It is FFS whether the AUSF or the AMF initiates the authentication.

Editor's note:
Procedure including AMF relocation e.g. due to network slicing may happen after step 9 according to clause 4.2.2.2.3
10.
[conditional] new AMF to old AMF: Information Acknowledged ().

If the AMF has changed the new AMF acknowledge the transfer of UE MM context.


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends a reject indication to the old AMF. The old AMF continues as if the Information Request was never received.

11.
[conditional] AMF to UE: Identity Request ().

If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI.
12.
Optionally the AMF initiates ME identity check.


The PEI check is performed as described in clause 4.7.
13.
If step 14 is to be performed, the AMF, based on the SUPI, selects a UDM.


The AMF selects an UDM as described in TS 23.501 [2], clause X.

14. If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, the AMF initiates the Update Location procedure. This will include that UDM initiates Cancel Location to old AMF, if any. The old AMF removes the MM context and notifies all possibly associated SMF(s), and the new AMF creates an MM context for the UE after getting the AMF related subscription data from the UDM. 

If the Registration is performed for inter-system mobility from EPC, the HSS+UDM does not initiate a Cancel Location to the old MME.

If the APN subscription information includes PGW address, the HSS+UDM provides the APN, PGW address and to the AMF. 

The Update Location procedure is performed as described in clause X.

Editor's note:
Whether interactions with UDM and PCF includes mobility restriction related information is FFS.

Editor's note:
The PEI is to be provided to the UDM in the Update Location procedure.

Editor's note:
It is FFS how to update the figure with the "UDM initiates Cancel Location to old AMF".

15.
Conditionally the AMF, based on the SUPI, selects a PCF.


The AMF selects a PCF as described in TS 23.501 [2], clause X.

Editor's note:
It is FFS whether the Permanent User ID is used for PCF selection.

Editor's note:
The conditions when the AMF selects a PCF is FFS.

16.
[optional] AMF to PCF: UE Context Establishment Request ().

The AMF request the PCF to apply operator policies for the UE.
17.
PCF to AMF: UE Context Establishment Acknowledged ().

The PCF acknowledges the UE Context Establishment Request message.

18.
[conditional] AMF to SMF: N11 Request ().

If the AMF is changed, the new AMF notifies each SMF of the new AMF serving the UE.

The AMF verifies PDU session status from the UE with the available SMF information. In case the AMF has changed the available SMF information has been received from the old AMF. The AMF requests the SMF to release any network resources related to PDU sessions that are not active in the UE.
Editor's note:
It is FFS whether AMF perform the PDU session status logic or each SMF does it.
19.
SMF to AMF: N11 Response ().

The SMF may decide to trigger e.g. UPF relocation as described in clause x.

If the Registration type indicated by the UE is periodic registration update, then steps 20 and 21 may be omitted.
Editor's note:
It is FFS how SMFs subscribes to AMF services.

Editor's note:
SMF relocation in relation to a Reistration procedure is FFS.
20.
[conditional] AMF to PCF: UE Context Termination Request ().

If the old AMF previously requested UE context to be established in the PCF, the old AMF terminates the UE context in the PCF.

21.
PCF to AMF: UE Context Termination Acknowledged ().
22.
AMF to UE: Registration Accept (Temporary User ID, Registration area. Mobility restrictions, PDU session status, Single/Dual Registration Mode Indication, NSSAI, Periodic registration update timer).
The AMF sends a Registration Accept message to the UE indicating that the registration has been accepted. Temporary User ID is included if the AMF allocates a new Temporary User ID. Mobility restrictions is included in case mobility restrictions applies for the UE. The AMF indicates the PDU session status to the UE. 
The UE removes any internal resources related to PDU sessions that are not marked active in the received PDU session status. If the PDU session status information was in the Registration Request, the AMF shall indicate the PDU session status to the UE. The NSSAI includes the accepted S-NSSAIs.
Editor's note:
It is FFS whether NSSAI is provided to RAN by AMF.
AMF provides the selected mode (single registration or dual registration) to the UE in the registration response message.
23.
[conditional] UE to AMF: Registration Complete ().

The UE sends a Registration Complete message to the AMF to acknowledge if a new Temporary User ID was assigned.

If the Registration was started for inter-system mobility from EPC, the UE initiates a PDU session establishment procedure with “inter-system handover” flag (see section 4.3.2.2.1).
Editor's note:
Details of N2 interaction is FFS.

######################### TEXT PROPOSAL FOR TS 23.502 ###########################

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, N1 SM information, Request Type).


In order to establish a new PDU session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.


The NAS message sent by the UE is encapsulated by the AN in a N2 message that should include User location information and Access Technology Type Information.

The SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN. 
The Request Type indicates “inter-system handover” when the UE is performing mobility from EPC and the UE has already established connectivity with the PDN over the EPC. In this case the DDN is the same as the APN used in EPC.
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on the PDU Session ID that is not used for any existing PDU Session(s) of the UE. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2.
If the Request Type indicates “inter-system handover”, the AMF selects the SMF provided by the MME during the previous registration procedure (if Nx interface exists) or from the HSS+UDM (if no Nx interface exists) corresponding to the APN provided by the UE. If no SMF exists for the APN, the AMF selects a new SMF for the UE.
3.
From AMF to SMF:  SM Request (Subscriber Permanent ID, DNN, Handover Indication, S-NSSAI, PDU Session ID, AMF ID, N1 SM information, User location information, Access Technology Type).

If the Request Type indicates "inter-system handover", Handover Indication is included.

The AMF ID uniquely identifies the AMF serving the UE. The N1 SM information contains the PDU Session Establishment Request received from the UE.

4a.
SMF to UDM: Subscription Data Request (Subscriber Permanent ID, DNN).


If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data.

4b.
UDM to SMF: Subscription Data Response.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.

Editor's note:
Further detailing of SM-related subscription data is FFS.


The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling (including a relevant SM rejection cause) relayed by the AMF, the SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.
5.
SMF to DN via UPF 

If the SMF needs to authorize/authenticate the establishment of the PDU session as described in clause  5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in section 4.3.2.X.


If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.
6a.
If dynamic PCC is deployed, the SMF performs PCF selection.

6b.
The SMF may initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session.

Editor's note:
The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.

7.
The SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. If the Request Type is “inter-system handover”, the selected UPF is the UPF/PGW-U that was used in EPC. In this case, the SMF maintains the same IP address/prefix that was allocated in EPC during the PDN connectivity establishment. The SMF/PGW-C associates the EPS bearers to QoS flows.

If mobility with EPC is supported and Nx interface does not exist and the SMF is a new one for the DNN, the SMF registers itself in the UDM (combined HSS+UDM).
8.
If dynamic PCC is deployed and the PDU-CAN Session Establishment was not done in step 5, the SMF initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. Otherwise, if dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF initiates PDU-CAN Session Modification and provides the allocated UE IP address/prefix to the PCF.
9.
If step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

9a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.

9b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

If step 3 included handover indication, and the SMF creates CN tunnel information, then this step is skipped. Otherwise, this step is performed to obtain the CN tunnel information from the UPF. 
10.
SMF to AMF:  SM Request Ack (N2 SM information (PDU Session ID, QoS Profile, CN Tunnel Info), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode))) to the AMF.


The N2 SM information carries information that the AMF shall provide to the (R)AN.


The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.


The QoS Profile provides the AN with the mapping between QoS parameters and QoS Flow Identifiers. This is further described in TS 23.501 [2] clause 5.7.


The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.


The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.


The SM Request Ack further contains information allowing the AMF to know which UE is the target of the SMF request as well to determine which access towards the UE to use.
If the UE indicates the Request Type as "inter-system handover, in the PDU Session Establishment Accept, the Authorized QoS Rule include the corresponding EPS Bearer ID for each QFI.
NOTE:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to know which UE is the target of the SMF request as well to determine which access towards the UE to use.

11.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, , PDU Session Establishment Accept).


The AMF sends the PDU Session Establishment Accept and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN. 
12.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.


(R)AN also allocates (R)AN tunnel information for the PDU Session. (R)AN forwards the NAS message (PDU Session Establishment Accept) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.
If the UE indicates the Request Type as "inter-system handover", the UE switches from EPS Bearers to the respective QoS flows (QFIs), and locally deletes the EPS bearers that do not have associated QFIs.
13.
(R)AN to AMF: N2 PDU Session Request Ack ((R)AN Tunnel Info).


The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.

14.
AMF to SMF: SM Request (N2 SM information, Handover Indication).


The AMF forwards the N2 SM information received from (R)AN to the SMF.

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.
If Request Type indicates "inter-system handover", the Handover Indication is also included. 
15a. If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.

If the Handover Indication is included in step 14, the SMF sends the N4 Session Modification request message to the UPF to prompt the UPF to tunnel packets from the EPS access system to the 5GS access system and immediately start routing packets to the 5GS access system for the established QoS flows. 
15b. The UPF provides a N4 Session Establishment/Modification Response to the SMF.

16.
After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.

Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

17.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
During the lifetime of the PDU session, the AMF stores an association of the PDU session ID and the SMF ID.
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9b. N4 Session Establishment/Modification Response
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